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1	Introduction
In TR 23700-62, Solution #1 clause 6.1.2.5.2 includes the following EN:
Editor's note:	How the NWDAF can determine which among the multiple PSA UPF(s) of a PDU Session it needs to contact for a given application flow.
The SMF that manages a PDU session holds information of the UPFs that compose the UP path. In this solution, SMF can provide the UPF information upon request. 
Given a PDU session, SMF has the information of the rules that have been provisioned to each UPF, the UPFs that are acting as ULCL/BP and/or PSA and on which DNAI (e.g. when a request to steer traffic over N6 triggers insertion of a UPF that supports the requested DNAI). 
When SMF provides UPF information for the target PDU Session, the information can include, for each UPF, UPF ID and UPF Role(s). UPF Event Exposure Service IP End Point if available, can be included to save a query to NRF. In addition, the request to SMF can be specified to support filters like DNAI or App Id so that only information of UPF breaking out traffic at the DNAI or information of the UPFs that may receive the application traffic may be provided.
With the UPF information exposed, consumers decide which UPF(s) best select for the use case.
NOTE: some rules may have been predefined in UPF, SMF may only be aware of the rules that it has provisioned to UPF itself.
In addition, Solution #1 clause 6.1.2.5.2 also includes the following EN:
Editor's note:	It is FFS how the UPF event consumer is updated when the (local UPF) UPF that serves a PDU session is changed.
In this solution, SMF notifies when UPF information changes. NWDAF then can update the UPF Event Exposure subscription(s) when that impacts the UPF selection. 
Proposal 1: remove the Editor notes above and add details as described above in the affected procedure.
For KI#1, for How to support UPF selection for a UPF event exposure service request targeting a specific UE or a specific PDU session, it is proposed to extend Solution #1 for the case the identifier used is the Group ID. 
Solutions for this case are:
-  Query the NRF with the Internal Group ID as the target of the query to discover the UDM. Then, obtain from UDM the SUPIs that compose the group and apply 6.1.2.5.2. Procedure of UPF selection by the NF targeting PDU session or UE with information of SUPI, S-NSSAI and DNN
NOTE: It is assumed that all members of an Internal Group ID belong to the same UDM Group ID. NWDAF can select a UDM instance supporting the UDM Group ID of the Internal Group ID.
-  Discover all UPF instances in the network that meet the filter criteria (e.g. DNN, SNSSAI) by applying 6.1.2.5.3 procedure of UPF selection by the NF with information of S-NSSAI, DNN and/or DNAI, and include the Group ID as target in the subscription request
Proposal 2: enhance solution#1 with the options described.
Procedure in 6.1.2.5.1-2 assumes that upon request, PCF can provide the SMF for a PDU Session. However, the SMF ID is not provided to PCF when the SMF requests the creation of a corresponding SM Policy Association with PCF. That service would need to be enhanced also for this purpose. In addition, there is another alternative: get from BSF the SUPI for the IP address (and domain) and then use 6.1.2.5.2 to obtain the UPF information.
Proposal 3: add this alternative and update the impacts in clause 6.1.3.
Then, some corrections are needed in procedure in 6.1.2.5.2. Other consumer NFs than NWDAF can benefit from this procedure, for example an AF/NEF that obtains the SUPI from an IP address (and domain) using BSF as described above.
Proposal 4: update these aspects of 6.1.2.5.2 accordingly.
2	Proposal
Update TR 23700-62 as follows:
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6.1.1	Description
The solution introduces the service based UPF event exposure framework to support registration, deregistration and discovery via NRF. The following Figure 6.1.2-1 depicts the service-based interface Nupf introduced in the 5G system architecture.
The solution for registering UPF in NRF is based on the option in the existing solution described in clause 6.3.3.2 of TS 23.501 [2] and clause 4.17 of TS 23.502 [3], whereby the UPF registers directly with the NRF and hence does not use N4 for registering to NRF.
NOTE 1:	As described in TS 23.501 [2], the NRF can alternatively be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF.


Figure 6.1.1-1: 5G system architecture with service based UPF
NOTE 2:	Figure 6.1.1-1 shows an example of UPF with Nupf service. In the context of this solution the UPF is in the role of consumer of NRF services, i.e. this solution is about how UPF can register its NF profile in NRF with related Nupf service information and does not describe services provided by the UPF itself.
The solution also addresses UPF selection for a UPF event exposure service request targeting specific UEs and specific PDU sessions.
********** Next Change************
[bookmark: _Toc100835660][bookmark: _Toc101415491][bookmark: _Toc104549589]6.1.2.5.1	Procedure of UPF selection by the NF targeting PDU session or UE with information of IP address
There are different alternatives to find UPF Ifwhen the consumer NF targets a specific PDU session or UE with information of IP address, it can find the UPF in two ways.
This solution is applied to discover central PSA UPF or distributed PSA UPF where only the IP address provided to the UE can be used, i.e. the UE IP address stored in BSF.
Figure 6.1.2.5.1-1 shows one first alternative


Figure 6.1.2.5.1-1: Procedure of UPF selection by the NF targeting PDU session or UE with information of IP address
1.	If the consumer NF is an AF/NEF, it can use the UE IP address to discover the PCF from the BSF. Then the PCF can send response with the SMF for the PDU session to the AF/NEF.
2.	The AF/NEF interacts with the SMF that responded by the PCF in step 1 to obtain the appropriate UPF information for PDU Session over the Nsmf_EventExposure_Subscribe service operation providing UE IP address and if available IP domain.
NOTE 1:	The solution assumes there is no NAT between the EAS/AF and the UPF.
NOTE 2:	The SMF Event Exposure service may be extended with new event (e.g. UPF ID).
3.	The SMF responds Nsmf_EventExposure_Notify with the list of UPFs for the User PDU Session.

Figure 6.1.2.5.1-2 below shows second alternative:



Figure 6.1.2.5.1-2: Procedure of UPF selection by the NF targeting PDU session or UE through UPF registration information in NRF
0.	The UPF sends its supported IP range (and IP domain if needed) in the NF profile provided to the NRF during the NF registration. The NF profile also contains the address of the UPF Event Exposure service.
1.	If the consumer NF is an AF/NEF, the AF/NEF issues an Nnrf_NFDiscovery_Request service operation to find the appropriate UPF providing NF type (i.e. UPF) and UE IP address and if needed IP domain,.
2.	The NRF responds Nnrf_NFDiscovery_Request with the NF profiles of all UPFs that currently meet the AF/NEF discovery request.

In a third alternative:


Figure 6.1.2.5.1-3: Procedure of UPF selection by the NF targeting PDU session or UE with information of IP address using BSF
1.	If the consumer NF is an AF/NEF, the AF/NEF uses UE IP address (and if needed IP domain) to obtain the SUPI from the BSF.
2.	Procedure of UPF selection by the NF targeting PDU sessions of a certain UE with information of SUPI in 6.1.2.5.2-1 is applied.


********** Next Change*************
[bookmark: _Toc100835661][bookmark: _Toc101415492][bookmark: _Toc104549590]6.1.2.5.2	Procedure of UPF selection by the NF targeting PDU session or UE with information of SUPI, S-NSSAI and DNN
This solution is applied to discover central PSA UPF, local PSA UPF and distributed PSA UPF.




Figure 6.1.2.5.2-1: Procedure of UPF selection by the NF targeting PDU sessions of a certain UE with information of SUPI, S-NSSAI and DNN
1.	If theThe consumer NF is (e.g.an NWDAF), the NWDAF issues an Nnrf_NFDiscovery_Request service operation to find the UDM providing the NF type, , UE ID (SUPI).
2.	The NRF responds Nnrf_NFDiscovery_Request with the NF profile of the UDM that currently meet the NWDAF consumer NF discovery request.
3.	The NWDAF consumer NF issues an Nudm_UECM_Get request to find the SMF from UDM providing NF type, , UE ID (SUPI), S-NSSAI, DNN.
4.	The UDM finds the serving SMF for the UE providing SUPI, S-NSSAI, and DNN, as described in TS 23.502 [3].
5.	The UDM responds the SMF ID over Nudm_UECM_Get service response to the consumer NF.
6-7	The consumer NF contacts NRF to get the SMF exposure service contact information for SMF ID unless it has it already.
68.	The NWDAF consumer NF obtains UPF information from the SMF provided by the UDM over the Nsmf_EventExposure_Subscribe service operation providing SUPI, S-NSSAI, and DNN.
Editor's note:	It is FFS how the UPF event consumer is updated when the (local UPF) UPF that serves a PDU session is changed.
Editor's note:	How the NWDAF can determine which among the multiple PSA UPF(s) of a PDU Session it needs to contact for a given application flow.
If for a PDU session, the consumer NF needs to subscribe only to PSA UPFs on a given DNAI, it may provide DNAI in the request to SMF as input filter. If the consumer NF needs to subscribe only to the UPFs that will steer traffic of an App id or application flow, it may provide them in the request to SMF as input filter. SMF will return information of UPFs that may see that traffic according to its knowledge.
NOTE:	some rules may have been predefined in UPF, and SMF may only be aware of the rules that it has provisioned in UPF itself.
79.	The SMF responds Nsmf_EventExposure_Notify with the requested UPF ID and the type of UPF.
If the User PDU Session UP path changes, SMF may send a notification to consumer NF according to the subscription. Consumer NF can then create, update or remove the subscription to UPF event exposure service according to the impact on the UPF selection. 

[bookmark: _Toc100835662][bookmark: _Toc101415493][bookmark: _Toc104549591]********** Next Change*************
6.1.2.5.x	Procedure of UPF selection by the NF targeting specific PDU sessions and UEs with information of Group Identifier
Two procedures are possible:


Figure 6.1.2.5.x-1: Procedure of UPF selection by the NF with information of Group Identifier
1.	If the consumer NF is an NWDAF, the NWDAF issues an Nnrf_NFDiscovery_Request service operation to find the UDM providing the NF type and Group ID.
2.	The NRF responds Nnrf_NFDiscovery_Request with the NF profile of the UDM that currently meets the NWDAF discovery request.
NOTE 1: It is assumed that all members of a Group ID belong to the same UDM.
3.	NWDAF requests the list of SUPIs that correspond to the Group ID using Nudm_SDM_Get.
4.  UDM returns the list of SUPIs
5.  For each SUPI, NWDAF triggers from step3 of procedure 6.1.2.5.2.
As an alternative, UPF(s) can be selected as described in 6.1.2.5.3. with procedure of UPF selection by the NF with information of S-NSSAI, DNN and/or DNAI. The Group ID is included as target in the subscription request to the UPFs that determine the specific target PDU Sessions, if any, in that UPF.
********** Next Change*************
[bookmark: _Toc100835663][bookmark: _Toc101415494][bookmark: _Toc104549592]6.1.3	Impacts on services, entities and interfaces
SMF:
-	Determine the UPF that serves the target UEs in the scope of any UE according to parameters of NWDAF IP address, DNN, S-NSSAI.
-	Nsmf Event Exposure Subscription needs to be enhanced to support exposing the UPF IDinformation of UPF(s) that matches a PDU session and notify any changes according to subscription.
NRF:
-	Discovery of several UPFs that accords with the UE IP address or IP range/domain.
AF/NEF:
-	Invoke the BSF using the UE address (i.e. IP address or MAC address), DNN, S-NSSAI as discovery criteria.
UDM:
-	Newly introduce UDM event consumers (e.g. NWDAF).
PCF:
-  Update Npcf_SMPolicyControl service so that PCF receives and can store the SMF ID for the policy association.
-	Update the Npcf_EventExposure service for PCF to Ssend the SMF ID for the PDU session to the AF/NEF.

********** End Changes*************
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