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Abstract of the contribution: This contribution proposes a new solution to TR 23.700-05 on Study on Vehicle Mounted Relays for location services support for UEs accessing via an MBSR (Mobile Base Station Relay). 
1.
Discussion
KI#5 of TR 23.700-05 specifies the issues to be addressed for Support of location services for UEs accessing via an MBSR (Mobile Base Station Relay). Specifically, it needs to address:

-
How to support location services for the UEs served by a mobile base station relay that moves (with or without changing IAB-donor gNBs); or roams to VPLMN;
Proposed solutions in the TR 23.700-05 v0.3.0 for supporting location services of the UE served by an MBSR assume the positioning of the MBSR is obtained in addition to the positioning of the target UE.

For location services excepting for the regulatory location service, 5GC-MT-LR procedure involves UE LCS privacy check. UE LCS privacy is a feature which allows a UE and/or AF to control which LCS clients and AFs are (and are not) allowed access to UE location information. UE LCS privacy can be supported via subscription and via UE LCS privacy profile handling. 
According to the existing 5GC-MT-LR Procedure (Figure 6.1.2-1) in TS 22.273, steps 2, 7, 8, 9, 16, 17, 18, 19, 20, 21, 22, and 23 are related to the UE LCS privacy check. Based on the subscription data obtained in step 2, GMLC and AMF interact with the UE/User for UE/User LCS notification, which requires LCS related UE 5GMM signalling.    

As described, UE LCS privacy check requires the interaction with UE/User, because the commercial location services which triggers this 5GC-MT-LR Procedure mainly target the end users. Assuming that the existing location service framework and procedures are applied to the MBSR, the UE LCS privacy check procedure for the MBSR needs to be performed.     
On the other hands, after authorized and fully integrated with the serving NG-RAN, to the UE served by the MBSR, an MBSR is a serving gNB/network entity. In case the positioning of the MBSR is additionally performed for the UE served by an MBSR as described in the solutions in this TR, the UE LCS privacy check procedures for MBSR is obviously not needed and causes delay.  
Note: This does not exclude the cases when the AF requests the location of a MBSR.
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Figure 6.1.2-1 of TS 23.273: 5GC-MT-LR Procedure for the commercial location services
In order to solve the issue, there are several possible options:
1) 
MBRS-centric option: 
- 
In this option, based on provisioning information, the MBSR is set to not indicate its LCS notification capability to AMF during registration procedure.  
-
AMF does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
2) AMF/5GC and subscription data-centric option:
-
In this option, the AMF/5GC determines whether to keep or discard the LCS notification capability transferred from the UE based on the subscription data.
-
The subscription data includes the information that the UE is an MBSR. 

-
The MBSR as a normal UE indicates its LCS notification capability to the AMF during e.g. registration procedure. 

-
When the UE indicates its UE LCS notification capability, but the subscription data indicates that this UE is a MBSR, the AMF/5GC discards the UE LCS notification capability. The AMF/CN does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
3) GLMC and subscription data (UE LCS privacy profile data)-centric option:

-
In this option, a new type of UE LCS privacy profile data is utilized to determine whether to proceed with the UE LCS privacy check by AMF/CN.  

-
Existing UE LCS privacy profile data has the information on the location service requestor only. In this option, a new type of privacy profile data e.g. Target UE type has the information on the UE LCS privacy check (e.g. UE/user is/is not involved for privacy check).

-
The Target UE type in the UE LCS privacy profile data for MBSR includes the information that the UE does not require UE LCS privacy check.  

-
The GMLC obtains the UE LCS privacy profile data of the MBSR from UDM during the 5GC-MT-LR Procedure as described in TS 23.273. The GMLC includes the information that UE LCS privacy check is not required for this UE to the location request message to AMF.   
-
Based on the obtained information, the AMF/CN does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
2.
Text proposal
It is proposed to agree the following changes to TR 23.700-05:
>>>>BEGINNING OF CHANGES<<<<
6.0
Mapping of solutions to key issues

Editor's note:
This clause describes the mapping between solutions and key issues.

Table 6.0-1: Mapping of solutions to key issues
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>>>>Next CHANGE<<<<
6.x
Solution #x: Solution for location privacy check for Mobile Base Station Relay 

6.x.1
General

This solution address KI#5, Support of location services for UEs accessing via a mobile base station relay. 
According to the existing 5GC-MT-LR Procedure (Figure 6.1.2-1) in TS 23.273 [4], steps 2, 7, 8, 9, 16, 17, 18, 19, 20, 21, 22, and 23 are related to the UE LCS privacy check. Based on the subscription data obtained in step 2, GMLC and AMF interact with the UE/User for UE/User LCS notification, which requires LCS related UE 5GMM signalling.    

As described, UE LCS privacy check requires the interaction with UE/User, because the commercial location services which triggers this 5GC-MT-LR Procedure mainly target the end users.  Supposing that the existing location service framework and procedures are basically applied to the MBSR because the MBSR is also considered as a UE for the positioning, the UE privacy check procedure for the MBSR needs to be performed. 

Thus, in case the positioning of the MBSR is additionally performed for the UE served by an MBSR as described in the solutions #7, #8, #14 and #15, the UE LCS privacy check procedures for MBSR obviously should not be invoked for every UEs' positioning procedure, as it causes delay.  

This solution addresses the issue and avoids the unnecessary privacy check for the MBSR if MT-LR procedure is triggered by the UE-LMF to obtain the MBSR location.  
Editor's Note: It is FFS how the privacy check is handled if UE-LMF triggers MT-LR procedure via the MBSR-AMF.
6.x.2
Functional descriptions

In order to solve the issue, there are several possible options:

1) 
MBRS-centric option: 

- 
In this option, based on provisioning information, the MBSR is set to not indicate its LCS notification capability to AMF during registration procedure.  

-
AMF does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
2) AMF/5GC and subscription data-centric option:

-
In this option, the AMF/5GC determines whether to keep or discard the LCS notification capability transferred from the UE based on the subscription data.
-
The subscription data includes the information that the UE is an MBSR. 

-
The MBSR as a normal UE indicates its LCS notification capability to the AMF during e.g., registration procedure. 

-
When the UE indicates its UE LCS notification capability, but the subscription data indicates that this UE is a MBSR, the AMF/5GC discards the UE LCS notification capability. The AMF/5GC does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
3) GLMC and subscription data (UE LCS privacy profile data)-centric option:

-
In this option, a new type of UE LCS privacy profile data is utilized to determine whether to proceed with the UE LCS privacy check by AMF/CN.  

-
Existing UE LCS privacy profile data has the information on the location service requestor only. In this option, a new type of privacy profile data e.g., Target UE type has the information on the UE LCS privacy check (e.g. UE/user is/is not involved for privacy check).

-
The Target UE type in the UE LCS privacy profile data for MBSR includes the information that the UE does not require UE LCS privacy check.  

-
The GMLC obtains the UE LCS privacy profile data of the MBSR from UDM during the 5GC-MT-LR Procedure as described in TS 23.273 [4]. The GMLC includes the information that UE LCS privacy check is not required for this UE to the location request message to AMF.   

-
Based on the obtained information, the AMF/5GC does not invoke the UE LCS privacy check during 5GC-MT-LR Procedure accordingly. 
6.x.3
Procedures

The registration request procedure in clause 4.2 of TS 23.502 [5] in Rel-17 can be used by the MBSR to access the 5GS. In addition, the location service procedure in clause 6.1.1 and 6.1.2 excepting for privacy check procedure in Rel-17 can be used for the location service.   

In order to support the operation, information on MBSR needs to be defined in the subscription data, and a new type of UE LCS privacy profile data also needs to be defined in the clause 7 of TS 23.273 [4].
6.x.4
Impacts on services, entities, and interfaces

Impacts on existing entities

-
AMF: support to determine whether to invoke the UE LCS privacy check. 

-
GMLC: support to include the information on UE LCS privacy check related information to location request message 
Functions required at new entities

-
MBSR: To support change indication of LCS notification capability based on provisioned configuration.  
>>>>END OF CHANGES<<<<
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