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Abstract of the contribution: This paper proposes evaluation of the KI#2 solutions and provides some initial conclusions.
1	Discussion
Solution #1, Solution #2, Solution #3, Solution #4a/4b, Solution #14, and Solution #15 are for Key Issue #2. Solution #9 also addresses aspects of Key Issue #2.

This paper proposes text for the Key Issue #2 evaluation and conclusion sections.
KI#2 studies the following:
The PIN discovery is used for a UE or non-3GPP device to discover a PIN. PINE discovery is used for a UE or non-3GPP device to discover the PIN Elements (i.e., PINE, PEGC, and PEMC).
Following issues need to be addressed in this key issue:
· How to discover and select a PIN.
· How to discover and select PEGC and PEMC.
· How to discover PINEs in a PIN based on criteria, for example, the capability, availability, reachability, and services (e.g., printer).
· How to enable and manage the discovery for all possible case, for example, whether a PINE is discoverable by UEs or non-3GPP devices that have not joined the PIN yet or by other PINEs of the same PIN.
2	Proposal
It is proposed to agree the proposed text for inclusion in TR 23.700-88  v0.3.0.









*** BEGIN CHANGES ***
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc100925312][bookmark: _Toc100925682][bookmark: _Toc104235267][bookmark: _Toc104539617]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
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5GC architecture enhancements to support PIN
	2
PIN and PIN Element discovery and selection
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Management of PIN and PIN Elements
	4
Communication of PIN
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Authorization for PIN
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Policy and parameters provisioning for PIN
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[bookmark: _Toc104235458][bookmark: _Toc104539813]7.2	Evaluation on Key Issue #2
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
Solution #1, Solution #2, Solution #3, Solution #4a/4b, Solution #9, Solution #14, and Solution #15 are for Key Issue #2.
[bookmark: _Toc104235459][bookmark: _Toc104539814]7.2.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
This Key Issue has two aspects, one is discovery, which is for the criterial to determine whether to establish a wireless connection with another entity, the other is selection, which is for the criterial to access services provided by another entity over the established wireless connections.
The following mechanisms for discovery have been indicated:
a)	Discovery based on information, which is locally configured, over a dedicated PIN protocol layer (solution #1).
b)	Discovery based on HTTP/UDP broadcast over wireless connections among PINEs/PEGCs/PEMCs (solution #2).
bc)	Discovery based on information of the wireless access, e.g. SSID for WiFi, device name for BT, PC5 discovery information, etc., which is locally configured or provisioned by 5GC (solution #4a, #8, #9).
c)	Discovery based on input from authorized user via UI or authorized APP on the PEMC (solution #3,#14).
e)	Discovery based on input from authorized user via UI or authorized APP on the PEMC or based on parameter that are received from the 5GC during registration (solution #3).
f)	Discovery based on information which is configured or provisioned by 5GC (solution #4a, #8, #15).
g)	In case Discovery via 5GC, the Discovery information (e.g., PIN ID, and/or PIN name) is configured or input from authorized user for the PINE (solution#9, #15)
Following mechanisms for selection have been indicated:
a)	Selection based on information over a dedicated PIN protocol layer among PINEs/PEGCs/PEMCs (solution #1,#3, #4a).
b)	Selection based on HTTP/UDP broadcast over wireless connections among PINEs/PEGCs/PEMCs (solution #2).
c)	Selection based on application layer interaction among PINEs/PEGCs/PEMCs (solution #4b, #8, #14).
d)	Selection based on application layer interaction between PINEs/PEGCs/PEMCs and an PIN AF or a PIN NF (solution #8).
e)	Selection based on selection parameters received from the 5GC (solution #4b, #14, #15).

NOTE:	Some combination of the above principles is not possible or not able to be alternative.
[bookmark: _Toc104235460][bookmark: _Toc104539815]7.2.2	Evaluation on solution #1
Solution #1 defines a dedicated PIN protocol layer over non-3GPP access or PC5.
The PEMC is discovered by a new device based on the information in the PIN Announce message that PEMC broadcasts over the PIN protocol layer. For joining into a PIN to become a PINE, the device can send PIN Join Request to the PEMC directly (alternative 1), or, the PEMC monitors the PIN Query Request broadcasted from a device over the PIN protocol layer and responds the information to the device directly (alternative 2).
The PEMC is the repository that manages the information of services that provided by PINEs/PEGCs in a PIN. When the PIN Join Request is accepted, the PINE is assigned the role of PEGC by the PEMC based on the capability information indicated in the PIN protocol layer by the PINE. The PEMC could query within the PIN to find any pre-configured UE that can function as PEGC in the PIN. The PEGC can release the role of PEGC for a PIN by sending PIN Release Request to the PEMC, which means the PEGC should be close to the PEMC for releasing the role. 
The solution introduces a PIN element function layer over non-3GPP access or PC5.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235461][bookmark: _Toc104539816]7.2.3	Evaluation on solution #2
After the PEMC, PINE, and PEGC have established wireless connection with each other, the PINE is able to select services based on HTTP/UDP broadcast over wireless connections. The PEMC is the repository that manages the information of services that provided by PINEs/PEGCs in a PIN, as well as the broker that manages the token for service requirement between PINEs and between PEGC and PINEs. The PEMC will assign a PEGC to an appropriate PINE based on the policies and notify both PINE and PEGC about their association.
The solution requires the ability to support http broadcast messages, http request-response and http based subscribe-notify features, and that the PEMC acts as a repository for all the PINE and its supported services. 
The solution also introduces a new network function to the 5GC (i.e., PINCTL).
The solution adds an information element (i.e., “PIN Capable”) to the registration message and information elements such as “PIN allowable” and “PIN Name” to the registration accept message.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235462][bookmark: _Toc104539817]7.2.4	Evaluation on solution #3
The device discovers a PEMC based on information, e.g., PEMC name, PEMC ID, FQDN, address, etc., that inputs from authorized user via UI. If the device is a UE, it also can be provisioned by 5GC the information for discovering a PEMC.
For joining into a PIN, the device sends PIN_join message to the PEMC with PIN information related to the device, which is useful for PINE/service selection by other PINEs and be configured by authorized user or by 5GC. The PEMC uses the PIN Information to decide whether to add the PINE to the PIN (e.g. checks if the requested service is supported by the PIN). The PEMC authorizes the PIN_join message, and may respond with PEGC information to the device if the device is authorized to be a PINE. After joining into a PIN as a PINE, the PINE discovers the PEGC with the information received from the PEMC.
The PEMC stores the PIN information (Supported/requested services, group ID, discoverability criteria etc.) for the PINEs.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235463][bookmark: _Toc104539818]7.2.5	Evaluation on solution #4A
The device discovers a PIN based on PIN ID broadcasted by all PINEs/PEGCs/PEMCs, the PIN ID can map to wireless access information, e.g., SSID for WiFi. The PINE/PEGC that has joined into a PIN is configured with PIN ID, PIN information (PIN Elements list, capability, availability, reachability, and services) and PIN discovery policy by PEMC, and the devices can establish connection with any joined PINE for joining into a PIN and obtaining PIN information.
The solution proposes that the PEMC provide PIN discovery policy configuration information to PINEs and PEGCs, broadcast and receive PIN announcements as per the received PIN discovery policy and send and respond to PIN solicitation request with PIN solicitation response.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235464][bookmark: _Toc104539819]7.2.6	Evaluation on solution #4B
The PEMC is configured with PEGC selection information (prioritized list of PEGCs along with PEGCs capabilities i.e., PEGC IDs, PIN Type supported, CN Connectivity parameters, QoS Support, 5G CN Identifier, Network slice, QoS Requirements, etc) by application layer, user interface, or 5GC. The PEMC can consider PINEs characteristics (PIN Types supported, CN Connectivity, Power source, QoS support, network slice) or PIN type (Sensor Type, AR/VR, smart light, plug, UE, etc.) to provide PEGC information to PINEs.to request 5G core network for PEGC selection information.
The solution proposes that the PEMC determine PIN characteristics based on active PINEs, information from PINE requests, and PEGC selection information that is received from the 5GC.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235465][bookmark: _Toc104539820]7.2.7	Evaluation on solution #8
The PINE/PEGC is initially configured with information for wireless broadcast, e.g., SSID for WiFi, and PEMC discovers PINE/PEGC by APP on the PEMC. After establishing wireless connection with PEMC, the PINE/PEGC is provisioned with PIN configuration information over application layer, which can include the discovery information over wireless access for a PIN, e.g., SSID of other PINEs/PEGCs for WiFi, or include broadcast information over wireless access for a PIN that other PINE/PEGC can discover, e.g., SSID of the PINE/PEGC.
After establishing wireless connection with PEMC, the PINE/PEGC can obtain PEGC/PINE selection information from PEMC over application layer.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235466][bookmark: _Toc104539821]7.2.8	Evaluation on solution #9
The PEMC/PEGC broadcasts PIN ID or PIN name, and the PINE discovers PEMC based on the broadcasted PIN ID or PIN name. In case of PIN discovery via 5GC, the Discovery information (e.g., PIN ID, PIN name, etc.) are configured or input from user via UI.
Editor's note:	Further evaluation is needed.

7.2.x	Evaluation on solution #14
The PIN elements (PINEs) can communicate with the PEMC/PEGC and other PINEs via direct non-3gpp access (e.g., Wi-Fi and BT). The discovery of PIN elements (PEGC/PEMC for PINE, PEMC for PEGC etc.) occurs via direct discovery over non-3GPP access (e.g., Wi-Fi and BT) after the Wi-Fi or BT connection is established using application layer signalling and using PIN information as the criteria (e.g., PIN identity, PIN type etc.). PIN information including PIN identity, PIN type, etc. is either preconfigured or provisioned by PCF, and can be used for PINE/PEGC to select an appropriate PEGC/PEMC.
7.2.y	Evaluation on solution #15
The solution focuses on the PIN/PINE service discovery in the case a PEMC/PEGC is not available, and the PINE is a UE. For the case a new PINE performing PIN Discovery via a PEMC/PEGC, the PEMC/PEGC broadcasts the Discovery information (e.g., PIN ID or/and PIN name). For the case where one PINE discovers another PINE, the Discovery information is pre-configured in the PINE.
The PINE, which can access the 5G network, sends a PIN service info query to the network requesting PIN service Information. The UDM sends the PIN service information (PINE ID, PINE name, PINE capability, PINE valid time, PINE type, etc.) via the AMF to the requesting PINE. The PINE triggers the communication with the desired PINE using the acquired PIN service information. The AMF authorizes PINE to uses PIN service. The PIN Service information includes all the PINEs information, e.g., PINE ID, PINE name, PINE capability, PINE valid time, PINE type, etc. By using such PIN Services information, PINE selects the target PINE that can provide the specific PINE Service.
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