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0. Introduction
There’re 4 architecture alternatives and 28 solutions address to KI#2-KI#7. The SA2#152E meeting is the first meeting for discussing TR conclusions. In order to archive concensus, we should first agree on some key point then we are able to disccuss further.
1.
Key points for FS_PIN 
1.1
New function(s) in 5GC side for PIN
1.1.1
Description
All the 4 architecture alternatives propose new function(s) in 5GC side for PIN. Some sollutions of call flows imply to use existing NF (e.g., AMF, UDM) for PIN.
1.1.2
Companies View
Question 1: Only one AF (trusted or 3rd party) for PIN?

Question 2: Only one NF for PIN?

Question 3: One AF (3rd party) and one NF for PIN?
Question 4: Using existing NF (e.g., UDM, AMF) for PIN? And if yes, which NF?
	Company Name 
	Company View
(Yes/No), [NF name]
	Notes

	vivo
	Question 1: Yes;
Question 2: No;

Question 3: No;
Question 4: No.
	There’s no need to have both NF and AF for PIN.
From the current study, depends on solutions, the PIN function in 5GC side does not need to provide any service to other NFs, so for release 18, AF is propoer for PIN.

	T-Mobile USA
	Question 1: Yes;

Question 2: No;

Question 3: No;

Question 4: No
	AF is all that is needed, either trusted or via NEF and have it interact with other NFs (e.g., UDM, AMF) as needed.

	
	
	

	
	
	


1.1.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.
1.1.4
Proposed Way Forward 
Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.2
Signalling between PEGC/PEMC and PIN function(s) in 5GC side
1.2.1
Issue Description
The signalling between PEMC/PEGC and PIN function(s) in 5GC side can be over CP (i.e., over NAS) or over UP (i.e., via UPF). Even when the PIN function is an NF, the signaling also can be over UP depends on solutions.
1.2.2
Companies View
Question 1: Is the signaling over CP?

Question 2: Is the signaling over UP? If yes, should the study of the signaling be offloaded to SA6?
	Company Name 
	Company View
(Yes/No), [Yes/No]
	Notes

	vivo
	Question 1: No;
Question 2: Yes, Yes.
	Define PIN service over NAS is not a flexible way that only operator can provide the service.
The PIN service is able to be combined with curstomized service operation and UI that the vendor provided for users.
Considering the TU left for normative phase, offloading the signalling design to SA6 helps saving TU for SA2.

	T-Mobile USA
	Question 1: Yes

Question 2: No
	PIN should leverage the 5GC security available with UEs (PEGC/PEMC) and therefore use the CP for signalling. If the UP is used, we need to replicate solutions for security which is inefficient.

	
	
	

	
	
	


1.2.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.2.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.3
Signalling among PEGC, PEMC, and PINE

1.3.1
Issue Description
The interaction among PEGC, PEMC, and PINE is over non-3GPP access or sidelink, and do not impact the underlayer protocol. Uppler layer is used for interaction among PEGC, PEMC, and PINE, which could use HTTP(S) protocol or others depends on solutions.
1.3.2
Companies View
Question 1: Should the study of the signaling be offloaded to SA6?

	Company Name 
	Company View
(Yes/No) 
	Notes

	vivo
	Yes.
	The interaction among PEGC, PEMC, PINE shall be studied along with the interaction between PEGC/PEMC and PIN function(s).
Considering the TU limitation (2 for normative) of this study, offloading some part of the study to SA6 can save the TU in SA2.

	T-Mobile USA
	Yes
	On the n3GPP/sidelink side, the application layer signalling should be offloaded to SA6. They already have a study item for this.

	
	
	

	
	
	


1.3.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.3.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.4
Mechanism for policy and parameters provisioning to PEGC for PIN management
1.4.1
Issue Description
Different mechanism is proposed by different solutions for provisioning policy and parameters to PEGC for PIN management (KI#3), e.g., UCU described in 4.2.4.2 TS 23.502, UCU described in 4.2.4.3 TS 23.502, Service parameters provisioning described in 4.15.6.7 TS 23.502, etc. 

1.4.2
Companies View
Question 1: Is "UE Configuration Update procedure for transparent UE Policy delivery" procedure described in clause 4.2.4.3 of TS 23.502 the basis for provisioning policy and parameters to PEGC for PIN management? If not, what is the prefer procedure?
Question 2: Does the policy and parameters for PIN management need to be stored in UDR?
	Company Name 
	Company View
(Yes/No), [procedure description]
	Notes

	vivo
	Question 1: Yes;
Question 2: No.
	The policy and parameters for PIN management is a UE policy information and configuration provisioned to PEGC.
The PIN function in 5GC side is the place to store the information, and the PIN function will provision the parameters to PCF and PEGC/PEMC, there’s no need to store them in UDR.

	
	
	

	
	
	

	
	
	


1.4.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.4.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.5
Mechanism for policy and parameters provisioning for PIN communication
1.5.1
Issue Description
Different mechanism is proposed by different solutions for provisioning policy and parameters to PEGC, NG-RAN, SMF, and UPF for PIN communication (KI#4). 

1.5.2
Companies View
Question 1: Is "PDU Session Modification" procedure the basis for provisioning policy and parameters to PEGC, NG-RAN, SMF, and UPF for PIN communication? If not, what is the prefer procedure?
Question 2: Does the policy and parameters for PIN management need to be stored in UDR?
	Company Name 
	Company View
(Yes/No), [procedure description] 
	Notes

	vivo
	Question 1: Yes;

Question 2: No.
	The policy and parameters for PIN communication is policy information related to a PDU Session assocated with PIN for traffic relay.

The PIN function in 5GC side is the place to store the information, and the PIN function will provision the parameters to PCF and PEGC/PEMC, there’s no need to store them in UDR.

	
	
	

	
	
	

	
	
	


1.5.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.5.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.6
PEMC can be legacy or not

1.6.1
Issue Description
The PEGC and PEMC both are UE, and it is obvious that legacy UE is not able to act as PEGC, but legacy UE is able to act as PEMC depends on solutions.
1.6.2
Companies View
Question 1: Is legacy UE able to act as PEMC?

	Company Name 
	Company View
(Yes/No) 
	Notes

	vivo
	Yes
	If legacy UE is not able to act as PEMC, when user buys gateways and devices from shop and wants to use PIN service, the user shall change cell phone to enable remote control of the PIN, it is not convienent for user.  
If the PEMC function resides above OS layer, a legacy UE is able to be a PEMC, i.e., user can download software of PEMC function into a legacy UE.

	
	
	

	
	
	

	
	
	


1.6.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.6.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.7
Who triggers the authentication procedure with PINE

1.7.1
Issue Description
The authentication with PINE is for the purpose that network is able to identify the PINE so that malicious PINE is not able to forge the PINE to use its policy for communication. Depends on solutions, PEMC, AMF, and SMF triggeres the authentication procedure with PINE.
1.7.2
Companies View
Question 1: Who triggeres the authentication procedure with PINE, SMF, AMF, PEMC, or others?
Question 2: The authentication is triggered during PIN management or PIN communication procedure?
	Company Name 
	Company View
(SMF/AMF/PEMC/…) / (PIN management / PIN communication)
	Notes

	vivo
	Question 1: SMF;
Question 2: PIN communication
	The authentication would be based on EAP framework, so the UDM/AAA needs to indicate authentication result to the one who triggers the authentication.
The SA1 requirement indicates that 5GS shall support credential downloading, whose User ID is linked to the subscription of the gateway UE, which means the authentication also needs to be able to make the network be able to link the PINE with the subscription of the gateway UE.
If PEMC triggers the authentication that involves 5GC to forward the EAP messages over NAS, the PEMC cannot be legacy, and the network is not able to know the authentication result during the authentication procedure, so not able to link the PINE with the subscription of the gateway UE. And there’s an alternative implementation method for PEGC/PEMC to trigger the authentication and forward the EAP messages over 5G UP. If PEGC/PEMC sends the result to 5GC, then it is doubt whether the 5GC can trust the result sendind from a UE.
The PIN management is only for provisioning policy and parameters to PEGC for allowing a PINE to connect to the PEGC, and PIN communication is for provisioning policy and parameters to PEGC for traffic relay. The authentication is not needed for PIN management considering there’s no traffic policy provisioned during PIN management procedure, so the authentication is only needed for PIN communication procedure, hence SMF is the proper NF to trigger the authentication, and SMF triggers EAP authentication already is supported for secondary authentication and authorization procedure with different trigger event.

	
	
	

	
	
	

	
	
	


1.7.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.7.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
2.
Summary and way forward proposal
Inputs from xx companies were collected so far.
Editor’s Note: This clause should contain propose way forwards.
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