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Abstract of the contribution: This contribution proposes a update of procedures in Solution #4 for KI#2.
1. Introduction
In the last SA2 meeting, there was a discussion on three issues:
1. Whether and how the UE can use 5GC information for AI/ML operations.
The UE can use the 5GC information which is related to that UE. For the case that in V2X senario, in a period the UE doesn’t communicate with the V2X AF, but the UE need’s Qos Sustainability analytics to do the decision by itself to adjust the car distance or other operations. Thus, the Editor Notes is removed.
2. If there might be potential security issue when the AF subscribes to the NWDAF on behalf of the SMF.
In our proposal, the AF should be trusted AF or via NEF to avoid from security risk. Thus, the Editor Notes is removed.
3. How the SMF correlates the received analytics to the subscription and how the SMF knows its subscription is made by the AF is FFS.
The UE first negotiates with AF and generates a Notification Correlation ID for the subscription, then the AF sends this ID NWDAF for analytics subscription, the NWDAF will return the analytics with this ID to UE through SMF, at last, the UE can correlates the analytics with its subscription. The SMF doesn’t need to know the subscription is from AF or NWDAF, by target UE IP address, the SMF forwards the analytics to UE via NAS. Thus, the Editor Notes is removed.
This pCR is to update the related procedure to clarify the operation of the proposed solution and impacts.
2.	Proposal
[bookmark: OLE_LINK1]It is proposed to adopt the following change in the TR 23.700-80.
* * * * First Change * * * *

[bookmark: _Toc104816727]6.4	Solution #4: 5GC Analytics exposure to UE
[bookmark: _Toc104816728]6.4.1	Description
This solution is proposed to address Key Issue #2: 5GC information exposure to UE.
To facilitate its Application AI/ML operation between the UE and the AF, it will be helpful for the UE to perform the AI/ML operation if the NWDAF can expose the UE-related analytics data. For example, tThe UE and the AF may exchange the intermediate result to complete the E2E AI/ML operation over application layer, which may require large bandwidth or , low latency or sustainable QoS for the AI/ML operation traffic. For such situationexample, the NWDAF can expose "Slice load level related network data analyticsQoS Sustainability" for V2X application to make AI/ML operation decision locally, which can be used by the UE to decide the splitting of AI/ML operation appropriately.
Editor's note:	Whether and how the UE can use 5GC information for AI/ML operations is FFS and needs to be described before solution can be adopted, considering also that the same information will be used by the AI/ML application server as well.
This solution aims at studying how to enhance the 5GC, i.e. NWDAF, to expose 5GC information to the UE to facilitate its Application AI/ML operation (e.g. Model Training, Splitting and inference feedback etc.).
The procedure for the NWDAF to expose analytics data (e.g. UE Mobility) to the UE is as illustrated in Figure 6.4.2-1.
[bookmark: _Toc104816729]6.4.2	Procedures


Figure 6.4.2-1: Procedure for analytics exposure to UE
1.	The UE negotiates with the AF though application layer on analytics subscription and generates a UE's subscription correlation ID.
2.	The AF selects the NWDAF (possibly via NEF) either by local configuration or querying the NRF according to Analytics ID, Area of Interest etc.
3.	The AF subscribes to the NWDAF via Nnwdaf_AnalyticsSubscription_Subscribe (UE identifier, Analytics ID, Area of Interest, Notification Target Address (+ Notification Correlation ID, +callback URI), Target UE IP Address, UE's subscription correlation ID) for analytics exposure to the UE.
NOTE 1:	In the case that the AF first gets the serving SMF address via UDM, then subscribes to the NWDAF on behalf of UE via SMF, the AF includes the Notification Target Address (+Notification Correlation ID, +callback URI) of SMF which is to be notified, and also includes Target UE IP address and UE's subscription correlation ID, and the AF sends the Notification Correlation ID to the UE for the subscription through application layer, then performs the following step 4a-5a. 
Editor's note:	There might be potential security issue when the AF subscribes to the NWDAF on behalf of the SMF, which is FFS.
4a.	The NWDAF may return analytics data with Notification subscription Ccorrelation ID to the serving SMF according to the Notification Target address from AF, and instructs the notification message is to be exposed to which UE by Target UE IP address.
[bookmark: _GoBack]5a. The SMF forwards the Analytics data together with Notification Correlation ID together with an indication of subscription correlation ID for exposure to UE via NAS by invoking Namf_Communication_N1N2MessageTransfer to AMF as defined in clause 4.2.3.3 of TS 23.502 [4].
Editor's note:	How the SMF correlates the received analytics to the subscription and how the SMF knows its subscription is made by the AF is FFS.
4b.	alternatively, the NWDAF may return analytics data to the AF, by invoking Nnwdaf_AnalyticsSubscription_Notify.
5b.	sends the analytics data to the UE over application layer.
NOTE 2:	It will be considered in the evaluation phase that whether 5GC Analytics exposure to UE via the network could be efficient compared to the GBR flow.
[bookmark: _Toc104816730]6.4.3	Impacts on services, entities and interfaces
AMF/SMF:
-	Supporting analytics exposure from NWDAF to UE.
NWDAF:
-	Supporting analytics exposure to UE via SMF.
UE:
-	Supporting analytics exposure from NWDAF via NAS.

* * * * End of Change * * * *
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