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Abstract: The solution is updated to include TNGF selection in order to support selecting a TNGF that supports the Requested NSSAI needed by the UE.
1. Introduction/Discussion
The solution is updated to include trusted non-3GPP access scenario in order to support selecting a TNGF that supports the Requested NSSAI needed by the UE. The solution extends the ANDSP to include the SSID and TNGF identifier associated with the slice. UE can select the SSID based on the Requested NSSAI and include the TNGF identifier in the realm part of NAI sent from UE to the TNAP so that the TNAP can select an appropriate TNGF based on the SSID and the realm as specified in clause 4.12a.2 in TS 23.502 [3].
Considering that the TNAP/WLAN AP has a limited number of SSID to be supported, typically in 8 (in case of multi band AP often 4 in 2.4 GHz and 4 in 5 GHz band). In some new high end WLAN AP the number of SSDI may arrive to 16. So the number of association of SSID to set of slices is limited to 4 sets or 8 sets. Therefore, the number of combination of slices and TNGF using only the SSID is 4 or 8 per AP which may be enough in some scenario, but the TNAN is shared among more than 1 operator and for other services which are not 3GPP related the limitation can be critical.
The capability can be extended using a decorated realm in NAI when UE send the NAI in step 3. The TNAP can select the TNGF based on Identifier and SSID.
Consequently the procedure is the following
1) WLANSP are extended with indication of SSID and TNGF associated to the slice
2) UE selects from the WLANSP the SSID and TNGF which support the requested slices
3) UE scan the WLAN network in order to detect the presence of requested SSID.
4) UE start association with TNAP
5) In step 3 the UE send NAI with the realm including the TNGF ID associated to the slices received in the WLANSP, e.g. username@nai.tngfid<TNGF ID>.5gc………   ( or any format that CT will decide)
6) The TNAP is configured with association SSID/ realm to select the TNGF
The above mechanism works also selecting any other ID instead of TNGF ID to be added in WLANSP and in realm of NAI, with the only condition to be unique in the PLMN. Then the UE simply read the SSID and the ID from the Policy entry and use it in WLAN selection and in building the NAI. The TNAP does not need to know the meaning of the ID, but just associate the SSID and the NAI to the TNGFs. 


Figure 1: registration procedure for Trusted N3GPP

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-17.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
Note the revision show the removal of update from Sol #5 and addition in new clause solution as requested 
[bookmark: _Toc97067300][bookmark: _Toc100846819][bookmark: _Toc100846964][bookmark: _Toc100993726]6.15	Solution #15: Selecting N3IWF supporting the S-NSSAI needed by UE
[bookmark: _Toc97067301][bookmark: _Toc100846820][bookmark: _Toc100846965][bookmark: _Toc100993727]6.15.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
This solution aims at addressing Key Issue #2 about how to select a TNGF/N3IWF that supports the S-NSSAI(s) needed by the UE. In particular, this solution mainly focuses on how to select a N3IWF that supports the S-NSSAI(s) needed by the UE.
The solution provides two methods to select a N3IWF that supports the S-NSSAI(s) needed by the UE. One option is to enhance the N3IWF identifier configuration or the non-3GPP access node selection information that includes the supported S-NSSAI(s) per N3IWF. Access Network Discovery & Selection policy (ANDSP) was designed to be provided to UE by the network for selection of N3IWF. Adding the supported S-NSSAI(s) for the N3IWF in ANDSP allows UE to determine an appropriate N3IWF that supports the S-NSSAI(s) needed by the UE during N3IWF selection procedure. Another option is that when UE connects with a N3IWF that does not support the S-NSSAI(s) needed by the UE, AMF can determine the target N3IWF which supports the S-NSSAI(s) needed by the UE and provides the target N3IWF information to UE via Registration Accept/Reject message so that UE can use the target N3IWF information to connect with the target N3IWF in order to meet the requirement of the UE. The second option can be applied when the UE has not been updated with the enhanced N3IWF identifier configuration or non-3GPP access node selection information.
[bookmark: _Toc100846821][bookmark: _Toc100846966][bookmark: _Toc100993728][bookmark: _Toc97067302]6.15.2	N3IWF selection solution
The UE can be configured by the HPLMN with N3IWF identifier configuration which contains the FQDN or IP address of the N3IWF in the HPLMN. As described in current (Rel-17) clause 5.3.3.3 of TS 24.526 [10], the content of home N3IWF identifier configuration contains a list of home N3IWF identifier entries. The HPLMN can configure a UE with N3IWF identifier configuration so that the list of N3IWFs in N3IWF identifier configuration cover all the UE's subscribed S-NSSAI(s).
Editor's note:	How to enable selection of an N3IWF that supports the slices that the UE intends to access while also considering the tracking area (e.g. if the HPLMN or VPLMN prefers the UE to use the Tracking Area FQDN format) is FFS.
Editor's note:	It is FFS on how to select a N3IWF supporting the needed S-NSSAI(s)in VPLMN when roaming.
As defined in clause 6.6.1 of TS 23.503 [4], the 5GC provides the Access Network Discovery & Selection Policy (ANDSP) to the UE, in which the N3IWF selection information is included for the UE to select the N3IWF in the HPLMN. In order to support the slice information applied in the N3IWF selection procedure, the ANDSP is extended as follows:
1)	N3IWF identifier configuration: It contains the FQDN or IP address of the N3IWF in the HPLMN and the S-NSSAIs slice information supported by this N3IWF. This S-NSSAIs slice information is also included in the UE's Subscribed S-NSSAIs for non-3GPP access defined in the UE subscription data.
Editor's note:	It is FFS how the PCF obtains the UE's Subscribed S-NSSAIs information, e.g. from AMF or from the OSS system.
If the UE does not receive the N3IWF identifier configuration from ANDSP, or the UE cannot select the N3IWF based on the N3IWF identifier configuration, e.g. in the roaming case, the N3IWF identifier configuration information configured in the UE can be applied as the default N3IWF selection policy.
Editor's note:	It is FFS on how the N3IWF selection procedure is impacted with the extension of the ANDSP.
[bookmark: _Toc100846822][bookmark: _Toc100846967][bookmark: _Toc100993729]6.15.3	Procedures
Figure 6.15.3-1 specifies how N3IWF is selected to support the NSSAI needed by the UE, 
Editor's note:	This clause describes high-level procedures and information flows for the solution.


Figure 6.15.3-1: Registration via untrusted non-3GPP access
1.	The UE connects to an untrusted non-3GPP Access Network with any appropriate authentication procedure and it is assigned an IP address. For example, a non-3GPP authentication method can be used, e.g. no authentication (in the case of a free WLAN), EAP with pre-shared key, username/password, etc. When the UE decides to attach to 5GC network, the UE selects an N3IWF in a 5G PLMN as described in clause 6.15.1.
2.	The UE proceeds with the establishment of an IPsec Security Association (SA) with the selected N3IWF by initiating an IKE initial exchange according to RFC 7296 [3]. After step 2, all subsequent IKE messages are encrypted and integrity protected by using the IKE SA established in this step.
3.	The UE shall initiate an IKE_AUTH exchange by sending an IKE_AUTH request message. The AUTH payload is not included in the IKE_AUTH request message, which indicates that the IKE_AUTH exchange shall use EAP signalling (in this case EAP-5G signalling). If the UE supports MOBIKE, it shall include a Notify payload in the IKE_AUTH request, as specified in RFC 4555 [40], indicating that MOBIKE is supported. In addition, as specified in TS 33.501 [9], if the UE is provisioned with the N3IWF root certificate, it shall include the CERTREQ payload within the IKE_AUTH request message to request the N3IWF's certificate.
4.	The N3IWF responds with an IKE_AUTH response message, which includes an EAP-Request/5G-Start packet. The EAP-Request/5G-Start packet informs the UE to initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets. If the N3IWF has received a CERTREQ payload from the UE, the N3IWF shall include the CERT payload in the IKE_AUTH response message containing the N3IWF's certificate. How the UE uses the N3IWF's certificate is specified in TS 33.501 [9].
5.	The UE shall send an IKE_AUTH request, which includes an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and a Registration Request message. The AN parameters contain information that is used by the N3IWF for selecting an AMF in the 5G core network. This information includes e.g. the GUAMI, the Selected PLMN ID (or PLMN ID and NID, see clause 5.30 of TS 23.501 [2]), the Requested NSSAI and the Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with 5GC. Whether and how the UE includes the Requested NSSAI as part of the AN parameters is dependent on the value of the Access Stratum Connection Establishment NSSAI Inclusion Mode parameter, as specified in clause 5.15.9 of TS 23.501 [2]. The Registration Request message may optionally contain an indication indicating that the N3IWF shall support the requested NSSAI.
NOTE 1:	The N3IWF does not send an EAP-Identity request because the UE includes its identity in the first IKE_AUTH. This is in line with clause 3.16 of RFC 7296 [3].
6.	The N3IWF shall select an AMF based on the received AN parameters and local policy, as specified in clause 6.3.5 of TS 23.501 [2]. The N3IWF shall then forward the Registration Request received from the UE to the selected AMF within an N2 message. This message contains N2 parameters that include the Selected PLMN ID and the Establishment cause.
7.	The selected AMF determines whether the N3IWF connected with UE currently (named S-N3IWF) support the request NSSAI needed by UE if the indication of supporting the requested NSSAI is included in the Registration Request. If the selected N3IWF does not support the request NSSAI, e.g. when UE does not select the N3IWF based on S-NSSAI configuration information per N3IWF, the AMF may determine a target N3IWF that supports the request NSSAI based on the list of supported TAs and the corresponding list of supported slices for each TA obtained in RAN Configuration Update procedure as specified in TS 38.413 [7].
8a.	Optionally, the AMF may provide the target N3IWF information (e.g. FQDN and/or IP address) to UE within Registration Reject message so that UE can use the target N3IWF information to select the target N3IWF to register to 5GC.
8b.	Alternatively, if the selected N3IWF cannot support the requested NSSAI, AMF may continue the registration procedure as defined in clause 4.12.2.2 steps 7 to 11 and provides the target N3IWF information (e.g. FQDN and/or IP address) to UE within Registration Accept message.
Editor's note:	It is FFS whether and how the AMF can accept the Registration with the initial N3IWF/TNGF if that N3IWF/TNGF does not support the set of slices requested by the UE.
	If the S-N3IWF supports the requested NSSAI, AMF continue the registration procedure as defined in clause 4.12.2.2 steps 7 to 10.
9.	The AMF sends the NAS Registration Accept message to the N3IWF. The N2 Message includes the Allowed NSSAI for the access type for the UE. If AMF determines that the S-N3IWF cannot support the requested NSSAI in step 7 and continue the registration procedure, the NAS Registration Accept message contains the target N3IWF information.
10.	The N3IWF forwards the NAS Registration Accept message to UE via the established signalling IPsec SA. If the NAS Registration Accept message is received by the N3IWF before the IPsec SA is established, the N3IWF shall store it and forward it to the UE only after the establishment of the signalling IPsec SA.
11.	If UE is rejected, UE uses the target N3IWF information to select T-N3IWF and registers to 5GC via T-N3IWF. If UE is not rejected and obtains the target N3IWF information in step 10, UE may decide to re-register to 5GC via T-N3IWF.

[bookmark: _Toc97067303][bookmark: _Toc100846823][bookmark: _Toc100846968][bookmark: _Toc100993730]6.15.4	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
UE impacts:
-	Select the N3IWF based on N3IWF identifier configuration that includes the supported S-NSSAI(s) configuration per FQDN or IP address of N3IWF.
-	Re-select N3IWFbased on the N3IWF information provided by the AMF via NAS Registration Accept or Registration Reject message.
AMF impacts:
-	Ability to determine target N3IWF information based on the list of supported TAs and the corresponding list of supported slices for each TA obtained in RAN Configuration Update procedure.
-	Provide UE with the N3IWF information via NAS Registration Accept or Registration Reject message.

6.X	Solution #X: Selecting TNGF supporting the S-NSSAI needed by UE
6.X.1	Description
This solution aims at addressing Key Issue #2 about how to select a TNGF/N3IWF that supports the S-NSSAI(s) needed by the UE. In particular, this solution mainly focuses on how to select a TNGF that supports the S-NSSAI(s) needed by the UE.
The solution follows the principles of solution #15.
The mechanism of the first option (UE configuration) can also be applicable to trusted non-3GPP access. The extended WLANSP may contain the SSID and TNGF ID associated with NSSAI. UE can select an appropriate SSID associated with the Requested NSSAI and build the realm of NAI with the appropriated TNGF ID so that the TNAP can select the target TNGF based on the SSID selected by the UE and the realm part of NAI provided by the UE.
6.X.2	Procedures


Figure 6.15.3-2: Registration via trusted non-3GPP access
1. Step 1 to step 6 are performed as specified in clause 4.12a.2.2 with follow addition:
· the UE selects the SSID which is associated to the set of slices that it requests to access to based on the information from WLANSP (e.g. the extended WLANSP).
· the UE sends a NAI with the realm including the TNGF ID associated to the slices received in the WLANSP (e.g. the extended WLANSP).
· The Registration Request message may optionally contain an indication indicating that the UE supports TNGF selection based on slicing.
2.	The selected AMF determines whether the TNGF connected with UE currently (named S-TNGF) supports the request NSSAI needed by UE if the indication is included in the Registration Request. If the selected TNGF supports the Requested NSSAI, steps from 4 to 6 will be performed and the Registration will be accepted if the UE has been successfully authenticated. If the TNGF does not support the Requested NSSAI, the AMF may determine target SSIDs and a target TNGF that supports the requested NSSAI based on the list of supported TAs and the corresponding list of supported slices for each TA obtained in RAN Configuration Update procedure as specified in TS 38.413 [7].
3.	If the AMF has determined in step 2 that the selected TNGF is not the appropriated one, the AMF may provide the target TNGF information (e.g. TNAN information such as SSID and TNGF ID) to UE within Registration Reject message so that UE can use the target TNGF information to select the target TNAN (e.g. based on the received SSID) and to build the realm of NAI with the TNGF ID to register to 5GC.
4.	If the S-N3IWF has been determined to be the suitable one or if the UE does not provide the indication, the AMF may continue the registration procedure as defined in clause 4.12a.2.2 in TS 23.502 [3].
5.	The AMF sends the NAS Registration Accept message to the TNGF. The N2 Message includes the Allowed NSSAI for the access type for the UE.
6.	The TNGF forwards the NAS Registration Accept message to UE via the established signalling IPsec SA. 
7.	If UE is rejected in step 3, UE uses the target TNGF information to select target TNAN (i.e. using received SSID to select TNAP) and build the realm of NAI with the TNGF ID to registers to 5GC via T- TNGF.
6.X.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
UE impacts:
-	Re-select TNGF based on the TNGF information provided by the AMF via NAS Registration Accept or Registration Reject message.
-	Ability to select the SSID associated with the Requested NSSAI and build the realm of NAI with the TNGF ID based on the received extended WLANSP.
AMF impacts:
-	Ability to determine target TNGF information based on the list of supported TAs and the corresponding list of supported slices for each TA obtained in RAN Configuration Update procedure.
-	Provide UE with the TNGF information via Registration Reject message.
WLANSP impacts:
-	Extension of WLANSP with the association of SSID, TNGF identifiers and slice.

* * * * End of changes * * * *
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