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[bookmark: _Hlk514274591]1		Discussion
The following solutions have been agreed for the SFC work item according to 3GPP TR 23.700-18.
Table 1 – Solutions for Key Issue 1
	
	Key Issues

	Solutions
	#1
	#2
	
	

	1. Solution based on existing TSP for N6-LAN
	X
	
	
	

	2. AF influence with explicit traffic steering policies per flow
	
	X
	
	

	3. AF influencing Service Function Chaining support by 5GC
	
	X
	
	

	4. SFC support in 5GS
	X
	X
	
	

	5. UPF enhancement with SFC capability
	X
	
	
	

	6.Service Function Chaining Configuration
	
	X
	
	

	7. Enhancing Application Function influence on traffic routing to an N6-LAN based on pre-defined SFC policies
	X
	
	
	

	8. AF to request predefined SFC for traffic flow(s) related with target UE(s)
	X
	X
	
	



The following table provides an evaluation of each solution. 
	
	Solution Evaluation

	Solutions
	Evaluation
	Impacts

	1
	Main Principle of Solution
Use existing Traffic Steering Policies for steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider

Evaluation of Solution
Relies on the exisitng procedure for routing traffic. It is assumed that all UPFs that are subject to SFC are configured with traffic steering information towards N6-LAN

	No impacts to current standard.
Assumptions: All UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI that is used for traffic that is potentially subject to SFC controls need to be configured with traffic steering information towards all SFPs supported on that DNN/S-NSSAI/DNAI.

	2
	Main Principle of Solution
AF uses Nnef_TrafficInfluence API to influence how to route a specific traffic to N6-LAN, by providing the UE IP address together with the request. The AF includes AF Traffic Steering Policy ID(s) in the request.
PCF creates PCC rules with Traffic Steering Policies IDs as in Solution 1.

Evaluation of Solution
Nnef_TrafficInfluence API enhanced to provide additional traffic steering policies for N6-LAN.
Relies on the exisitng procedure for routing traffic. It is assumed that all UPFs that are subject to SFC are configured with traffic steering information towards N6-LAN


	AF: Support of providing new information in the Nnef_TrafficInfluence API, to provide explicitly traffic steering policy ID(s) (AF-TSPs) in its requests.
NEF: Support of new information in the Nnef_TrafficInfluence API, and pass it to UDR and PCF.
UDR: Supports storage AT-TSP IDs in the AF influence in routing parameters.
PCF: Accepts new information and use it (or maps to local TSP defined) as traffic steering policies associated to the PCC rule(s) impacted.
No normative impacts to SMF and UPF. It is assumed that all UPFs in the operator network serving as PSA for the DNN/S-NSSAI/DNAI that is used for traffic that is potentially subject to SFC controls need to be configured with traffic steering information towards all SFPs supported for that DNN/S-NSSAI/DNAI.

	3
	Main Principle of Solution
The solution proposes the AF to discover the SFC made available by an operator. In addition, solution proposes the AF to associate traffic to SFP by adding metadata information within the AF request.

Evaluation of Solution
New Analytics ID is proposed where the NWDAF collects data from LMF/GMLC used as data source 
	-	A new NEF API(s) and possibly updates to Nnef_TrafficInfluence.
-	PCC rules and N4 rules (FAR) need extension to carry the SFP Id and metadata information (traffic tagging information) to support the second scenario.
-	The format of the SFP Id and of metadata (when provided) being referred to refers to existing IETF specifications such as the IETF specifications defining VxLAN and NSH.

	4
	Main Principle of Solution
The solution proposes AF to include an SFP ID (which denotes a specific traffic steering policies) and metadata information. PCF authorises the request based on SFP ID and provides corresponding PCC rules to SMF. SMF selects a UPF-SFC. The UPF-SFC uses metadata information (if available) and SFP ID to handle traffic according to the policy.

Evaluation of Solution
The UPF is enhacned with SFC capability deploys an SFC functionality (i.e. SFC service classification, SFP selection, SFC encapsulation etc.) with several SFPs corresponding to pre-defined SFC polices
	NEF:
-	NEF forwards the SFC-specific parameters from the AF to the PCF.
PCF:
-	PCF checks if the indicated SFP ID and Metadata corresponds to an authorized SFC policy for the AF.
-	Includes SFP ID and Metadata (if available).
UDR:
-	The UDR stores the SFP ID and Metadata based on Application ID/Traffic descriptor.
SMF:
-	The SMF configures the UPF-SFC with PDR and FAR via N4 message. The FAR includes the SFP ID and the Metadata (if available).
UPF-SFC:
-	The UPF with SFC capability deploys an SFC functionality (i.e. SFC service classification, SFP selection, SFC encapsulation etc.) with several SFPs corresponding to pre-defined SFC polices.

	5
	Main Principle of Solution
The PCF provides N6-LAN traffic steering policy with additional SFP ID in the PCC rule to the SMF during SM Policy Association Establishment,
AF includes new information within the Nnef_TrafficInfluence_Create request including a new SFCID denoting a traffic steering policy for SFC.



Evaluation of Solution
Solution is similar in principle with Solutions 2, 3, 4.
	. AF:
-	Needs to support SFC ID for requesting AF influenced traffic routing.
NEF:
-	Needs to support SFC ID in order to deliver them from the AF to the PCF.
-	Needs to store SFC ID in the UDR.
PCF:
-	Needs to support SFP ID in the PCC rule, either for N6-LAN traffic steering or for AF influenced traffic steering.
SMF:
-	Needs to use the N4 interface to provision/remove SFP ID contained in FAR.
UPF:
-	Needs to support SFC encapsulation with several SFPs corresponding to predefined SFC polices.

	6
	Main Principle of Solution
AF interacts with NEF to request to apply predefined SFCs for target UE(s) by using new service operations (i.e., Nnef_SFC_ConfigCreate service operation with SFC Configuration Parameter) or extended AF traffic influence service operations (i.e., Nnef_TrafficInfluence_Create service operation with SFC Configuration Parameter).
Evaluation of Solution
Solution similar in prinicple with Solution 3.
	None specified

	7
	Main Principle of Solution
AF is either aware of SFC policy identifier corresponding to specific SFC based on SLA agreements or AF requests to discover the available SFC policies based on Service Functions required for AF traffic via a new service operation.
AF sends a request to steer traffic via an N6-LAN by enhancing the Nnef_TrafficInfluence API with additional policy for steering traffic to N6-LAN.


Evaluation of Solution
Solution is similar in principle with Solutions 3, 6.


	-	New SBI supporting an AF to discover the available SFC policies.
-	Enhancing Nnef_TrafficInfluence SBI supporting steering of traffic to N6-LAN.
-	If metadata is supported:
	AF including metadata information in traffic influence request,
-	NEF, PCF, SMF forwarding metadata information to UPF,
-	UPF tagging the packet according to metadata information before routing the packet to the N6-LAN network.

	8
	Main Principle of Solution
It is proposed that SFC policy and traffic steering policy is separated. An Application Function may send a request to influence SFC enforcement for the application traffic. based on the SLA between the operator and the 3rd party. The PCF authorizes the N6-LAN traffic steering control information received from AF based on the SFC identifier (uplink and/or downlink) and operator's policy when generating the PCC rule. And then the N6-LAN traffic steering enforcement control information provisioning and enforcement as per current specification.


Evaluation of Solution
Solution is similar in principle with Solutions 2, 3, 4, 5, 6. 7,

		AF:
-	Needs to support to include the N6-LAN traffic steering control request information in the request.
	NEF:
-	Needs to support to transfer the N6-LAN traffic steering control request information.
	UDR:
-	Needs to support to store the N6-LAN traffic steering control request information.
	PCF:
-	Needs to support to authorize the N6-LAN traffic steering enforcement control information based on the received the N6-LAN traffic steering control information.
	SMF:
-	Needs to support to derive two PDR and FAR pairs. The first PDR and FAR pair is associated the N6-LAN traffic steering policy handing. The second PDR and FAR is associated with the AF influenced traffic steering policy handling.



Solutions are so far split into the following categories:
-	AF influencing steering of subscriber traffic to SFC deployed by the 3GPP operator or 3rd party service provider. Solutions propose to re-use the Nnef_TrafficInfluence API where the AF includes an identifier that denotes steering the traffic to specific N6 service functions/Service Function Chain. The solutions can be further categorized into:
-		Solutions where the AF includes a new SFC Policy Identifier corresponding to specific Service Function chain based on SLA agreements (Solutions 2, 3, 4, 5, 6, 7, 8). AF is aware of the SFC policy identifier based on SLA agreements between the AF and 3GPP operator.
-	In solution 1 it is assumed that the same existing Traffic Steering Policy identifier can be used.
-	Some solutions also propose the AF to include additionally metadata information denoting specific SFC classification. (Solutions 3, 4, 5, 7).
-	Solutions where the AF discovers the available Service Function Chain policies (and corresponding SFC Policy Identifier(s) of a 3GPP operator (Solutions 3, 6, 7). A new API is proposed where the AF gets a list of available SFC matching some criteria (e.g. SFC involving specific Service Function) (Solutions 3,6) or the AF requesting configuritation of an SFC policy. 
-	Procedure in the 3GPP network to steer traffic to corresponding Service Function Chain over N6-LAN
-	All solutions propose the PCF to construct PCC rules taking into account the information in the AF request. The PCC rule includes a SFC Policy Identifier (potentially different for UL and DL traffic). The SMF based on the PCC rule, provides appropriate N4 rules (e.g. FAR, PDR etc) for the application traffic including the SFC policy identifier. The UPF based on the N4 rules and SFC Policy Identifier routes traffic to appropriate SFC in N6-LAN.
-	One solution propose to re-use the existing Traffic Steering Policy Identifier to steering traffic to N6-LAN (Solution 1).
-	There are different proposals on how to handle UPF selection for SFC. Some solutions propose the SMF to select a UPF based on existing mechanisms (e.g. based on DNN/S-NSSAI, DNN) (Solutions 1, 2, 3, 7, 8), or the SMF ensures that an SFC-capable UPF is selected (Solutions 4, 5). An SFC-capable UPF meaning a UPF that is able to do service classification as defined in IETF specifications. An SFC-capable UPF is able to use metadata information (if provided by the AF) to carry out the service classification.
-	Some proposals also denote that if the AF includes metadata information then the PCC and SMF provide the metadata transparently to the UPF for service classification (Solutions 3, 4, 5, 7).


As an interim conclusion for the SFC work the following is proposed:
-	To enable the AF to request pre-defined SFC for traffic flow(s) related with target UEs. 
-	The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy available at the 3GPP operator (or 3rd party service provider). The request may include separate SFC policy identifiers for Uplink and Downlink traffic of the subscriber traffic.
-	The AF is aware of SFP policy identifiers based on SLA agreements. The AF may also discover available SFC policies configured in 3GPP operator via a new service operation. 
-	Optionally metadata information denoting specific service classification handling can be included in the Nnef_TrafficInfluence_Create request. Based on operator policy the metadata may be transparently be sent to the UPF via PCC and N4 rules. 
-	To support steering of traffic to corresponding service function chain over N6-LAN
-	The PCF to construct PCC rules taking into account the information in the AF request. The PCC rule includes an SFC Policy Identifier (potentially different for UL and DL traffic). The SMF based on the PCC rule, provides appropriate N4 rules (e.g. FAR, PDR etc) for the application traffic including the SFC policy identifier. The UPF based on the N4 rules and SFC Policy Identifier routes traffic to appropriate SFC in N6-LAN.
-	Whether the existing Traffic Steering Policy Identifier within PCC rules can be re-used for handling N6-LAN traffic will be decided during the normative phase.
-	Based on operator deployment option metadata information (if provided by an AF) can be provided to a UPF capable for performing service classification as described in IETF specifications
-	UPF selection is carried out based on existing mechanisms. No additional enhancements are needed.


2		Proposal
The following is proposed.
******************************** First change  *******************************
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Editor's note:	This clause will provide evaluation of different solutions.
Evaluation of solutions for KI1 and KI#2:
Solutions are so far split into the following categories:
-	AF influencing steering of subscriber traffic to SFC deployed by the 3GPP operator or 3rd party service provider. Solutions propose to re-use the Nnef_TrafficInfluence API where the AF includes an identifier that denotes steering the traffic to specific N6 service functions/Service Function Chain. The solutions can be further categorized into:
-		Solutions where the AF includes a new SFC Policy Identifier corresponding to specific Service Function chain based on SLA agreements (Solutions 2, 3, 4, 5, 6, 7, 8). AF is aware of the SFC policy identifier based on SLA agreements between the AF and 3GPP operator.
-	In solution 1 it is assumed that the same existing Traffic Steering Policy identifier can be used.
-	Some solutions also propose the AF to include additionally metadata information denoting specific SFC classification. (Solutions 3, 4, 5, 7).
-	Solutions where the AF discovers the available Service Function Chain policies (and corresponding SFC Policy Identifier(s) of a 3GPP operator (Solutions 3, 6, 7). A new API is proposed where the AF gets a list of available SFC matching some criteria (e.g. SFC involving specific Service Function) (Solutions 3,6) or the AF requesting configuritation of an SFC policy. 
-	Procedure in the 3GPP network to steer traffic to corresponding Service Function Chain over N6-LAN
-	All solutions propose the PCF to construct PCC rules taking into account the information in the AF request. The PCC rule includes a SFC Policy Identifier (potentially different for UL and DL traffic). The SMF based on the PCC rule, provides appropriate N4 rules (e.g. FAR, PDR etc) for the application traffic including the SFC policy identifier. The UPF based on the N4 rules and SFC Policy Identifier routes traffic to appropriate SFC in N6-LAN.
-	One solution propose to re-use the existing Traffic Steering Policy Identifier to steering traffic to N6-LAN (Solution 1).
-	There are different proposals on how to handle UPF selection for SFC. Some solutions propose the SMF to select a UPF based on existing mechanisms (e.g. based on DNN/S-NSSAI, DNN) (Solutions 1, 2, 3, 7, 8), or the SMF ensures that an SFC-capable UPF is selected (Solutions 4). An SFC-capable UPF meaning a UPF that is able to do service classification as defined in IETF specifications. An SFC-capable UPF is able to use metadata information (if provided by the AF) to carry out the service classification.
-	Some proposals also denote that if the AF includes metadata information then the PCC and SMF provide the metadata transparently to the UPF for service classification (Solutions 3, 4, 5, 7).
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
Interim conclusions for KI#2 are as follows:
1. To enable the AF to request pre-defined SFC for traffic flow(s) related with target UEs. 
a) The Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy . The request may include separate SFC policy identifiers for Uplink and Downlink traffic of the subscriber traffic.
b) Only following information of Nnef_TrafficInluence API are reused with N6 Traffic Routing requirements containing the SFC related additions described in this clause

	Information Name

	Traffic Description

	

	Target UE Identifier(s)

	Spatial Validity Condition

	AF transaction identifier

	



c) The AF is aware of SFC policy identifiers based on SLA agreements. 
d) 

e) The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule.  This mapping is defined in the conclusions of KI1
f) 

g) Support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously.
2. The procedure for the Nnef_TrafficInluence service in TS 23.502, clause 4.3.6 is re-used, for example, in case the AF is not providing UE address the NEF stores the AF request information in UDR, r.
-	

Editor's Note: Support of metadata is optional.


******************************** End of change *******************************
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