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Discussion
This contribution proposes to resolve following two editor's notes.
Editor's note:	It is FFS whether the condition to trigger VPLMN selection after receiving slice-aware SoR information is needed to be specified.
In the previous meeting, original contribution: S2-2204005 proposed to add some conditions that the UE is allowed to trigger VPLMN selection. However, during the meeting, some companies wanted to have more justification of providing such conditions. The proposed conditions were
-	Whether the UE can trigger VPLMN selection when the S-NSSAI the UE wants to use is not available due to
-	NSAC failure.
-	Congestion control.
-	Not allowed in the current registration area.
-	Whether the UE can trigger VPLMN selection before using a slice in the URSP rule with "match all" traffic descriptor.
Following bullets explains necessity of each conditions.
1. NSAC failure
-	When a UE requests a slice and if maximum number of UE for the slice already been reached, the network indicates the slice to the Rejected NSSAI with cause "S-NSSAI not available due to maximum number of UEs reached". In this case, the UE is not allowed to request the slice again until the back off timer is expired and the UE cannot use the slice.
	In Rel-17, NSAC can be performed in HPLMN or VPLMN. If the NSAC is performed in the HPLMN, it seems that there is no chance to get the slice even though the UE selects another VPLMN. However, if the NSAC is performed in the VPLMN, the UE may get the slice by selecting another VPLMN. As the UE does not know whether NSAC is performed in the HPLMN or VPLMN, the UE does not know whether there is a chance to get the slice by selecting another VPLMN. Therefore, it is useful to provide a policy to the UE so that the UE can determine whether to perform VPLMN selection.
	In Rel-18, it seems that NSAC will be only performed in HPLMN based on GSMA LS. Even though NSAC will be performed in the HPLMN, corresponding VPLMN S-NSSAI may be subject to NSAC in VPLMN. In this case, if the VPLMN S-NSSAI exceed the maximum number of UEs, the VPLMN may reject the HPLMN S-NSSAI. So the same problem occurs. From the UE perspective, the UE does not know which PLMN quota reached maximum number. If operator can provide policy to the UE considering remaining quota, it will be helpful to the UE to determine whether to perform VPLMN selection. For example, if there is enough remaining quota for a S-NSSAI, SVSP can indicate that the UE is allowed to perform VPLMN selection when the S-NSSAI is not available due to NSAC.
Proposal 1: It is proposed to provide policy to indicate whether UE is allowed to perform VPLMN selection when a slice the UE wants to use is not available because of NSAC.
2. Congestion control
-	NAS MM congestion control and overload control
	When a UE wants to use a slice, the UE needs to include the slice in the Requested NSSAI. If there is congestion in the AMF, the AMF may reject the UE's registration request with a back off timer. While the back off timer is running, the UE cannot use the slice. It is also possible that the AMF invokes overload control due to congestion of the slice. In these cases, there is high probability that the UE can get the slice by selecting another VPLMN as the congestion is occurred in the registered PLMN.
-	NAS SM congestion control
	Even though the UE received a slice in the Allowed NSSAI, the UE may not be able to establish a PDU Session using the slice due to congestion in the SMF. If the H-SMF provides back off timer, the UE does not need to select another VPLMN as the congestion is in the HPLMN. However, if the V-SMF provides back off timer due to congestion of the requested slice in the VPLMN, the UE can try to select another VPLMN. Note that the UE knows whether back off timer is provide by serving PLMN based on indication from the network. Note that the NAS SM congestion control is also used when the number of PDU Sessions on a network slice has been already reached maximum number.
-	From the UE perspective, it is clear that the UE is not able to use the intended slice and it is highly likely that the UE can use the slice if the UE selects another VPLMN unless NAS SM congestion control is triggered by the HPLMN. However, operators may have different preference. According to current specification, a UE will not trigger PLMN selection when registration fails due to congestion control. In order to keep existing behaviour, some operators may want to keep the UE in the registered VPLMN. However, some other operators may want to allow the UE to select another VPLMN so that they can use the slice. If network does not provide any policy to the UE, whether to trigger the VPLMN selection is up to UE implementation and network cannot expect consistence UE behaviour. Therefore, by providing policy to the UE, operators can control UE behaviour.
Proposal 2: It is proposed to provide policy to indicate whether UE is allowed to perform VPLMN selection when a slice the UE wants to use is not available because of congestion control.
3. Not allowed in the current area
-	When a UE requested a slice, the network may reject the slice with cause "S-NSSAI not available in the current registration area" e.g. due to the slice is not supported in the current UE location. Depending on the UE location and VPLMN deployment, there may exist other VPLMNs that support the slice. However, the UE does not know whether the slice is supported in the current UE location of other VPLMNs until the UE actually registers to the VPLMNs. (None of solutions proposed to add a geographical information where the slice is supported in a VPLMN.) If the network has knowledge of slice deployment of VPLMNs, the network may provide policy to the UE considering the UE location to instruct the UE whether VPLMN selection needs to be triggered or not. Note that the "Not allowed in the current area" can also be used when the number of UEs on a network slice has been reached maximum number.
Proposal 3: It is proposed to provide policy to indicate whether UE is allowed to perform VPLMN selection when a slice the UE wants to use is not available because of no support in the current registration area.
4. Use of "match all" traffic descriptor in URSP rule
-	Current specification allows the network to provide multiple RSDs for a traffic descriptor, i.e. the network can use multiple slices for an application. In addition, network can provide "match all" traffic descriptor to the UE. In this case, the UE may use a slice in the RSD of "match all" traffic descriptor if the UE fails to use the slice e.g. not allowed due to NSAC failure, not supported in the registration area, not supported in the VPLMN, etc. From the UE perspective, all slices (e.g. slice in the RSD of matched traffic descriptor with higher priority, slice in the RSD of matched traffic descriptor with lower priority and slice in the RSD of "match all" traffic descriptor) are allowed for the application. So the UE can choose whether to trigger VPLMN selection when a slice in the higher priority URSP rule is in not available in the registered VPLMN. For example, some UEs may not triggers VPLMN selection at all since the slice in the "match all" traffic descriptor is expected to be supported in all networks. But operators may prefer to use a slice in the higher priority URSP rule by triggering VPLMN selection. Therefore, by providing policy to the UE, operators can control UE behaviour.
Proposal 4: It is proposed to provide policy to indicate whether UE is allowed to perform VPLMN selection when a slice in the higher priority URSP rule is not available while slice for "match all" traffic descriptor is available.

Editor's note:	How to ensure that SVSP is not modified by VPLMN is FFS.
When a UE is roaming, the UE policy is provided to the UE via VPLMN but there is no end-to-end security mechanism between the UE and H-PCF, i.e. there is no way for the UE to know whether the received policy is not modified by the VPLMN. However, this is a generic issue of UE policy delivery mechanism rather than the issue of this solution. For example, a VPLMN can provide modified URSP rule, which only contains slices available in the VPLMN. Then the UE will not trigger VPLMN selection. Therefore, this issue should be handled in a generic way. We propose to remove this editor's note and add a note that security aspects will be defined in SA3.
Proposal 5: It is proposed to add a NOTE that security aspects will be defined in SA3.

Proposal
It is proposed to agree the following changes into TR 23.700-41 on FS_eNS_Ph3.

* * * * Start of 1st Change * * * * 

[bookmark: _Toc104302483][bookmark: _Toc104359449][bookmark: _Toc104872628]6.17	Solution #17: Slice based VPLMN Selection Policy
[bookmark: _Toc92370824][bookmark: _Toc104302484][bookmark: _Toc104359450][bookmark: _Toc104872629]6.17.1	Introduction
This solution addresses key issue #2: Support of providing VPLMN network slice information to a roaming UE. This solution proposes a solution that can control in which condition the UE can trigger VPLMN selection by providing operator controlled policy. This solution is not a stand-alone solution and expected to be used together with other solutions such as solution #6.
NOTE:	This solution can be used together with any other solutions that provides available slice information to the UE.
[bookmark: _Toc92370825][bookmark: _Toc104302485][bookmark: _Toc104359451][bookmark: _Toc104872630]6.17.2	Functional Description
A UE can determine to trigger VPLMN selection if the UE knows which network slices are supported in a VPLMN and the registered VPLMN does not support slice the UE want to use. The UE determines to use a network slice for an application by using URSP rules.
However, current specification allows the network to provide multiple RSDs for a traffic descriptor, i.e. the network can use multiple slices for an application. Also network can provide "match all" traffic descriptor to the UE. In this case, the UE may use a slice in the RSD of "match all" traffic descriptor if the UE fails to establish a PDU Session using the slice with traffic descriptor for the specific application. From the UE perspective, all slices (e.g. slice in the RSD of matched traffic descriptor with higher priority, slice in the RSD of matched traffic descriptor with lower priority and slice in the RSD of "match all" traffic descriptor) are allowed for the application. So the UE can choose whether to trigger VPLMN selection when a slice in the higher priority URSP rule is in not available in the registered VPLMN. For example, some UEs may not triggers VPLMN selection at all since the slice in the "match all" traffic descriptor is expected to be supported in all VPLMNs. Nevertheless, operator may prefer to use a slice in the higher priority URSP rule if it is available by triggering VPLMN selection.
In addition to above case, there are some cases that a slice the UE wants to use is supported in the VPLMN but temporally rejected by the network due to some reasons. For example, the network may not allow using the slice due to NSAC failure, congestion control, not allowed in the current registration area. In these cases, each operator may have different preference, e.g. as those conditions are temporal restriction some operators may want to keep the UE in the registered PLMN while some operators may want to trigger VPLMN selection.
In order to control the UE behaviour in above cases, this solution proposes that the HPLMN may provide Slice based VPLMN Selection Policy (SVSP) to the UE. The policy indicates in which condition the UE is allowed to trigger VPLMN selection to find a network that supports slices the UE want to use. The operator may provide different policy depending on the UE. For example, the PCF or UDM (adding the policy to SoR Info) may consider subscription of the UE, location, etc. to generate SVSP. The SVSP contains following information for each S-NSSAI:
-	Whether the UE can trigger VPLMN selection when the S-NSSAI the UE wants to use is not available due to
-	Not allowed in the current registration area
-	Whether the UE can trigger VPLMN selection before using a slice in the URSP rule with "match all" traffic descriptor.
NOTE 1:	It is expected that SA3 will define end-to-end security-mechanism to ensure that VPLMN does not modifies UE policy if this policy is conveyed by PCF and not by SoR container.
Editor's note:	It is FFS whether the condition to trigger VPLMN selection after receiving slice-aware SoR information is needed to be specified.
[bookmark: _Toc92370826]Editor's note:	How to ensure that SVSP is not modified by VPLMN is FFS.
[bookmark: _Toc104302486][bookmark: _Toc104359452][bookmark: _Toc104872631]6.17.3	Procedures
This procedure is used to deliver SVSP to the UE and supports both roaming and non-roaming scenarios. SoR information can be used as alternative mechanism to deliver this policy. (see TS 23.122 [7])


Figure 6.17.3-1: Overall procedure
In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:
1.	The UE performs Registration procedure. The UE indicates that it supports SVSP in the Registration request.
NOTE:	During the Registration procedure, the UE also indicates whether it supports slice aware SoR.
2.	The AMF creates UE policy association with PCF. The AMF provides the UE's capability, i.e. support of SVSP to the PCF.
3.	The AMF provides Registration accept to the UE.
4.	The H-PCF may provide the UE policy container including SVSP. The policy is delivered to the UE by using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [5].
5.	The UE wants to use a slice but the VPLMN does not allows the slice due to some reason. The UE checks the stored SVSP and determine that the SVSP allows triggering VPLMN selection. The UE triggers VPLMN selection by using SoR AF or UDM provided information e.g. as described in solution 6.
[bookmark: _Toc92370827][bookmark: _Toc104302487][bookmark: _Toc104359453][bookmark: _Toc104872632]6.17.4	Impacts on services, entities and interfaces
UE:
-	The UE supports receiving SVSP from the PCF.
-	The UE determines whether to trigger PLMN selection based on SVSP.
-	The UE indicates SVSP capability during the registration.
AMF:
-	The AMF provides UE's SVSP capability to the PCF during the UE Policy Association Establishment.
PCF:
-	The PCF supports providing SVSP to the UE.
[bookmark: definitions][bookmark: _GoBack]
* * * * End of Changes * * * * 
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