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Abstract of the contribution: This paper proposes a new solution to Key Issue #2 for FS_UPEAS.
Discussion
In similar to Solution#14 of TR 23.700-62, this paper focuses on the following architecture requirements.
The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study
Proposal
It is proposed to agree the following changes into TR 23.700-62 on FS_UPEAS.

* * * * Start of 1st Change * * * * 
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc100835651][bookmark: _Toc101415482][bookmark: _Toc104549580][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
	X
	

	#2: UPF event exposure service for TSC management
	
	X

	#3: using the proper subscription mechanism depending on the event targeted by the UPF event consumer
	
	X

	#4: upgrading N4 to pass necessary event filtering information to the UPF
	
	X

	#5: registering UPF(s) serving a PDU session at UDM
	
	X

	#6: Determining the UPF(s) that serve a UE address
	
	X

	#7: Support to existing (Rel‑16-Rel‑17) data analytics with PDU Session Data Usage Events
	
	X

	#8: Support to existing (Rel‑16-Rel‑17) data analytics with QoS Flow level measurements
	
	X

	#9: NWDAF collects information from UPF by event exposure
	
	X

	#10: UPF event exposure service to NWDAF
	
	X

	#11: UPF event exposure service to NWDAF subscribed directly from UPF
	
	X

	#12: UPF registration and NWDAF collecting data from UPF
	X
	X

	#13: Subscription to UPF Event Exposure Services in the event of UP Path change
	
	X

	#14: Reduce the UPF performance impacts due to data reporting to NF consumer
	
	X

	#15: Subscription of UPF Event Exposure Service
	
	X

	#16: Direct/indirect subscription of the UPF event exposure service
	
	X

	#17: Update/Release subscription of the UPF event exposure service
	
	X

	#18: QoS parameters exposure by UPF
	
	X

	#19: QoS Monitoring results exposure by UPF
	
	X

	#X: UPF Event Exposure with consideration on UPF performance 
	
	X



* * Start of 2nd Change (All new text) * * * * 
6.X	Solution #X: UPF Event Exposure with consideration on UPF performance
[bookmark: _Toc100835717][bookmark: _Toc101415548][bookmark: _Toc104549703]6.X.1	Key Issue mapping
This solution addresses "Key Issue#2: Support UPF expose information to other NFs". Especially, it focuses on the following architecture requirements.
The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study

[bookmark: _Toc100835718][bookmark: _Toc101415549][bookmark: _Toc104549704]6.X.2	Description
The following mechanism decides whether the UPF event exposure is used or not at any time by taking a consideration on the UPF performance. The operator may want to keep UPF performance rather than to report the information to other NFs according to the threshold on UPF performance. By muting and resuming the UPF reporting based on the threshold of UPF performance configured from operator policy, it would be helpful to manage efficiently the UPF event exposure, and give the operator the flexibility of network deployments and managements. 
To achieve it, a consumer NF (e.g. NEF, AF) may provide the in its subscription request for the consideration on UPF performance during EventExposure Service subscription for event notification, (e.g. as the reporting suggestion information of Solution#14 or as a new IE in the Event Reporting Information). 
It is assumed that UPF is monitoring its performance by itself and it such monitoring depends on the implementation.
For example, the request is to
· [bookmark: _GoBack]indicate to the Event provider NF (i.e. UPF) that the notification of the available events shall be muted if the NF performance exceeds the threshold, providing a subscription to the automatic notification of reporting start/stop due to UPF overload, i.e. the event reporting can be started/stopped per UPF overload. 
optionally, NOTE 1:	The above notification control implyies to the Event provider NF (i.e. UPF) to resume the notification to the Event consumer NF if NF performance does not exceed the threshold.
NOTE 2:	The threshold of NF performance is pre-configured in UPF and may be updated via OAM. and/or sent with the request for the consideration on UPF performance.
NOTE 3:	This solution is similar to delay reporting of Solution#14, but the event report of this solution is dynamically muted and resumed.

[bookmark: _Toc104549705]6.X.3	Procedures
The enhancement on existing UPF event exposure subscription and notification service procedure is described as in clause 6.X.2.

[bookmark: _Toc100835720][bookmark: _Toc101415551][bookmark: _Toc104549706]6.X.4	Impacts on services, entities and interfaces
NF consumer of UPF event exposure service:
-	in the subscription request include the information for the event report notification with the consideration on NF performance
UPF:
-	Based on Reporting request information in the event subscription, the UPF can mute/resume the event reporting.

* * * * End of Changes * * * * 
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