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1. Introduction
[bookmark: _Toc510607461]Solution #15 is revised to enable the following improvements:
	-	Support of coverage data retrieval from an external server using SMS instead of HTTPS (e.g. for an IoT UE without an IP protocol stack);
	-	Support of coverage data retrieval from an external server without requiring a UE to know details of the type of request supported by the server;
	-	Support of coverage data retrieval using NAS as an alternative solution;
	-	Ability to compress coverage maps when coverage is very sparse or very available and adjust the precision/accuracy of the coverage indications.
2. Text Proposal
The following text is proposed to be applied to TR 23.700-28.
[bookmark: _Toc97108978][bookmark: _Toc100782791][bookmark: _Toc100983165]*** First Change ***
[bookmark: _Toc104439742]
[bookmark: _Toc97108967][bookmark: _Toc100782780][bookmark: _Toc100983154][bookmark: _Toc104439666]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[bookmark: definitions][5]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[6]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[7]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[8]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[9]	3GPP TS 26.531: " Data Collection and Reporting; General Description and Architecture".
[10]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[11]	3GPP TR 23.700‑61: "Study on Seamless UE context recovery".
[12]	3GPP TS 38.300: "NR; NR and NG-RAN Overall description; Stage-2".
[13]	3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode".
[14]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[aa]	3GPP TS 36.331: “Radio Resource Control (RRC); Protocol specification”.
*** Next Change ***
6.15	Solution #15: Solution to support Provision of Coverage Data to a UE
[bookmark: _Toc104439743]6.15.1	Description
This solution supports portions of KI#1 and KI#2 and consists of procedures for providing this coverage data to a UE that supports IP PDU Sessions.
The content of coverage data can include a coverage map which shows the expected coverage by one or more satellite RATs at one or more locations and for a particular time in the future. A set of coverage maps can then be provided for each of a sequence of times occurring at fixed periodic intervals, such as at intervals of one minute. The locations supported by a coverage map can correspond to grid points in a rectangular (or possibly hexagonal) array, as illustrated by the rectangular array shown in Figure 6.15.1-1.


Figure 6.15.1-1: Coverage Data Map for a set of Grid Point Locations
In Figure 6.15.1-1, each grid point (dot) represents one location. These locations (i.e. grid points) can be spaced apart by a fixed distance (e.g. 100 to 4100 kms). The absolute location of each grid point can then be known by specifying an absolute (global) location for just one grid point in the array (e.g. a centre grid point or a grid point at one corner). The expected satellite coverage at the location of each grid point can then be indicated by a binary one or zero value (indicating that coverage is expected to be either available or not available).
The example in Figure 6.15.1-1 assumes that a coverage map is spatial (for one time only) and is repeated for subsequent times. 
However, this could be reversed by providing a temporal coverage map for one location (grid point) for a sequence of times and then repeating this for each of the other locations (grid points).
The size of a coverage map may be reduced by using a lower resolution (e.g. a greater distance between grid points or longer interval between successive times) or by compressing any sequence of repeated binary ones or repeated binary zeros.
A coverage map (or set of maps) can be provided to a UE by a server via user plane or SMS or by an MME or AMF using NAS. ThreeTwo alternative solutions can be used for this part.

The first solution is based on an HTTPS or SMS query from a UE to a server. The UE includes authorization data with the query that is meaningful to the server and is provided to the UE by the RPLMN.The UE also provides a temporary ID to the server that is pre-configured in the server and verifies permission for the UE (e.g. a subscription) to receive the coverage data.
The second solution is based on a simple NAS request/response (e.g. as part of NAS Attach, TAU or Registration).
With the thirdsecond solution, the DCAF/AF functionality and architecture as defined in TS 26.531 [9] and TS 23.288 [10] could be extended to expose network data analytics to a UE.
Editor's note:	Whether and how DCAF/AF functionality is FFS.
[bookmark: _Toc104439744]6.15.2	Procedures
[bookmark: _Toc104439745]6.15.2.1	Obtaining Coverage Data using an HTTPS or SMS Query to a Server
The procedure is in two parts. First, the UE obtains a authorization data from the RPLMN. The authorization data is a text string that can be used as a URI for an HTTPS query or placed in the body of an SMS message. The content and structure of the authorization data can be transparent to the UE. All the UE sees is a text string that can be used as a URI or included in an SMS message. The authorization data may indicate the type of coverage map information being requested by the UE (e.g. can indicate a particular location, an area, a sequence of times, a set of satellite RATs), an address for the server and URI for the server and a temporary UE ID that is already pre-configured in (and thus recognizable by) the server. In the case of SMS (but not HTTPS), the UE would also need to receive a destination SMS address. Then the UE sends an HTTPS request or SMS message to the server (identified by the URI) and includes the authorization data either as the URI for HTTPS or in the body of the SMS messagetemporary ID.
Editor's note:	Applicability of an HTTPS query to 3GPP specs and 3GPP WGs is FFS.
Figure 6.15.2.1-1 shows the first procedure for 5GS. A procedure for EPS can be analogous using an Attach or TAU. The procedure is based on NAS but could use some other protocol layer instead - e.g. RRC.



Figure 6.15.2.1-1: Procedure to Request aAuthorization Data URI and temporary ID
1.	The UE sends a Registration Request to the serving AMF (e.g. for an initial registration, periodic registration or registration update) and includes a request for a URI and Temporary ID to enable provision of coverage data and whether HTTPS or SMS is preferred. ASome additional parameters can might be included to indicate applicable location(s) , times and satellite RATsin case different servers are used to provide coverage data for different locations (e.g. for different countries).
2.	The serving AMF may verify the UE subscription to receive coverage data and whether the requested location(s) can be supported (e.g. are in a country supported by the AMF).
Editor's note:	It is FFS why the AMF needs to verify the location requested or whether the AMF only provides information for areas it serves.
3.	The AMF determines a server applicable to the location(s) and authorization data., The authorization data can be a text string a URI for the server or the content of an SMS message to be sent to the server. The authorization data can include and a temporary ID for the UE as well as details of the request received at step 1 (e.g. may indicate the applicable location(s), times and satellite RATs). The encoding of the authorization data can be out of scope of 3GPP (e.g. may be proprietary to the server and the RPLMN).
Editor's note:	The generation, sharing and configuration of the security information are FFS and requires coordination with SA WG3.
4.	The AMF returns the authorization data UE and temporary ID in the Registration Accept and, in the case of SMS, an SMS address for the server. The AMF may also indicate a limitation on usage of the authorization data URI and temporary ID - e.g. a maximum number of requests to the server or a maximum time duration of usage.
Editor's note:	If is FFS whether and how the AMF determines the additional information in the response.
Figure 6.15.2.1-2 shows the second procedure which can be the same for both 5GS and EPS.



Figure 6.15.2.1-2: Procedure to Request Coverage Data from a Server
1.	The UE sends an HTTPS Request (e.g. an HTTPS GET) to the server with a indicated by the URI equal to the authorization data obtained in the first procedure or sends an SMS message with the authorization data in the message body using an SMS address received in the first procedure. The HTTPS Request  or SMS message does not need to include any additional data because the authorization data already includes all data needed by the serverincludes the temporary URI (if applicable) and parameters indicating the location of coverage data, an area of coverage data (e.g. a size of a rectangular or circular area), a time period of coverage data, one or more satellite RATs, an applicable serving PLMN. This avoids the UE having to support proprietary server protocols related to the request or any need to standardize such protocols.
2.	The server verifies that the authorization datatemporary ID is valid.
3.	The server returns the requested coverage data to the UE according to the request at step 1. The returned coverage data would need to use an encoding known to both the UE and server. 
Editor's note:	The generation, sharing and configuration of the security information are FFS and requires coordination with SA WG3.
6.15.2.2	Obtaining Coverage Data using NAS
Figure 6.15.2.2-1 shows a NAS procedure for 5GS. A procedure for EPS can be analogous using an Attach or TAU. 


Figure 6.15.2.2-1: Procedure to obtain coverage data using NAS
1.	The UE sends a Registration Request to the serving AMF (e.g. for an initial registration, periodic registration or registration update) and includes a request for provision of coverage data. Additional parameters can be included to indicate applicable location(s), times and satellite RATs.
2.	The serving AMF may verify the UE subscription to receive coverage data and whether the requested location(s) can be supported (e.g. are in a country supported by the AMF).
3.	The AMF returns the coverage data in the Registration Accept. The AMF may obtain the coverage data from pre-configured data in the AMF which may not need any AMF interpretation if coverage data is configured for a limited set of locations and a small set of alternative durations. Alternatively, the AMF could send on the UE request to another server (e.g. using a procedure similar to that in Figure 6.15.2.1-2) and include returned coverage data at step 3, though this would be out of scope of 3GPP.
The procedure shown in Figure 6.15.2.2-1 is identical to the procedure shown in Figure 6.15.2.1-1 except for returning coverage data instead of authorization data. That would allow an RPLMN to support either procedure or both procedures based on a common request/response from/to the UE. For example, a UE could indicate in a NAS Registration Request which procedure(s) the UE supports and then the AMF can attempt to match the UE support. Conflict will arise only when the UE and AMF each support only one procedure that is different from the other. That can be avoided if one of the procedures is defined as a common default.

[bookmark: _Toc104439746]6.15.2.32	Obtaining Coverage Data using an DCAF and NWDAF
Editor's note:	The details of these procedures are FFS.
This procedure is an alternative to the procedures in clause 6.15X.2.1 and clause 6.15.2.2 and is more focused on PLMN provision of coverage data without impacting NASrather than provision by a third party like a satellite operator.
Since Rel-17, the DCAF functionality which is part of the AF was introduced to enable the NWDAF to perform data collection from an Application. Given the communication path between NWDAF and the DCAF has been introduced for data collection, it is extend the existing DCAF/AF functionality and architecture as defined in TS 26.531 [9] to expose network data analytics related to the UE to assist the UE's determination for coverage information.
Editor's note:	The feasibility of this clause needs further discussion and to be checked with eNA_Ph3 and SA WG4.
The following assumptions are made:
-	The UE can Subscribe/Request to NWDAF via DCAF to request the information from 5GC (e.g. the Analytics result from the NWDAF).
-	The communication services and functional architecture between UE and DCAF is in the scope of SA4 and shall be compatible with the existing architecture defined in TS 26.531 [9].
A user plane data collection from UE application client is in clause 6.2.8 of TS 23.288 [10] in Rel-17. A UE Application is configured the address of DCAF by the Application server. The UE establishes a connection to the DCAF over user plane via a PDU session. The DCAF communicates with the UE and collects data from the UE Application to NWDAF.
Editor's Note:	It is FFS how the Application server determines the address.
The same procedure for user plane connection between the UE and DCAF (R2 interface in TS 26.531 [9]) is proposed to be used by the UE to request data exposure from NWDAF.
The following information can be exposed to the UE via the support of the DCAF based on network consent acquired by UE:
-	Satellite ephemeris from any satellite operators the UE may be able to access.
-	Other RAT information the UE may be able to access.
Editor's note:	How to extend the interaction between UE and DCAF as defined in TS 26.531 [9] to enable UE to subscribe/request information to/from 5GC NF (e.g. NWDAF) via DCAF is in SA WG4 scope.
The SLA between the operator and an External Provider of the related information to NWDAF further include the Supported Analytics ID list.
The Supported Analytics ID indicates the Analytics outputs that allowed by the operator to expose to the UE. The Supported Analytics ID list will be stored in DCAF.
The External Provider will provision the Supported Analytics IDs to UE with means out of scope of 3GPP.
The UE requested data exposure procedure is described in Figure 6.15.2.32-1.


Figure 6.15.2.32-1: UE requested data exposure procedure
1.	The UEs Direct Data Collection Client to send the Analytics Request to DCAF via signalling defined in TS 26.531 [9]. The DCAF address is provided to UE using a PCO when the UE establishes the PDU session to access DCAF. The requested Analytics ID(s) are included in the signalling to DCAF.
	DCAF can retrieve the UE IP address from the source IP address of the received packet.
2.	UE ID retrieval procedure is described in clause 6.15.2.32.
3.	DCAF discovers the NWDAF that supports the Analytics ID received in step 1.
	For DCAF in trusted domain, DCAF sends Nnrf_nwdafdiscovery _request to NRF to discovery the NWDAF. The request message shall include the Analytics ID and the S-NSSAI.
	For DCAF in untrusted domain, DCAF sends Nnef_EventExposure_subscribe with AF specific Identifier to NEF. NEF determines the S-NSSAI for the AF specific and sends Nnrf_nwdafdiscovery _request to NRF to discovery the NWDAF. The request message shall include the Analytics ID and the S-NSSAI
4.	NRF sends the Nnrf_nwdafdiscovery_response with the discovered NWDAF identity.
5.	DCAF subscribes to NWDAF for the analytics request with UE Identity and Analytics ID(s). Step 5a is for DCAF in trusted domain and step 5b is for DCAF in untrusted domain.
	Before step 5b, the AF asks the NEF for authorization information to check if the UE is allowed to obtain analytics ID from the network. The NEF determines the authorization information for the UE based on local policy and the UE subscription data from the UDM about whether the UE has subscribed to the service that obtaining some specific analytics ID from network. Then the NEF sends the authorization information to the AF.
6.	If NWDAF does not have available analytics result for the requested analytics ID, the NWDAF will trigger the analytics procedures for the analytics ID(s). NWDAF performs user consent check to UDM to determine if the analytics procedure is allowed or not.
7.	Analytics procedure is performed as described in TS 23.288 [10]. NWDAF may combine data it received from various sources e.g. OAM, external satellite providers etc in order to determine the analytics results.
8.	NWDAF sends analytics result to DCAF. Step 8a is for DCAF in trusted domain and step 8b is for DCAF in untrusted domain.
NOTE:	The security aspects of exposure of network data must be evaluated by SA3.
9.	DCAF sends the analytics result to UE application client via application layer signalling.
10-11.	If a Subscribe/Notify service operation is invoked in step 5, the NWDAF may further notify the analytics to UE e.g. periodically). NWDAF notifies the analytics result to DCAF. Step 11a is for DCAF in trusted domain and step 11b is for DCAF in untrusted domain.
12.	DCAF exposes the requested analytics to UE application client.
For DCAF in trusted domain, since the supported pairs of S-NSSAI+DNN for the PDU session established for UE to DCAF are configured in the DCAF, DCAF may also retrieve the S-NSSAI+DNN for the PDU sessions that used by the UE sent the Analytics request. DCAF provides the UE IP address and the S-NSSAI to request UE ID from BSF as described in Figure 6.15.2.32-2.


Figure 6.15.2.32-2: UE ID Retrieval by DCAF in trusted domain
1.	DCAF sends the Nbsf_Management_Discovery request to BSF with UE IP address, DNN and S-NSSAI to retrieve the session binding information of the UE.
2.	BSF provides SUPI to DCAF via Nbsf_Management_Discovery response message.
For DCAF in untrusted domain, the supported pairs of S-NSSAI+DNN are configured in NEF. DCAF provides UE IP address to NEF and NEF retrieves the UE ID from BSF by reusing the procedure as described in clause 4.15.10 of TS 23.502 [3]. Figure 6.15.2.2-3 is the UE ID Retrieval procedure by DCAF in untrusted domain.


Figure 6.15.2.2-3: UE ID Retrieval by DCAF in untrusted domain
1.	DCAF requests to retrieve UE ID via the Nnef_UEID_Get service operation. The request message shall include UE address and AF Identifier.
NOTE:	The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this Release.
2.	The NEF authorizes the DCAF request.
3-4.	The NEF may use the Nbsf_Management_Discovery service operation with UE address to retrieve the session binding information of the UE. BSF provides the SUPI / GPSI, S-NSSAI and DNN to NEF.
	NEF stores the SUPI / GPSI, S-NSSAI and DNN for the UE address.
5-6.	NEF interacts with UDM to retrieve the AF specific Identifier from UDM and further responds to DCAF.
[bookmark: _Toc104439747]6.15.3	Impacts on existing nodes and functionalities
[bookmark: _Toc104439748]6.15.3.1	Obtaining Coverage Data using an HTTPS or SMS Query to a Server
UE:
-	Request and obtain authorization data (and an SMS address)a URI and temporary ID from an AMF or MME using NAS.
-	Request and obtain coverage data from a server using HTTPS or SMS.
AMF/MME:
-	Verify a UE subscription to receive coverage data and provide and record authorization data (and an SMS address)a URI to for a server and temporary ID to the UE using NAS.
Server:
-	Receive a request for coverage data from a UE using HTTPS or SMS, verify and record the authorization datatemporary UE ID and provide coverage data.
[bookmark: _Toc104439749]6.15.3.2	Obtaining Coverage Data using NAS
UE:
-	Request and obtain coverage data from an AMF or MME using NAS.
AMF/MME:
-	Verify a UE subscription to receive coverage data and provide coverage data to the UE using NAS.
-	Support pre-configuration of coverage data or access to coverage data on another server.
6.15.2.32	Obtaining Coverage Data using an DCAF and NWDAF
DCAF:
-	Receives analytics request from UE via HTTP signalling to be defined in TS 26.531 [9].
-	Discovers NWDAF for the received analytics request from UE.
-	Sends analytics request to NWDAF.
-	Receives analytics response from NWDAF.
-	Sends the received analytics result to UE with signalling to be defined in TS 26.531 [9].
-	Checks with NEF about authorization information for the UE if it is allowed to obtain analytics ID from the network.
NEF:
-	Checks about authorization information for the UE based on local policy, the UE subscription data about whether the UE has subscribed to the service that obtaining some specific analytics ID from network.
NWDAF:
-	Support coverage data encoded as a binary coverage map.
-	Provide coverage data in response to a request from a DCAF.
UE:
-	Send an analytics request to a DCAF for coverage data and receive coverage data in a response.
-	Support coverage data encoded as a binary coverage map.
[bookmark: _Toc104439750]6.15.4	Solution evaluation
Editor's note:	This clause captures how each solution solves KIs and what other properties it may have.
A coverage map as defined in clause 6.15.1 has several advantages compared to provision of satellite orbital data using a SIB (e.g. as in SIB32 in TS 36.331 in Release 17 [aa]).
-	A UE is not required to perform any complex satellite orbital calculations to determine expected coverage and can just lookup its current location and time in a coverage data map to see whether there is coverage.
-	The coverage data can be prepared in advance (e.g. by a satellite operator) with complete and accurate knowledge of satellite orbital data and radio cell planning and can thus be more accurate and reliable than coverage data inferred by a UE from satellite orbital parameters.
-	The coverage data can be provided for an arbitrary period – e.g. for 24 hours or 1 week or more.
-	The coverage data can be provided for multiple satellite RATs.
-	The coverage data can be more complete. For example, SIB32 in TS 36.331 [aa] can only include ephemeris data for 4 satellites.  It is possible that a UE near to a boundary of a radio cell might receive coverage from satellites not included in the SIB32 or that a satellite included in the SIB32 that should be visible to a UE does not provide coverage due to restrictions on PLMN, country and/or time of day support or because radio cells are not configured for the entire area of visibility of the satellite.
The procedure in clause 6.15.2.1 for obtaining Coverage Data using an HTTPS or SMS Query to a Server has the following benefits:
-	Allows use of a server from a satellite operator which avoids impacts to PLMNs for determining and providing coverage data to UEs.
-	Supports charging for coverage data and secure transfer of coverage data.
-	Supports UEs with and without an IP protocol stack.
The procedure in clause 6.15.2.2 for obtaining Coverage Data using NAS has the following benefits:
-	Has reduced signalling impact due to being an extension of existing Registration, Attach and TAU procedures.
-	Supports charging for coverage data and secure transfer of coverage data.
The procedure in clause 6.15.2.3 for obtaining Coverage Data using an DCAF and NWDAF has the following benefits:
-	Enables reuse of parts of NWDAF and DCAF architecture and functionality for data collection.
-	Can be reused to enable a UE to request and obtain other types of data analytics from a DCAF and NWDAF.
-	Supports charging for coverage data and secure transfer of coverage data.

*** End of Changes ***
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solution 


#15 


for


 


providing coverage data


 


to a UE


.


 


1. 


Introduction


 


Solution #15 is revised to 


enable 


the following improvements:


 


 


-


 


Support of coverage data 


retrieval from an external server using SMS instead of HTTPS (e.g. for an IoT UE 


without an IP protocol stack)


;


 


 


-


 


Support of coverage data retrieval from an external server without requiring a UE to know details of the type 


of request supported by the ser


ver


;


 


 


-


 


Supp


o


rt of coverage data retrieval using NAS as a


n 


alternative solution


;


 


 


-


 


Ability to compress coverage maps when coverage is very sparse or very available and adjust the 


precision/accuracy of the coverage indications


.
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