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Abstract: This contribution introduces a solution update of NWDAF guiding URSP rules generation
1. Discussion
In this paper, some of the ENs will be solved. 
For generation of URSP rules experience, option 1 is the UE collects the URSP rules enforcement as network indicates, and UE reports the result of URSP rules enforcement to PCF via UL NAS messages. And the NWDAF collects the data of URSP rules enforcement from PCF for the analytic of URSP rules experience. 

Option 2 is the NWDAF collects the QoS related data from SMF, for example, the S-NSSAI, DNN, SSC mode and etc. These parameters are referred to the RSC in URSP rules under certain Traffic descriptor.
And the URSP rules enforcement depends on the conclusion in eUEPO. 

Due to in this paper, the NWDAF provides the overall performance analytic of Traffic Descriptor, so the output of NWDAF is the performance combination when UE uses the certain RSD, for example, the DNN, S-NSSAI. This performance is different from the single RSC performance. This needs a new definition of analytic in NWDAF.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-81.
* * * * First change * * * *

6.48
Solution #48: PCF/UE re-evaluates the URSP rules according to NWDAF's analytics

6.48.1
Impacts of NWDAF analytics towards URSP rules

In URSP rules, the UE maps the application traffic to a PDU sessions according to Traffic Descriptor and RSD. In a specific Traffic Descriptor, for example the IP descriptor or DNN and etc, which of the RSDs will be selected depends on the RSD precedence and UE implementation.

But now, how to generate or re-evaluate the URSP rules for UE depends on the PCF internal mechanisms. Also, even if UE receives the URSP rules from PCF, the real enforcement of URSP rules is unknown to 5GC.

The analytic from NWDAF has influence on URSP rules, as described in following:

-
The DNN selection. For Analytic ID = DN performance, the NWDAF provides DN Performance Analytics which provides analytics for user plane performance (i.e. average/maximum traffic rate, average/maximum packet delay, average packet loss rate) in the form of statistics or predictions to a service consumer. And for a specific Traffic Descriptor (for example, the Application server IP address), the PCF can determine a better DNN.

-
The slice selection. For Analytics ID = "Load level information", the NWDAF provides slice load level information to a consumer NF on a Network Slice level or a Network Slice instance level or both. For a specific Traffic Descriptor, the PCF can determine a better slice based on the slice load level analytics provided by the NWDAF.

-
The access type selection. For Analytics ID = "WLAN performance" and "Service Experience", the NWDAF provides Observed Service Experience that including the 3GPP Access performance and the WLAN performance. According to these analytics, the PCF can decide the better access technology and provide the better access type in RSD for a specific Traffic Descriptor.

-
High frequency used RSDs. For a specific Traffic Descriptor, the NWDAF can provide the statistic and prediction of high frequency used of RSDs. Also, the NWDAF can provide the high frequency used of DNN, S-NSSAI, Access type and etc.

-
Modification of Route Selection Validation Criteria in RSD. If some of the RSD has worse performance under certain UE location or time range, the Route Selection Validation Criteria should be modified.

With the help of analytic or prediction from NWDAF, the PCF can update the URSP rules to UE, for example, the access type, DNN selection or slice selection.

Also, the NWDAF can provide the URSP rules experience to PCF. For example, the PCF distributes the URSP rules (TD = FQDN = 'ABC.com', RSD 1 = SSC mode 3, DNN2) to several of UEs. But the PCF needs to check the RSD enforcement frequency and application service experience after using the RSD. The NWDAF can provide the RSD frequency and the application performance after using the RSD. This may guide the PCF to re-evaluate the URSP rules, for example, some of the low precedence URSP rules are frequently used and has high performance.

6.48.2
PCF updates or generates URSP rules according to NWDAF's analytics

According to the analytics from NWDAF, the PCF updates or generates the URSP rules. The update or generation of URSP rules will take the action are defined below into account:

-
Updates the RSD precedence in Traffic Descriptor, for example, the Non-3GPP Access in RSD 2 has better performance than 3GPP Access in RSD 1, so the RSD 2 should have a higher precedence.

-
Updates the elements in RSDs, for example changes the access type, DNN selection and slice selection. The PCF can also add more elements in RSDs, or remove the existing parameters in RSDs.

-
Delivery new URSP rules to UE according to NWDAF's analytics.

-
Changes the Route Selection Validation Criteria. For example, according to the analytic, some of the RSD can't be used at certain UE location or time range, because the performance of DN and S-NSSAI are worse.

6.48.3
Extensions of Analytic ID = "Service Experience"

In the RSD of URSP rules, both the 3GPP access, non-3GPP access and multi-Access are available for access type of PDU session. There is no performance of Access type of PDU session in Observed Service Experience. So, it is reasonable to extend the Analytic ID = "Service Experience" to add more analytics to help to re-evaluate the URSP rules.

In Table 6.48.3-1 and Table 6.48.3-2, extended analytics are listed to extend the Analytic ID = "Service Experience".

The Observed Service Experience are extended to add an Access Type of PDU session to list the service experience in different access type of PDU session when UE's PDU session is 3GPP access, non-3GPP accessor multi-Access.

When PCF subscribes the extended Analytic ID = "Service Experience", it can receive the performance in 3GPP access, non-3GPP access type and multi-Access type, and PCF can re-evaluate the access type of PDU session in URSP rules for UE.

Table 6.48.3-1: Enhanced Service Experience statistics

	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	Application service experiences (0..max)
	List of observed service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, etc) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN (NOTE 4)
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> RAT Type

(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Access Type of PDU session
	Indicates the Access Type of a PDU Session for the matching Application service traffic.

	> Frequency

(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	NOTE 1:
This information element is an Analytics subset that can be used in "list of analytics subsets that are requested.

NOTE 2:
The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.

NOTE 3:
The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.

NOTE 4:
If the consumer NF is an AF, the item "DNN" and "UPF info" shall not be included, and the NEF is responsible for translation of SUPI to GPSI, internal group identifiers to external ones, and UE location to geographical area, by querying UDM, prior to contacting the AF.

NOTE 5:
When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.

NOTE 6:
The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.

NOTE 7:
When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.


Table 6.48.3-2: Enhanced Service Experience predictions

	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	Application service experiences (0..max)
	List of predicted service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, etc) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN (NOTE 4)
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	> RAT Type

(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Access Type of PDU session
	Indicates the Access Type of a PDU Session for the matching Application service traffic.

	> Frequency

(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	NOTE 1:
This information element is an Analytics subset that can be used in "list of analytics subsets that are requested".

NOTE 2:
The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.

NOTE 3:
The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.

NOTE 4:
If the consumer NF is an AF, the item "DNN" and "UPF info" shall not be included, and the NEF is responsible for translation of SUPI to GPSI, internal group identifiers to external ones, and UE location to geographical area, by querying UDM, prior to contacting the AF.

NOTE 5:
When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.

NOTE 6:
The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.

NOTE 7:
When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.


The NWDAF provides the statistic or prediction of service experience information for each Application under different access type of PDU session, for example, the 3GPP Access, non-3GPP Access or multi-Access.

6.48.4
Newly introduce Analytic ID = "URSP rules experience"

6.48.4.1
General

This clause specifies how NWDAF can provide URSP rules experience (i.e. in a certain Traffic descriptor the frequency of the RSD enforcement, the application performance after using the RSD, or the performance of each route selection component related) analytics, in the form of statistics or predictions, to a service consumer (for example, the PCF).

The NWDAF collects the QoS related data from SMF, for example, the S-NSSAI, DNN, SSC mode and etc. These parameters are referred to the RSC in URSP rules under certain Traffic descriptor. 
The URSP rules experience analytics may provide one or more of the following outputs:

-
RSD enforcement frequency in a certain Traffic Descriptor, URSP rules.

-
Application service experience when using certain RSDs in the Traffic Descriptor.

-
Performance of the route selection component in certain Traffic Descriptor, URSP rules.

The service consumer may be PCF. 
The consumer of these analytics shall indicate in the request or subscription:

-
Analytics ID = "URSP rules experience".

-
Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE".

-
Analytics Filter Information, including the details of Traffic descriptor, for example, the Application descriptors or Domain descriptors.

-
optionally, maximum number of objects and maximum number of SUPIs.
-
optionally, preferred level of accuracy of the analytics;

-
optionally, a list of analytics subsets that are requested (see clause 6.48.4-2)

-
optionally, preferred level of accuracy per analytics subset;

-
An Analytics target period that indicates the time window for which the statistics or predictions are requested;

-
In a subscription, the Notification Correlation Id and the Notification Target Address;
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the application service experience when using certain Traffic descriptor and RSD. Also, NWDAF collects the results of URSP rules enforcement from PCF. 
6.48.4.2
Input Data
The service data and performance data collected from the AF (including the service data collected from the UE through the AF), the network data from other 5GC NFs.

Table 6.48.4.2-1: Input related to the URSP rules experience

	Information
	Source
	Description

	Application descriptors
	PCF
	It consists of OSId and OSAppId(s).

	IP descriptors


	PCF
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).

	Domain descriptors
	PCF
	FQDN(s) or a regular expression which are used as a domain name matching criteria.

	Non-IP descriptors


	PCF
	Descriptor(s) for destination information of non-IP traffic

	DNN
	PCF
	This is matched against the DNN information provided by the application.

	Connection Capabilities
	PCF
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. 

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.
This performance data is associated with the certain PDU session that the application traffic applied with assistance of certain Traffic descriptor and RSD. 

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	PDU Session type
	SMF
	Type of the PDU Session.

	SSC Mode
	SMF
	SSC Mode selected for the PDU Session.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	Access Type
	SMF
	The Access type of UE.

	NOTE:
The definition of information are referred to Table 6.6.2.1-2 in TS 23.503 [4].


NOTE: The Table 6.48.4.2-1 lists the main Input related to the URSP rules experience. Some other input from AF or other 5GC elements can be referred to the Observed Service Experience defined in TS 23.288[x], from Table 6.4.2-1 to Table 6.4.2-2, to collect information.
6.48.4.3
Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3 of TS 23.288[x] are used to expose the analytics.

-
URSP rules experience statistics information is defined in Table 6.48.4.3-1.

-
URSP rules experience predictions information is defined in Table 6.48.4.3-2.
The output of Analytic ID = "URSP rules experience" are listed below:

Table 6.48.4-3-1: URSP rules experience statistics

	Information
	Description

	Traffic descriptor (1…n)
	List of the Traffic Descriptor in UE as defined in clause 6.6.2 of TS 23.503 [4]

	> Application descriptors
	It consists of OSId and OSAppId(s).

	> IP descriptors
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).

	> Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6).

	> Non-IP descriptors
	Descriptor(s) for destination information of non-IP traffic

	> DNN
	This is matched against the DNN information provided by the application.

	> Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities.

	>> Route Selection Descriptor (1…n)
	List of the RSDs contained in each Traffic Descriptor, that are used by single UE or several of UEs

	>>> DNN
	Indicates the Data network name

	>>> Access type
	Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.

	>>> Network slice
	A single value of S-NSSAI(s) to indicate the slice.

	>>> SSC Mode
	One single value of SSC mode.

	>>> PDU Session Type Selection
	One single value of PDU Session Type

	>> Application service experience
	Indicating the application service experience when UE using certain RSD over the Analytics target period.

	>>> Service experience of Route selection components
	Indicating the service experience in certain RSC, e.g.: DNN, S-NSSAI, SSC mode and etc.


Table 6.48.4.3-2: URSP rules experience Prediction

	Information
	Description

	Traffic descriptor (1…n)
	List of the Traffic Descriptor in UE as defined in clause 6.6.2 of TS 23.503 [4]

	> Application descriptors
	It consists of OSId and OSAppId(s).

	> IP descriptors
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).

	> Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6).

	> Non-IP descriptors
	Descriptor(s) for destination information of non-IP traffic

	> DNN
	This is matched against the DNN information provided by the application.

	> Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities.

	> Confidence
	Confidence of this prediction.

	>> Route Selection Descriptor (1…n)
	List of the RSDs contained in each Traffic Descriptor, that are used by single UE or several of UEs

	>>> DNN
	Indicates the Data network name

	>>> Access type
	Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.

	>>> Network slice
	A single value of S-NSSAI(s) to indicate the slice.

	>>> SSC Mode
	One single value of SSC mode.

	>>> PDU Session Type Selection
	One single value of PDU Session Type

	>> Application service experience
	Indicating the combined application service experience when UE using certain RSD over the Analytics target period.

	>>> Service experience of Route selection components
	Indicating the service experience in certain RSC, e.g.: DNN, S-NSSAI, SSC mode and etc.


The analytic of URSP rules experience provides the combined performance, for example, the application service experience, of certain RSDs in a Traffic descriptor. Also, the NWDAF provides the performance under single Route Selection Component, for example, the DNN performance or Slice performance. 
The performance of certain Route Selection Descriptor in URSP rules experience statistic/prediction, can also be the performance of multiple combination of RSCs for a Traffic Descriptor. 

6.48.5
Procedures for URSP rules re-evaluation in PCF and UE
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Figure 6.48.5-1: URSP rule re-evaluation for PCF according to NWDAF's analytics

1.
The PCF sends an Analytics request/subscribe (Analytics ID, Target of Analytics Reporting = single UE, group of UEs or any UE, Analytics Reporting Information=Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe. The analytics can be requested with the filter information.


The PCF subscribes the following Analytics ID for URSP rules re-evaluating:

-
Subscribes Analytics ID = "Service Experience" to receive the both 3GPP access and non-3GPP access performance. Compare the performance in each access type and determine the access type in URSP rules. Also, by setting analytics filter as Traffic Descriptor (for example, the DNN, FQDN, IP descriptor and etc), the PCF subscribes the Analytics ID = "Service Experience" to receive the statistic or prediction of RSD under this TD, for example, the frequency of used RSD, or RSD performance.

-
Subscribes Analytic ID = DN performance to receive the DN Performance Analytics to decide the DNN selection in URSP rules.

-
Subscribes Analytics ID = "Load level information" to receive the slice load level information to determine the network slice selection in URSP rules.

-
Subscribes Analytics ID = "WLAN performance" to receive the WLAN performance to determine the access type in URSP rules.

-
Subscribes Analytics ID = "URSP rules experience" to receive RSD enforcement frequency in a certain Traffic Descriptor, URSP rules; Or to receive the application service experience when using certain RSDs in the Traffic Descriptor; Or to receive the performance of the route selection component in certain Traffic Descriptor, URSP rules.



2.
The NWDAF collects the performance data as Table 6.48.4.2-1 indicated from SMF or AF via Nsmf_EventExposure_Subscribe/ Nnef_EventExposure_Subscribe. And the SMF or AF notifies the performance data of PDU session that the application traffic matched to the NWDAF via Nsmf_EventExposure_Notify/Nnef_EventExposure_Notify.
3.
The NWDAF derives the analytic.

4.
The NWDAF provides the data analytics, i.e. the observed Service Experience analytics to the consumer NF (including PCF and UE) by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1, indicating the results below:

-
Slice performance analytics: the NWDAF provides slice load level information to a consumer NF on a Network Slice level or a Network Slice instance level or both, see clause 6.3.3A of TS 23.288 [5] for detailed outputs. For a specific Traffic Descriptor, the NWDAF can provide a better slice which has lower slice load in RSD of this Traffic Descriptor.

-
DN performance analytics: the NWDAF provides DN Performance Analytics which provides analytics for user plane performance (i.e. average/maximum traffic rate, average/maximum packet delay, average packet loss rate) in the form of statistics or predictions to a service consumer, see clause 6.14.3 of TS 23.288 [5] for detailed outputs. And for a specific Application server IP address (can be the Traffic Descriptor), the PCF can decide a better DNN with better performance.

-
WLAN performance analytics: the NWDAF provides WLAN performance analytics to PCF, including the RSSI, RTT, UL/DL data rate of specific SSID. The PCF can decide the access type by comparing the performance between RAT access and WLAN.

-
Enhanced Observed Service Experience analytics: the NWDAF provides enhanced Observed Service Experience that including the 3GPP Access performance, the non-3GPP performance and the multi-Access performance, see clause 6.48.3 of this paper for detailed outputs. According to these analytics, the PCF can decide the better access type (3GPP access or non-3GPP access) in RSD of PDU session for a specific Traffic Descriptor.

-
URSP rules experience: For a specific Traffic descriptor, the NWDAF also provides the statistic or prediction of RSD or RSD parameters. For a certain Traffic descriptor, the NWDAF provides the URSP rules enforcement frequency and the application service experience corresponding to the RSD. The PCF can decide to generate or update the URSP rules.

5.
The PCF generates or updates the URSP rules for single UE, a group of UEs or several UEs. According to the performance and URSP rules enforcement information provided by NWDAF, the action of URSP rules re-evaluation are listed below:

-
Updates the RSD precedence in Traffic Descriptor, for example, the Non-3GPP Access in RSD 2 has better performance than 3GPP Access in RSD 1, so the RSD 2 should have a higher precedence.

-
Updates the elements in RSDs, for example changes the access type, DNN selection and slice selection. The PCF can also add more elements in RSDs, or remove the existing parameters in RSDs.

-
Delivery new URSP rules to UE according to NWDAF's analytics.

-
Changes the Route Selection Validation Criteria. For example, according to the analytic, some of the RSD can't be used at certain UE location or time range, because the performance of DN and S-NSSAI are worse.

6.48.6
Impacts on services, entities and interfaces

NWDAF:
-
Update Extensions of Analytic ID = "Service Experience" by adding access type of PDU session.

-
Introduce new Analytic ID that to provide URSP rules enforcement statistic or prediction under a specific Traffic Descriptor in Analytic ID = "URSP rules experience".

PCF:
-
PCF re-evaluates URSP rules according to NWDAF's analytics.
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