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1. Introduction/Discussion
[bookmark: OLE_LINK21][bookmark: OLE_LINK22]There are several Editor’s notes in Solution #5, this contribution proposes to resolve these Editor’s notes as below.
Editor’s note #1:
[bookmark: OLE_LINK38]Editor's note:	Impacts on 5GC Signaling load of SMF having to report when a new IP/MAC address is allocated/detected/released are FFS especially for the MAC case.
[bookmark: OLE_LINK80][bookmark: OLE_LINK81]When a new IP/MAC address is allocated/detected or an existing IP/MAC address is released at an SMF, the signaling load is under implementation control. However, compared with the IP address case, the signaling load for the MAC address will be more than the load for the IP address case since the MAC address needs to learn at UPF and report to GSMF through SMF but the IP address is directly allocated/detected.
Editor’s note #2:
[bookmark: OLE_LINK23]Editor's note:	Impacts on UPF traffic handling performances of UPF having to query for routing instructions are FFS.
[bookmark: OLE_LINK47]The EN can be simply removed since the impact has been described in clause 6.5.4 as follows.
UPF(s):
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]-	When UPF detects a destination UE address it does not know, the UPF reports this unknown destination UE address to the SMF and needs to buffer the corresponding traffic:
-	this may entail avoiding sending a new notification while the UPF is waiting to receive the answer to its previous notification.
-	When the UPF receives a response about a destination UE address it does not know, the UPF needs to retrieve the corresponding traffic and to send it.
The above-highlighted description states that there are no other impacts except that buffered traffic will be generated while the UPF is waiting for the SMF to query and respond.
Editor’s note #3:
[bookmark: OLE_LINK24]Editor's note:	It is FFS how all the SMF(s) select the GSMF and determine the same GSMF.
[bookmark: OLE_LINK16][bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK6]In order to solve the EN, it is proposed that the discovery of GSMF is supported either by network configuration in the SMF(s) that the same GSMF is always selected for a certain 5G VN group, or via the NRF. The proposal is similar to the handling of the same SMF discovery by the UPF(s), as described in clause 5.29.3 of TS 23.501 "PDU Session management".
NOTE 1:	The network is configured so that the same SMF is always selected for a certain 5G VN group, e.g. only one SMF registers on the NRF with the DNN/S-NSSAI used for a given 5G VN group.
[bookmark: OLE_LINK49]Editor’s note #4:
[bookmark: OLE_LINK25]Editor's note:	GSMF awareness of all UE addresses for Ethernet PDU Sessions needs to be further clarified as it is not sufficient to notify GSMF at PDU Session Establishment.
[bookmark: OLE_LINK12]GSMF's awareness of all UE addresses of an Ethernet PDU session occurs not only when the PDU session is established, but also when the SMF detected an unknown destination UE address is triggered. Therefore, it is proposed to add the above condition which may trigger GSMF awareness of the UE address in Figure 6.5.3.1-1.
Editor’s note #5:
[bookmark: OLE_LINK26]Editor's note:	When the GSMF sends 5G VN management instruction to SMFs to Create N19 tunnels, it is FFS how the SMF(s) know which traffic should go via which N19 link.
[bookmark: OLE_LINK17]As described in step 13 of clause 6.5.3.3, the GSMF decides to set up the N19 tunnel between the UPFs, the GSMF determines the UPF topology, hence, the GSMF decides which traffic should go on which N19 link. It is proposed that the SMF(s) interact with the GSMF to retrieve the 5G VN management instructions/strategy including which traffic should go on which N19 link.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-74 V0.3.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104786618]6.5	Solution #5: Multiple SMFs involved 5G VN group communication
[bookmark: _Toc104786619]6.5.1	Introduction
This solution is for Key Issue #4 on enhancements of 5G VN group communication.
[bookmark: _Toc104786620]6.5.2	Functional Description
The main idea of this solution is as below:
-	Each SMF serving the same 5G VN group reports/registers its identifier and the 5G VN group identifier to the Group Session Management Function. Thus, the Group Session Management Function has the knowledge of all the SMF serving the 5G VN group. The Group Session Management Function may also receive the N19 tunnel information and UE address information from the SMF and can provide the information to other SMFs in the 5G VN group when the N19 tunnel is established. The correspondence of SMF supporting 5G VN group can also be configured by a network administrator to GSMF.
-	Each SMF can be aware of other SMFs via the Group Session Management Function as following:
-	A SMF subscribes to the Group Session Management Function for the 5G VN group change events (e.g. when another new SMF starts to serve the same 5G VN group or another SMF stops to serve the 5G VN group). When the 5G VN group change events occurs, the Group Session Management Function sends a notification including the changed SMF's identifier information to the subscribed SMF; or
-	A SMF can query the SMF information of other group member (which have established the PDU session of the same VN group) from the Group Session Management Function with including corresponding DNN,S-NSSAI or 5G VN group identifier .
-	The SMF requests a session with another SMF and these two SMFs can establish the N19 tunnels between UPFs and configure the UPFs via the session. When the SMF detects, allocates or releases an address of the UE within the 5G VN group, the SMF sends create/update/release requests to the other SMF via the session to update the configuration on the UPF.
-	When a new IP/MAC address is allocated/detected by an SMF for an UPF, the SMF notifies all other SMFs with N19 tunnel information of the UPF and the new IP/MAC address. Alternatively, the SMF registers or updates GSMF with the N19 tunnel information, active UE addresses for the corresponding UPF, the GSMF can notify this to the subscribed SMFs or allow other SMFs to query later.
-	When a IP/MAC address is released at a SMF, the SMF notifies all other SMFs with N19 tunnel information of the UPF and the old IP/MAC address. Alternatively, the SMF informs the GSMF to remove the N19 tunnel information, released UE addresses for the corresponding UPF, and the GSMF can notify this to the subscribed SMFs.
Editor's note:	Impacts on 5GC Signaling load of SMF having to report when a new IP/MAC address is allocated/detected/released are FFS especially for the MAC case
NOTE 1:	When a new IP/MAC address is allocated/detected for a PDU Session or an existing IP/MAC address is released/detected as no more used for a PDU Session, the SMF notifies, directly or indirectly all other SMFs dealing with the same 5G VN group, compared with the IP address case, the signaling load for the MAC address will be more than the load for the IP address case since devices (thus MAC addresses) may be moved between PDU Sessions.
-	When UPF detects a destination UE address it does not know, the UPF reports this unknown destination UE address to the SMF. SMF shall register or update GSMF with the destination UE address and N19 tunnel information, GSMF will store all the UE addresses for the corresponding UPF information. If this unknown destination UE address is served by other UPFs of this SMF, the SMF can locally obtain the N19 tunnel information of the UPF controlled by this SMF. If the SMF determines that this unknown destination UE address is not served by it, then the SMF can query or subscribe the GSMF to obtain the target SMF serving this destination UE address and contact the target SMF to obtain the N19 tunnel information of the UPF serving the destination UE address. Alternatively, the GSMF can collect all the N19 tunnel information, active UE addresses for each involved UPF, so this SMF can query or subscribe the GSMF to obtain the N19 tunnel information of the UPF serving the destination UE address.
Editor's note:	Impacts on UPF traffic handling performances of UPF having to query for routing instructions are FFS
The main idea of the UPF topology management is as below:
-	Each SMF serving the same 5G VN group also reports/registers the selected UPF identifiers which are also serving the same 5G VN group to the Group Session Management Function. Besides, when the SMF detects a UPF involved or released from serving the 5G VN group, the SMF sends update/reports to the Group Session Management Function. Thus, the Group Session Management Function has the knowledge of all the SMF and the corresponding UPFs serving the same 5G VN group.
-	The Group Session Management Function can determines the UPF topology based on the reported/registered information from each SMF, it is up to GMSF GSMF to choose which topology (e.g. star, ring, tree, etc) to use based on network deployment or policy. And also, based on different UPF topology, GSMF can send the 5G VN management instruction to the relevant SMFs to manage the 5G VN group according to the proper UPF topology. The management information may contains the instructions for the N19 tunnels establishment between UPFs within one SMF or cross-SMFs.
NOTE 21:	It is assumed that the SMF mentioned above can be aware of multiple SMFs are / need to be involved in certain 5G VN group communication.. Once the SMF noticed that the 5G VN group can be served by single SMF, it will control the N19 tunnel establishment as Rel-16.
-	Each SMF can be aware of the UPF topology management information via the Group Session Management Function as following:
-	Each SMF subscribes to the Group Session Management Function for the 5G VN group management events (e.g. Cross SMF N19 tunnel set up or release indication.). When the 5G VN group management events occurs, the Group Session Management Function sends a notification including the changed information to the subscribed SMF; or
-	A SMF can query the SMF information of other group member from the Group Session Management Function.
-	The SMF requests a session with another SMF and these two SMFs can establish the N19 tunnels between UPFs and configure the UPFs via the session as described in clause 6.5.3.2.
Figure 6.5.2-1 depicts the architecture for the solution.


Figure 6.5.2-1: Architecture for multiple SMFs involved 5G VN group communication
[bookmark: _Hlk111822021]Editor’s Note: The Group Session Management Function is defined as a new NF or can be a logical function realized by UDM/UDR/NRF.
The GSMF selection function is supported by the SMF and is used to allocate the same GSMF instance for a certain 5G VN group.
There are three different options of GSMF selection as follows:
-	Option #1: GSMF instance address for a certain 5G VN group can be predefined in the related SMFs (i.e. GSMF FQDN or IP addresses). It’s up to operator policy and implementation specific to ensure that the same GSMF is always been selected by SMFs for a certain 5G VN group;
-	Option #2: As same as SMF, GSMF can register to NRF. When a SMF performs GSMF selection by Nnrf_NFDiscovery service request, the NRF provides GSMF information to the consumer such as SMF. The SMF invokes Nnrf_NFDiscovery service operation from NRF to discover GSMF instance; The main idea is as below:
-	When needed, the SMF utilize NRF to select/discover the GSMF instance for a certain 5G VN group. SMF sends NF discovery request message with the corresponding 5G VN group identifier to NRF.
-	In order to discovered the GSMF via NRF, the GSMF instance need to be registered in the NRF by sending a Nnrf_NFManagement_NFRegister containing the GSMF profile. Especially, the DNN and S-NSSAI of the 5G VN group which the GSMF can provide the VN group management service can be included as part of GSMF profile. Furthermore, one SMF can be registered as the default GSMF for 5G VN groups that do not need to specify a specific GSMF to provide the corresponding service.
-	Upon receiving the discovery request message from SMF, the NRF provides the NF profiles of the suitable GSMF(s) to SMF. The NRF will use the DNN and S-NSSAI of 5G VN group to check with each GSMF profile information. If the DNN and S-NSSAI of 5G VN group exist in one GSMF profile, the NRF shall provide that GSMF instance address (i.e. GSMF FQDN or IP addresses) to SMF.
-	It is implementation specific to ensure that one 5G VN group identifier can only be contained in one GSMF profile. In this case, the NRF shall allocated the same GSMF for a certain 5G VN group.
-	Option #3: The GSMF instance information can also be stored in the UDM as a part of subscription data, the SMF in one group can select GSMF by querying the subscription data from UDM. The GSMF information can contain the information about the DNN and S-NSSAI of 5G VN group it serves.
Editor's note:	It is FFS how all the SMF(s) select the GSMF and determine the same GSMF.
[bookmark: OLE_LINK11]The solution assumes the GSMF is aware of the list 
[bookmark: _Toc104786621]6.5.3	Procedures
[bookmark: _Toc104786622][bookmark: _Toc100734460][bookmark: _Toc100733846][bookmark: _Toc100733472]6.5.3.1	Retrieval of peer SMF
Pre-condition/assumption:
	UE1 and UE2 belongs to the same 5G VN group.




Figure 6.5.3.1-1: Multiple SMFs involved 5G VN group communication
[bookmark: OLE_LINK39][bookmark: OLE_LINK40]1a.	The UE1 establishes a PDU session (clause 4.3.2.2.1 of TS 23.502 [3]) for getting access to a 5G VN group. In this figure, the UE1 is served by SMF1 and UPF1..
1b.	A new IP/MAC address is for getting access to a 5G VN group by an SMF for UPF. In this figure, SMF1 detects a new UE address for UPF1, then step 2 shall be skipped.
2. SMF1 decides whether it will discover other SMF(s) which belonging to the same 5G VN group and starts to establish VN session between them. If yes, SMF1 starts to continue the following procedures with GSMF. 
NOTE:  The trigger that SMF decides to find another SMF(s) within the same 5G VN group could be based on the destination address UPF reported (for example, depending on the destination address in step 1b, some packet flows may be forwarded locally, while other packet flows are forwarded via N19 and other packet flows are forwarded to N6 which described in clause 5.8.2.10.0 of TS 23.501[2]), or based on the conclusion of Sol#19 or other similar solutions.
23.	SMF1 reports/registers the 5G VN group identifier (which can be identified by DNN and S-NSSAI) of UE1 and SMF1 identifier to the GSMF (Group Session Management Function). If the address of UE1 is further registered to the GSMF in this step, then this step is performed for every new PDU Session to 5G VN in SMF1.
[bookmark: _Hlk112231247]Editor’s note: The cases when SMF provides UE address to GSMF and when it does not is FFS. 
34.	In order to enable communication among the group members served by different SMFs, the SMF1 may subscribe to the GSMF for the 5G VN group change events (e.g. when another SMF serves the same 5GVN group or another SMF stops to serve the 5GVN group).
45a.	Similar as step 1a. In this figure, the UE2 is served by SMF2 and UPF2.
5b.		Similar as step 1b. In this figure, the UE2 is served by SMF2 and UPF2.
6.	Similar as step 2. 
57.	Similar as step 23.
68.	Similar as step 34.
79.	The SMF1 retrieves other SMF(s) information via the following two alternatives:
7a9a.	Corresponding to step 3, the GSMF sends a notification including the SMF2 identifier information to the subscribed SMF1 that a new SMF (i.e. the SMF2) starts to serve the 5GVN group after the PDU Session of UE2 is successfully established in step 3.
7b9b.	If in step 1 the address of UE is further registered to the GSMF in step 1, the GSMF has the knowledge of all the SMFs serving the 5G VN group and the corresponding list of UE address served by each SMF. When the UPF1 receives a data which the UPF does not have corresponding N4 rule for the target address, the UPF1 may send a notification to the SMF1 in order to request N4 rule relative to N19-based forwarding. The SMF1 queries the serving SMF information of the target UE from the GSMF with the group identifier and target UE address in the request.
	If the SMF1 receives the unknown destination address reporting from UPF and cannot find the target SMF, the SMF1 instructs the UPF to discard the unknown packet or instruct the UPF to forward the unknown packet to N6 (if N6-based forwarding is supported). In case N6 is supported, this requires UPF to report unknown addresses for all destinations available via N6. 
Editor's note:	GSMF awareness of all UE addresses for Ethernet PDU Sessions needs to be further clarified as it is not sufficient to notify GSMF at PDU Session Establishment.

[bookmark: _Toc104786623][bookmark: _Toc100734461][bookmark: _Toc100733847][bookmark: _Toc100733473]6.5.3.2	N19 tunnel management


Figure 6.5.3.2-1: N19 tunnel management
1.	The SMF1 retrieves the SMF2 information as described in clause 6.5.3.1.
2.	Upon the received SMF2 information, the SMF1 determines to establish N19 tunnel between UPF1 controlled by SMF1 and UPF2(s) controlled by SMF2. The SMF1 initiates a N4 Session Establishment/Modification to the UPF1 and the UPF1 provides tunnel information to the SMF1.
NOTE:	Instead of step 1, step 2 can also be triggered by unknown destination address reporting from UPF as described in clause 6.5.3.2.
Editor’s note: The call flow below is to be updated explain IEs and actions for reporting unknown destination address. This is FFS.
The SMF1 manages the N19 tunnel between UPF1 and UPF2(s) controlled by SMF2 via either option #1 or option #2:
Option #1: SMF1 communication with SMF2 directly
3.	If the session with SMF2 is already established, the step 7 is performed. If the session with SMF2 is not established, the SMF1 sends CrossSMFSession_Create Request (5G VN group identifier, SM Context ID at SMF1, UPF1 tunnel information, UE1 IP address served by UPF1) towards the SMF2 to establish a session with SMF2. The SMF2 would reject the CrossSMFSession_Create Request from the SMF1 if the session already exists.
	If there are other UPF(s) controlled by SMF1 also needs to be added into the 5G VN group, e.g. the SMF1 receives the PDU Session establishment request from other UE(s) with the DNN and S-NSSAI related to the same 5G VN group, the SMF1 may also include the SM Context ID(s) of the PDU Session, UPF tunnel information, UE(s) IP address served by UPF(s) in the CrossSMFSession_Create Request.
4.	The SMF2 initiates a N4 Session Modification to the UPF2. During this step:
-	The SMF2 installs N4 rules (e.g. PDRs and FARs related to UE1) on the UPF2.
-	The UPF2 provides tunnel information to the SMF2.
NOTE:	It is assumed that the UPF2 shall allocate only one N19 tunnel information for each 5G VN and all other UPFs serving the same 5G VN share the same N19 tunnel information.
5.	The SMF2 responds to the SMF1 (SM Context ID at SMF2, UPF2 tunnel information, UE2 IP address). Based on the received SMF Context ID, the SMF1 can update the session towards SMF2 if a UE member has been added or removed to/from the group at SMF1 later.
6.	The SMF1 initiates a N4 Session Modification to the UPF1 and installs N4 rules (e.g. PDRs and FARs related to UE2) on the UPF1.
7a.	If another new UE (e.g. UE3) belongs to the same 5G VN group as UE1 is also served by the SMF1 and UPF3 (it can be the same as or different with UPF1). The SMF1 installs N4 rules related to UE1 and UE2 on the UPF3 and receives UPF3 tunnel information from the UPF3. The SMF1 sends CrossSMFSession_Update Request (SM Context ID at SMF2, UPF3 tunnel information, UE3 IP address) towards the SMF2. This step also can be triggered when the SMF1 detects the list of MAC addresses of UE member has changed (e.g. based on MAC address learning at UPF).
7b.	The SMF2 initiates a N4 Session Modification to install N4 rules related to UE3 on the UPF2.
7c.	The SMF2 sends CrossSMFSession_Update Respond to the SMF1.
8.	When the SMF1 no more serves any member of the 5G VN group, the SMF1 releases the session with other SMF (e.g., SMF2). In order to remove N19 tunnels between UPF(s) controlled by SMF 1 and SMF2, the SMF1 releases the N4 rules relative to N19-based forwarding on the UPF(s) served by itself and sends CrossSMFSession_Release Request (SM Context ID at SMF2) towards the SMF2. Upon receiving the request from the SMF1, the SMF2 releases the session with SMF1 and initiates a N4 Session Modification to the UPF2 and delete N4 rules related to UE(s) served by SMF1.
Option #2: SMF1 communication with SMF2 via the GSMF
9.	The SMF1 sends N19 tunnel establishment request (5G VN group identifier, UPF1 tunnel information, UE1 IP address) to the SMF2 via the GSMF. The GSMF stores this information when receive the request from the SMF1 and forward the request to the SMF2.
	If there are other UPF(s) controlled by SMF1 also needs to be added into the 5G VN group, e.g. the SMF1 receives the PDU Session establishment request from other UE(s) with the DNN and S-NSSAI related to the same 5G VN group, the SMF1 may also include the UPF tunnel information, UE(s) IP address served by UPF(s) in the N19 tunnel establishment request.
10.	The SMF2 initiates a N4 Session Modification to each UPF controlled by SMF2 for the same 5G VN group. During this step, taking UPF2 in the figure as an example:
-	The SMF2 installs N4 rules (e.g. PDRs and FARs related to UE1) on the UPF2.
-	The UPF2 provides tunnel information to the SMF2.
11.	The SMF2 sends respond to the SMF1 via the GSMF, the response message includes (list of) UPF tunnel information and corresponding UE IP address(es) served by the UPF.
12.	The SMF1 initiates a N4 Session Modification to the each UPF controlled by SMF1 for the same 5G VN group and installs N4 rules (e.g. PDRs and FARs related to UE2) on the UPF. This step can be triggered when the SMF1 detects the list of MAC addresses of UE member has changed (e.g. based on MAC address learning at UPF).
13a.	If another new UE (e.g. UE3) belongs to the same 5G VN group as UE1 is also served by the SMF1 and UPF3 (it can be the same as or different with UPF1). The SMF1 installs N4 rules related to UE1 and UE2 on the UPF3 and receives UPF3 tunnel information from the UPF3. The SMF1 sends N19 tunnel modification request (5G VN group identifier, UPF3 tunnel information, UE3 IP address) towards the SMF2 via the GSMF. If a UE3 is served by SMF3 (i.e. a SMF different with SMF1), the SMF3 can retrieve the UPF1 and UPF2 tunnel information from the GSMF.
13b.	The SMF2 initiates a N4 Session Modification to install N4 rules related to UE3 on the UPF2.
13c.	The SMF2 sends respond to the SMF1.
14. When the SMF1 no more serves any member of the 5G VN group, the SMF1 removes N19 tunnel(s) between UPFs controlled by SMF 1 and other SMFs (e.g., SMF2). The SMF1 releases the N4 rules relative to N19-based forwarding on the UPF(s) served by itself and sends N19 tunnel release request to the GSMF. The GSMF sends the N19 tunnel release request to all of other SMF serving the same 5G VN (e.g., SMF2). Upon receiving the N19 tunnel release request from the GSMF, the SMF2 initiates a N4 Session Modification to the UPF2 and delete N4 rules related to UE(s) served by SMF1.
[bookmark: _Toc104786624]6.5.3.3	UPF Topology management




Figure 6.5.3.3-1: UPF topology management
1.	The UE1 establishes a PDU session as described in clause 6.5.3.1. In this figure, the UE1 is served by SMF1 and UPF1.
2.	SMF1 reports/registers the 5G VN group identifier of UE1, SMF1 identifier and UPF1 identifier to the GSMF (Group Session Management Function).
3.	In order to enable communication among the group members served by different SMFs, the SMF1 may subscribe to the GSMF for the 5G VN group change events as described in clause 6.5.3.1.
4.	In order to enable the 5G VN group management due to UPF topology change, the SMF1 may subscribe to the GSMF for the 5G VN group management change events. (e.g. when the GSMF decide to setup/release the N19 tunnel which is relevant to SMF1).
5.	Similar as step 1. In this figure, the UE2 is served by SMF1 and UPF2.
6.	Similar as step 2. SMF1 reports/registers the 5G VN group identifier of UE2, SMF1 identifier and UPF2 identifier to the GSMF (Group Session Management Function).
7.	The GSMF detect that new UPF involved and multiple UPFs are served by one SMF. GSMF determines the UPF topology. In this figure, the GSMF instruct the SMF1 to setup N19 tunnel between UPF1 and UPF2.
8.	The GSMF instruct the SMF1 to setup N19 tunnel between UPF1 and UPF2 via 5G VN group management message.
9.	SMF1 set up N19 tunnel between UPF1 and UPF2. (clause 4.13.8.2.2 of TS 23.502 [3])
10.	Similar as step 1. In this figure, the UE3 is served by SMF2 and UPF3.
11.	Similar as step 2. SMF2 reports/registers the 5G VN group identifier of UE3, SMF2 identifier and UPF3 identifier to the GSMF (Group Session Management Function).
12.	Similar as step 3.
13.	The GSMF detect that multiple SMF involved. Based on different 5G VN management strategy, GSMF determines the UPF topology. As an example, the GSMF decide to setup the N19 tunnel between UPF1 and UPF3, and SMF knows which traffic should go on which N19 link according the UE addresses anchored at other SMF/UPF and the existence of the N19 tunnel.
14.	The GSMF instruct the SMF1 to setup N19 tunnel between UPF1 and UPF3 via 5G VN group management message.
15.	(Optional) The GSMF instruct the SMF2 to setup N19 tunnel between UPF1 and UPF3 via 5G VN group management message.
16.	The SMF1 or SMF2 (Optional) will setup The N19 tunnel between UPF1 and UPF3 as described in clause 6.5.3.2.
Editor's note:	When the GSMF sends 5G VN management instruction to SMFs to Create N19 tunnels, it is FFS how the SMF(s) know which traffic should go via which N19 link.
[bookmark: _Hlk112231319]Editor’s note: Whether and how to handle multiple N19 hops for PDUs is FFS. 

[bookmark: _Toc104786625]6.5.4	Impacts on existing entities and interfaces
New capabilities are needed to discover the GSMF handling a 5G VN group.
GSMF: A new NF is introduced to support retrieval of peer SMFs, N19 tunnel management and UPF Topology management and UE address (IP/MAC).. GSMF registers onto NRF
NRF and OAM: handle a new NF type (GSMF)
SMF: 
Select a GSMF
The SMF retrieves a peer SMF information via the GSMF via two ways:
a)	the SMF subscribes to the GSMF for the 5G VN group change events and receives a notification including other SMF's identifier information (but also N19 information and information on UE IP/MAC address routing) to the subscribed SMF when events occurs;
b)	the SMF can query the SMF information of a specific group member UE from the GSMF.
Based on the information retrieved from GSMF the SMF needs to be able to:
-	Establish a 5GVNSM session with each other SMF(s) involved in the 5G VN group.
-	Use this 5GVNSM session with each other SMF(s) involved in the 5G VN group to establish N19 tunnels as instructed by the GSMF.
-	When a SMF no more serves any member of the 5G VN group, the SMF1 removes N19 tunnel(s) between UPFs controlled by itself and other SMFs. And then this SMF releases the 5GVNSM sessions with other SMF(s).
-	Receive instructions from GSMF about which N19 tunnels need to be establish.
-	Configure UPF(s) the UPF for traffic routing for such N19 tunnels.
-	Handle UPF reports about reports unknown destination UE address.
-	If the SMF determines that this unknown destination UE address is not served by it, then the SMF needs to query or subscribe to the GSMF to obtain the target SMF serving this destination UE address and needs to contact the target SMF to obtain the N19 tunnel information of the UPF serving the destination UE address.
[bookmark: OLE_LINK3][bookmark: OLE_LINK7]UPF(s):
[bookmark: _Hlk111822427]-	When UPF detects a destination UE address it does not know, the UPF reports this unknown destination UE address to the SMF and needs to buffer the corresponding traffic:
-	this may entail avoiding sending a new notification while the UPF is waiting to receive the answer to its previous notification.
-	When the UPF receives a response about a destination UE address it does not know, the UPF needs to retrieve the corresponding traffic and to send it.

[bookmark: _GoBack]* * * * End of changes * * * *
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