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Abstract of the contribution: This contribution proposes a new solution for providing coverage data (e.g. for satellite accesses with discontinuous coverage) in 5GS and EPS.

1. Introduction
The solution in this contribution is to address several objectives in KI#1 and KI#2.
In KI#1:
a)	Study how UE determines that it has to remain with no service or it has to attempt to register on available different RAT's/ PLMNs to receive the normal service during discontinuous coverage in current NTN RAT.
In KI#2:
-	Based on the coverage information of the UE:
-	whether and how to enhance the power saving mechanisms, e.g. PSM, MICO mode and eDRX in CM-IDLE state, in order to make sure that the UE:
-	does not attempt PLMN access when there is no network coverage; and
-	when there is network coverage the UE attempts PLMN access as needed e.g. to transfer signalling, transfer data or receive paging, etc.
This solution enables UE and CN to obtain the coverage data of NR/E-UTRAN satellite access with discontinuous coverage, with minimum impacts in 5GS and EPS by re-using procedures defined for UAV in TS 23.256. The coverage data is provided by external servers which are operated by such as satellite operators and third-parties, to allowed UEs via 3GPP core networks. The authentication of UEs to determine whether the UE is allowed to receive the coverage data is performed by the external servers. The external server operators and the core network operators may need agreements and the subscription data in the core network needs to be aligned. In the core network, NEF transfers the authentication messages and coverage data to the UEs and other NFs. By this solution, any type and format of coverage data (e.g. grid based coverage map, hexagonal coverage map), and coverage data provided by various operators can be supported. The AMF or SMF in 5GS, and SMF+PGW-C in EPS are responsible for triggering the authentication and coverage data request, therefore any new EPC interface is not needed.

2. Proposal
It is proposed to capture the following changes into TR 23.700-28. 
* * * * First change * * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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Editor's note:	This clause describes the mapping between solutions and key issues.
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* * * * Next change (all new text) * * * *
6.X	Solution #X: Coverage data transfer in 5GS and EPS
6.X.1	Description
This solution addresses several objectives in KI#1 and KI#2 which need provision of coverage data of NR/E-UTRAN satellite access with discontinuous coverage to UE and CN. The logical system architecture and coverage data transfer procedure in this solution is designed by re-using architecture and procedures for UUAA (USS UAV Authentication & Authorization) described in TS 23.256 [aa], and no new EPC interface needs to be defined.
The coverage data can be various in its type and format (e.g. grid based coverage map, hexagonal coverage map) according to the satellite operators or third-parties who are managing, and it can be stored in different external severs. The coverage data is provided by external servers to allowed UEs via 3GPP core networks, and possible system architecture for coverage data transfer is shown in Figure 6.X.1-1.


Figure 6.X.1-1: 5GS and EPS architecture for coverage data transfer
In above architecture, CMS(Coverage Map Server) can be a DN, and CM NF(Coverage Map transfer NF) can be collocated with NEF. 
When the UE or the core network needs coverage data to determine whether to keep UE being registered without no service or to attempt to other accessible network during out of service period, the UE and the core network (e.g. AMF) request the coverage data of satellite accesses during registration or session establishment. CM NF as NEF, transfers the request from the UE and core network towards CMS, and transfers authentication messages and coverage data between UE/CN and CMS. 
The core network does not need to support all type and format of coverage data (e.g. grid based coverage map, hexagonal coverage map), only the coverage data request (e.g. coverage map required area, coverage data required trajectories, coverage data required time period, accuracy level of coverage data) needs to be processed. CM NF may translate the location related information (e.g. coverage map required area, Cell ID or TAI in UE location information) into the format that CMS can understand (e.g. geographical position, GNSS coordinates). CM NF may modify the coverage data request to obtain precise response from CMS, for example, CM NF can add interpolated positions to meet the accuracy level of coverage data in the request). CMS performs authentication to ensure that only the allowed UE receives the coverage data, and provide the requested data to the UE and CN. 
In the core network, AMF or SMF in 5GS, and SMF+PGW-C in EPS are responsible for triggering the authentication and coverage data request, therefore any new EPC interface is not needed. 
6.X.2	Procedures
6.X.2.1	Coverage data transfer at 5GS Registration


Figure 6.X.2-1: Coverage data transfer at 5GS Registration procedure
1. The UE sends a Registration request message including CMT ID, CMT Data Container (coverage data request), and optionally CMS address. CMT ID is an UE identity for receiving coverage data. CMT Data Container includes coverage data request and it is used by CM NF. The coverage data request describes the coverage data that UE needs (e.g. coverage map required area, coverage data required trajectories, coverage data required time period, accuracy level of coverage data) for its decision during the out of coverage period.
2. If primary authentication is required (e.g. if this is an initial Registration), AMF invokes it as described in step 9 in Figure 4.2.2.2.2-1 of TS 23.502 [3].
3. Subsequently AMF retrieves UE subscription data from UDM as described in step 14 in Figure 4.2.2.2.2-1 of TS 23.502 [3].
4.  AMF determines whether additional authentication is required for the UE with CMT ID. The AMF decides that the additional authentication is required when (a) the UE has a valid subscription which indicates it is allowed to receive coverage data (as in step 3b), (b) the AMF is configured to trigger Coverage Map Transfer procedure based on operator policy, (c) there is no successful authentication for coverage map transfer before, and (d) the UE provided CMT ID (as in step 1).
5. The rest of registration procedure is continued, and completed.
6. If AMF determined additional authentication for Coverage Map Transfer procedure is required for the UE in step 4, the AMF invokes Nnef_Authentication_AuthenticateAuthorize Request message, including GPSI, CMT ID, CMT Data Container (coverage data request), CMS address (e.g. FQDN) if received from UE. CM NF resolves the CMS address based on CMT ID or uses the provided CMS address. In addition, the AMF may also include the User Location Information (e.g. Cell ID, TAI). The CM NF should store the serving AMF ID.
7. CM NF /NEF invokes Naf_Authentication_AuthenticateAuthorize Request message, include: GPSI, CMT ID, CMT Data (coverage data request) and optionally UE location obtained from AMF in step 6. The CM NF selects CMS based on CMS address provided by the UE, or CMT ID. CM NF/NEF may translate the UE Location Information received from AMF in step 6 or, location information in coverage data request (e.g. coverage map required area or positions) contained in CMT Data Container into a corresponding geographic area and/or may further obtain the UE location information using Location Service Procedures as defined in TS 23.273 [bb]. CM NF/NEF may add additional information in the coverage data to ensure to get precise information from CMS (e.g. add interpolated positions to meet the accuracy level of coverage data in the request).
8. Authentication for Coverage Map Transfer is performed by the CMS. Multiple round-trip messages as required by the authentication method used by CMS. In this case, step 4 of Figure 5.2.2.2-1 in TS 23.256 [aa] can be reused by replacing CAA-Level UAV ID to CMT ID.
9. CMS sends Naf_Authentication_AuthenticateAuthorize Response message, include: GPSI, CMT ID, result of authentication for Coverage Map Transfer (success/failure), and CMT Data (coverage data) which is requested.
10.  CM NF sends Nnef_Authentication_AuthenticateAuthorize Response message, include: GPSI, CMT ID,  result of authentication for Coverage Map Transfer (success/failure), and if AMF requested, then CMT Data (coverage data) is also included.
11. AMF provides result of authentication for Coverage Map Transfer to UE.
12. AMF stores the CMT Data (coverage data), and utilizes it in corresponding procedures (e.g. paging, de-registration). AMF may take into account this coverage data when it decide whether to keep UE be registered during the out of coverage period.
13. CM NF invokes Namf_Communication_N1N2MessageTransfer, include: GPSI, CMT ID, CMT Data Container (coverage data). The coverage data may be the data received in step 9 from CMS, or if any translation or modification was conducted in step 7, inversely converted coverage data will be included in the CMT Data Container.
14. AMF triggers a UE Configuration Update procedure to deliver to the UE the CMT Data Container (coverage data).
15. UE stores and processes the received coverage data and performs corresponding procedure. UE may take into account this coverage data when it decide whether to remain with no service, or to attempt to register on available different RATs/PLMNs to receive normal service during the out of coverage period.
6.X.2.2	Coverage data transfer at 5GS PDU Session Establishment


Figure 6.X.2-2: Coverage data transfer at 5GS PDU Session Establishment procedure
1. The UE sends a PDU Session Establishment Request message including CMT ID, CMT Data Container (coverage data request), and optionally CMS address. CMT ID is an UE identity for receiving coverage data. CMT Data Container includes coverage data request and it is used by CM NF. The coverage data request describes the coverage data that UE needs (e.g. coverage map required area, coverage data required trajectories, coverage data required time period, accuracy level of coverage data) for its decision during the out of coverage period.
2. AMF invokes Nsmf_PDUSession_CrateSMContext Request, include: including CMT ID, CMT Data Container (coverage data request), and CMS address if received from the UE, and optionally UE Location Information (e.g. Cell ID, TAI).
3. SMF determines whether additional authentication is required for the UE with CMT ID as described as AMF’s operation in step 4 of Figure 6.X.2-1. SMF retrieves SM subscription data which indicates whether the UE is allowed to receive coverage data. If SMF determined additional authentication for Coverage Map Transfer is required, then SMF invokes Nnef_Authentication_AuthenticateAuthorize Request message, including GPSI, CMT ID, CMT Data Container (coverage data request), and UE Location Information received from AMF in step 2, PEI if available, UE IP address if available. The CM NF should store the serving SMF ID.
4. CM NF /NEF invokes Naf_Authentication_AuthenticateAuthorize Request message, include: GPSI, CMT ID, CMT Data (coverage data request), and UE Location Information received from AMF, PEI if received in step 3, UE IP address if received in step 3. The CM NF selects CMS based on CMS address provided by the UE, or CMT ID. CM NF/NEF may translate the UE Location Information received from AMF or, location information in coverage data request (e.g. coverage map required area or positions) contained in CMT Data Container into a corresponding geographic area and/or may further obtain the UE location information using Location Service Procedures as defined in TS 23.273 [bb]. CM NF/NEF may add additional information in the coverage data to ensure to get precise information from CMS (e.g. add interpolated positions to meet the accuracy level of coverage data in the request).
5. Authentication for Coverage Map Transfer is performed by the CMS. Multiple round-trip messages as required by the authentication method used by CMS. In this case, step 4 of Figure 5.2.2.2-1 in TS 23.256 [aa] can be reused by replacing CAA-Level UAV ID to CMT ID.
6. CMS sends Naf_Authentication_AuthenticateAuthorize Response message, include: GPSI, CMT ID, result of authentication for Coverage Map Transfer (success/failure), and CMT Data (coverage data) which is requested.
7.  CM NF sends Nnef_Authentication_AuthenticateAuthorize Response message, include: GPSI, CMT ID,  result of authentication for Coverage Map Transfer (success/failure), and CMT Data Container (coverage data), and if SMF requested CMT Data (coverage data) is also included. The coverage data may be the data received in step 6 from CMS, or if any translation or modification was conducted in step 4, inversely converted coverage data will be included in the CMT Data for SMF and CMT Data Container for UE.
8. SMF stores the CMT Data (coverage data), and utilizes it in corresponding procedures (e.g. provide to NWDAF for Data collection if requested). 
9. The rest of PDU Session Establishment procedure is continued.
10. SMF invokes Namf_Communication_N1N2MessageTransfer, include: GPSI, CMT ID, result of authentication for Coverage Map Transfer, CMT Data Container (coverage data). 
11-12. AMF delivers GPSI, CMT ID, result of authentication for Coverage Map Transfer, CMT Data Container (coverage data) to UE.
13. UE stores and processes the received coverage data and performs corresponding procedure. UE may take into account this coverage data when it decide whether to remain with no service, or to attempt to register on available different RATs/PLMNs to receive normal service during the out of coverage period.

6.X.2.3	Coverage data transfer at EPS PDN Connection Establishment


Figure 6.X.2-3: Coverage data transfer during PDN connection establishment at Attach procedure in EPS
0. Steps 1-13 in TS 23.401 [5] Figure 5.3.2.1-1 and steps 1-2 in TS 23.502 [3] Figure 4.11.1.5.2-1 or clause 4.11.2.4.1 in TS 23.502 [3].
UE sends Attach Request including the CMT ID, CMT Data Container (coverage data request), and optionally CMS address in the PCO to the SMF+PGW-C.
1-6. Steps 3-8 of Figure 6.X.2-3 triggered by SMF+PGW-C.
7. SMF+PGW-C updates the UE by invoking the PDN GW initiated bearer modification without QoS update procedure (Figure 5.4.3-1 of TS 23.401 [5]) initiated by sending an Update Bearer Request message to the SGW. The PCO includes GPSI, CMT ID, result of authentication for Coverage Map Transfer, CMT Data Container (coverage data).
8. UE stores and processes the received coverage data and performs corresponding procedure. UE may take into account this coverage data when it decide whether to remain with no service, or to attempt to register on available different RATs/PLMNs to receive normal service during the out of coverage period.
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UE:
· The UE includes GPSI, CMT ID, CMT Data Container (coverage data request), and optionally CMS address in Registration request during Registration procedure in 5GS, in PDU Session Establishment request during PDU Session Establishment procedure in 5GS, and in PCO included in Attach Request during PDN connection establishment at Attach procedure in EPS.
· The UE provides coverage data request to the network and CMS that describes the coverage data UE needs (e.g. coverage map required area, coverage data required trajectories, coverage data required time period, accuracy level of coverage data) for its decision during the out of coverage period.
· The UE stores and process the reived coverage data and performs corresponding procedures.
AMF:
· The AMF determines whether the addition authentication for coverage map transfer to the UE with CMT ID, and triggers the coverage map transfer procedure.
· The AMF delivers the coverage data received from CM NF to the UE. The coverage data for UE is included in the CM Data Container.
· The AMF receives coverage data from CM NF. The coverage data for AMF is included in the CM Data, and the AMF takes utilizes coverage data in corresponding procedures (e.g. paging, deregistration). 
MME:
· No impact.
SMF (and SMF+PGW-C):
· The SMF determines whether the addition authentication for coverage map transfer to the UE with CMT ID, and triggers the coverage map transfer procedure.
· The SMF delivers the coverage data received from CM NF to the UE. The coverage data for UE is included in the CM Data Container. For UE in EPS, the SMF+PGW-C includes CM Data Container in PCO and provides to the UE.
· The SMF receives coverage data from CM NF. The coverage data for SMF is included in the CM Data, and the SMF takes utilizes coverage data in corresponding procedures (e.g. provide to NWDAF for data collection). 
CM NF/NEF:
· The CM NF selects CMS based on CMS address provided by the UE, or CMT ID.
· The CM NF translate and modify the coverage data request from UE to obtain precise coverage data from CMS.
CMS:
· The CMS receives the coverage data request from UE.
· The CMS authenticates the UE with CMT ID, and determines whether the UE is allowed to receive the coverage data.
· The CMS provides the coverage data to the authenticated UE.
[bookmark: _Toc97108986][bookmark: _Toc100782818][bookmark: _Toc100983196]6.X.4	Solution evaluation
This solution provides the logical architecture and several procedures for transfer coverage data to the UE and the Core Network. The procedures in clause 6.X.2 have the following benefits:
· Both UE using NR satellite access and E-UTRAN satellite access can receive the coverage data in consistent way.
· AMF, MME, SMF are not required to process the coverage data. Any type or format of coverage data can be provided to the UE. No new interface needs to be defined for EPS, especially no impacts on MME.
· CM NF as NEF handles the coverage data request and coverage data, so the existing service operations such as Nnef_Authentication_AuthenticateAuthorize and Naf_Authentication_AuthenticateAuthorize can be re-used.
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8. UE processes the coverage data and performs corresponding procedures
SGW
0b. Create Session Request (PCO(CMT ID, CMT Data Container (coverage data request), CMS address), UE Location Info)
0c. Create Session Response
0d. Attach Accept
0e. Attach Complete
7a. Update Bearer Request (PCO(GPSI, CMT ID, 
result of authentication for CMT,CMT Data Container (coverage data)))
7b. Downlink NAS Transport (PCO(CMT ID, 
result of authentication for CMT, CMT Data Container (coverage data)))
3. Authentication for Coverage Map Transfer
6. SMF+PGW-C stores the coverage data, and utilizes it in corresponding procedures (e.g. Data collection by NWDAF)
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