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[bookmark: _Hlk526665839][bookmark: _Hlk513714389]Abstract of the contribution: This paper proposes to update solution#15 to include the case local discovery for PINE

*** Start of changes ***
[bookmark: _Toc104235388][bookmark: _Toc104235777][bookmark: _Toc16839376][bookmark: _Toc19722242]6.15	Solution #15: Discovery of PIN/PINE Services via 5GC
[bookmark: _Toc104235389][bookmark: _Toc104235778]6.15.1	Description
This solution proposes to address the KI#2 "PIN and PIN Element discovery and selection" on how to discover the PIN/PINE Service, in the case no PEMC/PEGC is available the PINE that is able to access to 5G network.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In this solution, it is assumed that PINE is configured or aware of the PIN ID, and has the capability to connect to 5G network. And no target PINEs information was configured in the PINE. 
Editor’s note:	how to solve case for non-3GPP device is FFS. 
[bookmark: _Toc500949101][bookmark: _Toc22214910][bookmark: _Toc104235390][bookmark: _Toc104235779]6.15.2	Procedures
6.15.2.1 PINE discovery via 5GC
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]As in Figure 1, PINE-1 is assumed as one UE that can connect to 5G network. And PINE-1 is configured with PIN ID, no target PINE-2 information. PINE-2 can be reachable via PEGC. 
PINE-1 wants to find what the PINE service can be provided by the PIN, and selects the specific PINE Service based on the requirement. 


[bookmark: _Toc510604409][bookmark: _Toc22214911]Figure 6.15.2-1: PINE Service discovery via 5GC
1.	PINE-1 sends the PIN Services Info Query request to AMF via gNB, including the PIN ID, and optional PINE-1 information (may be used for further authorization with PEMC)
2.	AMF checks whether the PINE-1 is authorized to use PIN Service.
3.	Additional authorization may be needed from PEMC.
Editor’s note:	it is FFS for how to perform the authorization from PEMC.
4.	AMF sends the PIN Service Query request to UDM, with PIN ID
5.	UDM feedbacks the PIN Services information to AMF, including the all the PINEs information, e.g., PINE ID, PINE name, PINE capability, PINE valid time, PINE type, etc. 
6.	AMF sends the PIN Service Info Query response to PINE-1, including PIN Service Information as specified in step 5.
7.	PINE-1 triggers the PIN communication with PINE-2 by using the information feedback from step 6,  
8.	Non-3GPP connection is established between PEGC and PINE-2.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Editor’s note:	how to ensure the PINE-2 reachable in the Query response is FFS. 

6.15.2.2 Local PINE discovery



Figure 6.15.2.2-1 local PINE discovery
Assuming that there are already connection between PINE and PEGC, or PINE and PEMC
1, PINE sends PINE service Query request to PEMC directly, or via PEGC
2, PEMC sends the PINE Service Query response to PINE directly or via PEGC, including PINE list information, after successful authentication performed by PEMC
3, PINE selects the target PINE2, and initiates the PIN communication between PINE and PINE2 directly, or via PEGC, or via 5GC. 

6.15.2.3 PIN discovery


Figure 6.15.2.3-1 PIN discovery
0, PEGC and PEMC are pre-configured with PIN Discovery information
1, PEGC and/or PEMC broadcast the PIN Discovery information, includes PIN ID, PIN name.
2, PINE sends the Join PIN request directly to PEMC or via PEGC, including device ID, capability, valid time, etc.
3a, PEMC triggers to update the PIN Profile in 5GC, e.g., UDM
3b, PEMC updates the PIN profile in PEMC, and sends Join PIN response to PINE directly, or via PEGC.

[bookmark: _Toc23254044][bookmark: _Toc104235391][bookmark: _Toc104235780]6.15.3	Impacts on Existing Nodes and Functionality
Network impacts: 
-	UDM maintains the PIN profile 
-	UDM supports query and feedback the PIN service information based on the request from AMF
-	AMF supports PIN Service Info Query request/response.


*** End of changes ***
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