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Abstract: This contribution proposes to update the solution #2 for Key Issue #1.
1. Summary
This contribution is proposed to resolve two remaining editor’s note of the solution #2
Editor's note:
It is FFS whether and how charging at VPLMN can be done and how the V-SMF determines QoS and charging including usage monitoring to apply to the traffic being offloaded and whether the QoS for the locally offloaded traffic is still under control of HPLMN.

Editor's note:
It is FFS how local UPF insertion can be performed in the middle of PDU Session Establishment.

Regarding the first editor’s note, the companion solution explains the policy and charging aspect of this solution architecture. 

Regarding the second editor’s note, this contribution updates the figure and procedures how local UPF can performed in the middle of the PDU Session Establishment.
2. Proposal
It is proposed to update the following changes in TR 23.700-48.
* * * Start of changes * * * *

6.2
Solution 02 (KI#1): Session Breakout in Visited PLMN

6.2.1
Description

This solution corresponds to KI#1 and addresses the scenario 2.2, that it, UE accessing V-EHE via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN) where HPLMN does not have the knowledge of EAS deployment information in VPLMN as described in 5.1.2.
This solution corresponds to KI#1 and addresses the following aspects for the scenario using a PDU Session with a PSA in the HPLMN:

-
how to authorize the PDU Session to support local traffic routing to access an EHE in the VPLMN;

-
how to support Rel-17 edge computing related procedures, such as EAS (re-)discovery, as specified in clause 6 of TS 23.548 [3].

When roaming, the UE establishes a Home Routed Session that is capable of supporting session breakout in V-PLMN based on the subscription. In this scenario, the Home PLMN and Visited PLMN have an agreement on the support of the session breakout for the home routed session.

1)
During the establishment of Home Routed PDU Session, Home PLMN allows the roaming UE to access the local part of DN identified by DNN based on its HPLMN subscription.

2)
V-SMF in V-PLMN executes the session breakout procedure for the UE to access the local part of DN where the EAS in EHE is located in VPLMN. This can be triggered by the EAS discovery procedure using V-EASDF.

3)
Through a Home Routed Session, the UE can access EAS deployed in EHE in VPLMN while the UE can also access the Home DN in the Home PLMN.
NOTE: The companion solution #26 explains the policy and charging aspect of this solution (see the clause 6.26).
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Figure 6.2.1-1: Architecture for Home Routing Session Breakout in Visited PLMN

6.2.2
Procedure
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Figure 6.2.2-1: PDU Session Establishment Procedure for HR Session Breakout in VPLMN

1-4.
During the registration procedure, the UDM sends the Home Routed Visited SBO (HR-VSBO) allowed indication to the AMF.

5-8.
During the PDU Session establishment procedure, if the AMF receives the HR-VSBO allowed indication and AMF selects V-SMF supporting UL-CL with V-EASDF interaction, the AMF sends the HR VSBO allowed indication to the V-SMF.

9.
If the V-SMF decides to create HR VSBO session, V-SMF sends the VSBO request and V-EASDF/DNS server address of VPLMN to the H-SMF. The HPLMN allowed local DN configuration is configured with the V-SMF per DNN/S-NSSAI.
10-11.
The H-SMF checks whether the HR-VSBO is allowed based on its local configuration or subscription.
12. The H-SMF establishes N4 session with H-UPF.
13.
H-SMF checks whether the HR VSBO is allowed for the UE. If allowed, the H-SMF sends the VSBO grant indication with DNS server address set to the V-EASDF in PCO and Home DNS Server address to the V-SMF. The H-SMF may send the HPLMN allowed V-SBO information to the V-SMF. The HPLMN allowed V-SBO information includes the IP address ranges and DNS domain name range within which the V-SMF is allowed to route traffic.
NOTE 1:
If the H-SMF grants the HR-VSBO request, the V-SMF is allowed to offload for accessing the EHE in VPLMN without further control from HPLMN.

14-15.
The V-SMF may perform the Local UPF insertion (or UL-CL insertion) procedure. The V-SMF determines the UL-CL filters based on the V-SBO information provided by the H-SMF in step 13. The step 14 and 15 shows how local UPF insertion can be performed in the middle of the PDU Session Establishment.

16.
After the V-SMF performs Local UPF insertion for the local part of DN, the V-SMF performs the DNSContext creation procedure to send the DNS Message Handling Rules and Home DNS Server Address to the V-EASDF.

NOTE 2:
With configured DNS Message Handling Rules configured to V-EASDF, all the DNS Queries using this PDU Session go to the V-EASDF, and DNS resolution for the local routed traffic is handled based on the Rel-17 mechanism for EAS discovery using EASDF. DNS Queries that do not match the rule configured by V-SMF go to the Home DNS Server.

NOTE 3:
Step 12 can be performed when the Local UPF insertion procedure after the PDU Session Establishment.
NOTE 4:
V-SMF can use the EAS Deployment Information provisioned from the AF using the existing procedures described in the clauses 6.2.3.4.2, 6.2.3.4.3 of TS 23.548 [3] to determine DNS Message Handling Rules. V-SMF also uses the V-SBO information provided by H-SMF for DNS Message Handling Rules.
17-18.
The AMF forwards the PDU Session Establishment Accept/Reject to the UE.

19-21. After the above steps, the EAS (re)-discovery over Session Breakout Connectivity Model as specified in clause 6.2.3 of TS 23.548 [3] can be performed among the UE, V-SMF and V-EASDF based on the UE DNS Query so the UE can access EHE in VPLMN. With the same PDU Session, the UE can still access DN in HPLMN at the same time. Receiving the DNS Query from the UE, the V-EASDF checks whether FQDN can be locally served. If FQDN is for visited network, the V-EASDF exchanges DNS Query and Response with Visited DNS server. Otherwise, the V-EASDF exchanges DNS Query and DNS Response with Home DNS server.
6.2.3
Impacts on services, entities and interfaces
AMF:

-
The AMF is required to select the V-SMF supporting Visited Session Breakout for Home Routed Session and forward the Home Routed Session Breakout indication to the V-SMF.

V-SMF: 

-
The V-SMF is required to request the Visited Session Breakout with the V-EASDF/DNS server address of VPLMN to the H-SMF.

-
The V-SMF is required to interact with V-EASDF by reusing the interface between SMF and EASDF defined in TS 23.548 [3], including creating DNS message handling Rules using the received DNS server address using the DNS server address of HPLMN provided by the H-SMF.

H-SMF:

-
The H-SMF is required to authorize the V-SMF request for Visited Session Breakout.

-
The H-SMF is required to send the V-SMF provided V-EASDF/DNS server address to the UE via V-SMF.

-
The H-SMF is required to provide the DNS Server address of HPLMN to the V-SMF.

-
The H-SMF is required to provide HPLMN allowed Visited Session Breakout information including the range of IP addresses and FQDN during the establishment of the Home Routed Session to the V-SMF.

UDM:

-
The subscription information of UDM is required to support the indication for Home Routed Session Breakout.

V-EASDF:

-
The V-EASDF is required to support the DNS message rule including the default DNS server address indicating all DNS Queries that do not match other rules should be forwarded.

NOTE:
It is assumed that the functionalities of SMF and EASDF in Rel-17 to support edge computing in home network for non-roaming scenario are also required to be supported by V-SMF and V-SMF in VPLMN for roaming scenario.[image: image4.png]
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