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Abstract of the contribution: This paper introduces enhancement to solution #10 for access to a hosting network for localized services in cases where the localized service is offered in a specific area which does not span the whole SNPN.  
1.
Discussion
1.1
Background
In the context of Hosting Networks for Localized Services, in particular Key issue #5, there is a need to enable access in a particular service area within the NPN hosting network. This means that the UE may be allowed access for localized services within a sub-area of the hosting network. 

For PNI-NPN, multiple solutions propose the use of CAG, which solves both the broadcasting of information for UE selection and the enforcing of access.

However, for the SNPN case, there is no such design in place that can be reused for access and enforcement within a sub-area of the SNPN. Moreover, the service area for the localized service may not coinicide with a tracking area, i.e. it may be at a cell level. 
One possibility is to use LADN. However, LADN only enforces the access to the LADN DNN at Session Management level, and does not provide any means to reject a registration request or de-register a UE if the UE moves outside the LADN area. 

	A solution for enforcing access only within the service area of an SNPN for a localized service area is needed. This includes, means for the network to accept a UE registration within the service area, and for the UE to de-register if outside the service area. 


1.2.
Proposed Solution
Solution #10, which covers UE selection of hosting network for localized services, introduces the concept of a subnetwork ID, which the RAN broadcasts, and the UE selects. 

This solution extends this concept of subnetwork, identified by a subnetwork ID, to the enforcement of the service area for a localized service. 
The Solution basic functionaity is as follows:

-
The network maps a localized service to a subnetwork ID. Multiple localized service may be mapped to the same subnetwork ID in case they are offered in the same service area. 
-
The RAN, via OAM, is configured to broadcast one or more subnetwork IDs. 

-
The UE performs Network selection as in Solution #10 using the subnetwork ID. The UE initiates UE registration procedure. 

-
The AMF receives from the Credentials Holder the subnetwork ID the UE is subscribed to.  

-
The AMF checks whether the UE is located in the subnetwork ID. This may be done:

a. Via configuration in AMF

b. Via receiving from NG-RAN the subnetwork ID(s) in the cell the UE is camping on. 

-
The AMF accepts the registration request if the UE is in the subnetwork ID received from the UDM. 

-
The AMF rejects the registration request if the UE is outside the subnetwork ID received from the UDM. 

-
The AMF provides to the NG-RAN the subscribed subnetwork ID. The NG-RAN uses this information for handover decision. The NG-RAN does not initiate handover towards a cell that would be outside the subnetwork ID. 

-
If the UE moves outside the subnetwork ID the UE does not attempt to initiate any procedure towards the hosting network. 
3.
Text proposal
This paper proposes the following text to be added to Solution#10, clause 6.10 of TR 23.700-08.

>>>>BEGINNING OF CHANGES<<<<
6.10
Solution #10: Solution for discovery and selection of NPN hosting network and localized services

6.10.1
Introduction

This solution addresses the Key issue#4: Enabling UE to discover, select and access NPN as hosting network and receive localized services.

It also provides a solution for Key Issue #6: Support for returning to home network

It provides a different approach for discovery and selection for PNI-NPN case and for SNPN case.

6.10.2
Functional Description

6.10.2.1
UE selection of SNPN hosting network for localized services

SNPN selection for localized services is performed by a UE that supports access to localized services in SNPNs and that has been configured to access localized services in SNPNs. We will call this UE an "SNPN-localized services-enabled UE".

An "SNPN-localized services-enabled UE" can be configured with a specific prioritized list of SNPNs for localized services. The UE can be pre-configured or dynamically configured by the subscribed SNPN or Home PLMN (e.g. using the SoR procedure as defined in Annex C of TS 23.122 [6]). The dynamically configured mechanism by the subscribed SNPN or Home PLMN (e.g. using the SoR procedure as defined in Annex C of TS 23.122 [6]) is not used to steer the UE from one hosting network to another hosting network. If the UE which is registered to a hosting network received the updated prioritized list of SNPNs for localized services, then the UE only uses the updated prioritized list of SNPNs for localized services to perform SNPN hosting network selection for localized services after the UE leaves the current hosting network for localized services.

NOTE:
It assumes that how does the subscribed SNPN or Home PLMN construct the prioritized list of SNPNs for localized services is addressed by other solutions.

The reason to have a separate list for localised services instead of a common one like the one is defined in clause 5.30.2.4 of TS 23.501 [3] is that there may be a case where the home SNPN or HPLMN or the UE is present in the same areas where localised services are provided and based on the existing selection procedures the UE will always prefer the home SNPN or HPLMN in this case.
The prioritized list of SNPNs for localized services is stored in the context of a given subscription in the UE. If the UE has multiple subscriptions, then the UE may have one prioritized list of SNPNs for localized services for each subscription.
Each entry in the prioritized list of SNPNs for localized services contains:

1.
An identification of the SNPN and the localized service to access. This identification can be done in a few different ways:

-
Identification Mode 1: SNPN ID (PLMN ID + NID) or a Group ID for Network Selection (GIN)

-
This mode if identification assumes that the localized service is enabled in the whole SNPN with the SNPN ID or in every cell where GIN is broadcasted.

-
Note that an SNPN operator could potentially use multiple SNPN IDs in different areas.

-
Identification Mode 2: SNPN ID or GIN, plus an additional Subnetwork ID.

-
The subnetwork ID is used to assign a specific area where the localized service is provided, and it is broadcasted in SIB together with SNPN ID or GIN.
-
 The subnetwork ID may be a new ID or may be CAG (effectively extending CAG use to SNPN).

NOTE: Whether to reuse CAG for subnetwork in SNPN or define a new ID is to be evaluated during evaluation/conclusions.  
-
One or more localized services may be assigned the same subnetwork ID if they are offered in the same area.

2.
Validity information:

-
Validity time period.

-
Additional location information (TAI list or geographical information).

The UE uses this prioritized list and the validity information to perform discovery and selection and to leave the SNPN as described in the Procedures clause 6.10.3.

6.10.2.2
UE selection of PNI-NPN hosting network for localized services

For PNI-NPN case, Rel-17 automatic selection defined in TS 23.501 [3] applies with one additional enhancement:

-
Entries in the Allowed CAG list of the UE can additionally contain the following validity information:

-
Validity time period (from/to date and time).
-
Location (e.g. list of tracking areas where the CAG list is valid).
NOTE:
Location information for Allowed CAG list only needed if PNI-NPN as hosting network can be a subset of a CAG.

In the case of PNI-NPN (CAG) selection for access to localized services, the UE only considers an entry in the Allowed CAG list valid if and while all conditions for that entry are met.

For the case of time period, a UE will only attempt registration on a CAG cell if e.g. the current time lies within the time period of the related condition.
6.10.2.3
Enabling access to SNPN Hosting Network for a localized service  
The principles of this solution for enabling access to the SNPN Hosting Network for localized services are as follows:

-
The hosting network maps a localized service to a subnetwork ID. Multiple localized services may be mapped to the same subnetwork ID in case they are offered in the same service area. 
-
The Credentials Holder is aware of the subnetwork ID for the localized service in the SNPN hosting network.

NOTE: the interaction between Hosting Network and Credentials Holder is not covered in this solution, but the inclusion of subnetwork ID may be included in other solutions in the TR. 

-
The UE is configured by the credentials holder as described in 6.10.2.1. 
-
The RAN, via OAM, is configured to broadcast one or more subnetwork IDs. 

-
The UE performs Network selection as in 6.10.2.1 using the subnetwork ID if configured. The UE initiates UE registration procedure. 

-
The AMF receives from the UDM (at the Credentials Holder) the subscription information for UE access to a localized service in the Hosting Network. The AMF may receive also the subnetwork ID included in the NR access restriction information.   

-
If the AMF does not receive any subnetwork ID, i.e., the access for the localized service is enabled in the whole SNPN, regular registration procedure is executed. 
-
If the AMF receives a subnetwork ID, the AMF checks whether the UE is located in the subnetwork ID. This may be done:

a. Via configuration in AMF

b. Via receiving from NG-RAN the subnetwork ID(s) in the cell the UE is camping on. 

-
The AMF accepts the registration request if the UE is in the subnetwork ID received from the UDM. 

-
The AMF rejects the registration request if the UE is outside the subnetwork ID received from the UDM. 

-
The AMF provides to the NG-RAN the access restriction to the subscribed subnetwork ID. The NG-RAN uses this information for handover decision. The NG-RAN does not initaite handover towards a cell that would be outside the subnetwork ID. 

-
If the UE moves outside the subnetwork ID the UE does not attempt to initiate any procedure towards the hosting network. The UE may initiate network selection as in 6.10.2.1. 
6.10.3
Procedures

6.10.3.1
Automatic discovery and selection of SNPNs for access to localized services
The UE performs the following steps:

Step 1.
UE is configured with a "prioritized list of SNPNs for localized services" and at least one entry in the validity information is met (e.g. current time is within the time period). This configuration allows the UE to start operating in "SNPN Localized services mode" when the right validity conditions are met. The UE may continue at this point be in either SNPN access mode or PLMN access mode until the conditions of validity information.

Step 2.
When some validity information is met (e.g. time validity) in step 1, the UE scans for SNPNs in the background.

NOTE:
Details of how often to scan, etc. are out of scope of SA WG2.

Step 3.
If the UE finds at least one available and allowable SNPN which meets the validity conditions, then the UE switches to a new network selection mode "SNPN Localized services mode" and selects an available SNPN from the prioritized list of SNPNs for localized services.

Step 4.
The UE performs Initial registration in the SNPN and presents the SUPI of the currently active subscription (subscription that contains the prioritized list of SNPNs for localized services which the UE used to select the SNPN).
6.10.3.2
Leaving SNPN Localized services mode

The UE performs the following steps:

Step 1.
If the validity information in the prioritized list of SNPNs for localized services for the currently registered SNPN are no longer met, then the UE disables "SNPN Localized services mode" and returns to the mode in which the UE was before activating SNPN Localized services mode (i.e. return to SNPN access mode or PLMN access mode). If the validity conditions that are no longer met is the Validity time period, this could occur to many devices at the same time and a large number of UEs may return to their HPLMN at the same time if measures are not taken. Therefore, two possible solutions to address this issue (key issue #6) can be taken:

-
Option 1: The CH or HPLMN (depending on case) configures UEs with slightly different end time to the validity time period.

-
Option 2: The UE applies a random delay before initiating step 2.

Step 2.
The UE performs SNPN selection or PLMN selection as defined in TS 23.122 [6] (depending on the mode).
6.10.3.3
Discovery and selection of PNI-NPNs with CAG for access to localized services
The UE performs the following steps:

Step 1.
UE is configured with Allowed CAG list, and some of the entries in the Allowed CAG list are associated with validity information for localized services.

Step 2.
When the validity information is met in the Allowed CAG list, the UE starts to additionally consider the CAG cell during cell reselection and also consider the associated PLMN of the Allowed CAG list is valid if it was excluded during the previous network selection procedure due to CAG validation.

Step 3.
The UE selects the CAG cell and potentially a new PLMN.

Step 4.
The UE accesses the network via the CAG cell, and potentially a new registration if there is a PLMN change.
6.10.3.4
Leaving the PNI-NPNs with CAG for access to localized services
If the validity information of the Allowed CAG list is no longer met, UE re-evaluates the CAG related configuration and triggers cell reselection and/or network selection procedure.

6.10.3.5
Manual discovery and selection of SNPNs for access to localized services
The UE displays to the user a list of available SNPNs, marking first which SNPNs, if any, are in the "prioritized list of SNPNs for localized services" and at least one entry in the validity information is met. The user can select an SNPN for access to localized services.
6.10.3.6
Enabling access to localized services: Registration procedure 
Figure 6.10.3.6-1 shows the call flow for the UE registration into an SNPN hosting network for localized service(s) access.
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Figure 6.10.3.6-1: Registration procedure for access to localized service(s) in SNPN Hosting Network
0.a.
Is is assumed the Credentials Holder is aware of which subnetwork ID in an SNPN hosting network applies to a specific (set of) localized service(s). It is assumed the UE has been configured for selection of SNPN for localized services as in 6.10.3.1, and that NG-RAN is configured to broadcast subnetwork ID in cells that belong to a subnetwork.
0.b.
The UE performs selection of SNPN for localized services as in 6.10.3.1.

The UE and SNPN perform registration procedure as in TS 23.502 clause 4.2.2.2.2 with the following additions
- 
In step 3, the NG-RAN may include the (list of) subnetwork ID(s) that are available in the cell the UE is camping on,

-
In step 14, the UDM provides the AMF with subcription information for access to localized service(s) the UE is authorized at the SNPN Hosting network. The UDM may also provide a subnetwork ID in the NR access restriction information, to indicate that the UE only is allowed access in the subnetwork ID. 

-
Before step 15, if the AMF received a subnetwork ID from UDM, the AMF checks if the UE is camping in the subnetwork ID.  If not, the AMF sends Registration Reject to UE with appropriate cause code, and terminates the procedure. If yes, the AMF proceeds with completing Registration Procedure.

-
In step 21, the AMF includes the access restriction information including subnetwork ID. The NG-RAN uses this information to avoid handover to a cell not belonging to the subnetwork ID. 
6.10.4
Impacts on services, entities, and interfaces

UE:

-
New configuration to incorporate localized services validity information and in the case of SNPN prioritization.

-
New configuration to incorporate localized services validity information with Allowed CAG list.

-
New SNPN for localized services selection mode.

-
New triggers to enter/leave SNPN for localized selection mode.

RAN:

-
In one of the options for SNPN for localized service identification, new Subnetwork ID broadcasted in SIB.

UDM/SOR-AF:

-
Support prioritized list of SNPNs for localized service.

RAN/AMF/UDM:

-
For PNI-NPN case, support validity information associated with Allowed CAG list for UE, and the access control function based on the validity information.
-
For SNPN, support of subnetwork ID information and enforcing UE only accesses via a cell in the subnetwork ID. 
>>>>END OF CHANGES<<<<
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