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Abstract: Evaluation of solutions for Key Issue #3 is proposed.
1. Introduction/Discussion
This contribution proposes to make an evaluation on Key Issue #3.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-27 v0.3.0.
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7.x	Key Issue #3: 5GC Information Exposure to authorized 3rd party for Application Layer AI / ML Operation
There are 7 candidate solutions (solutions #6, #7, #8, #28, #32, #33, #34) proposed to solve this KI.
Among them, there are 4 solutions (solutions #6, #8, #32, #34) using NWDAF to analyze Application AI/ML traffic transmission and expose analytic results to the AF. The main differences are: 
· [bookmark: OLE_LINK14][bookmark: OLE_LINK15]Solution#6 addresses KI#3 and KI#7. In this solution, the AF requests the NWDAF to provide the new FL analytics to assist the FL application server to decide on FL members’ selection. After the analysis and evaluation of the NWDAF, new parameters (e.g. Candidate members' expected latency performance, QoS flow level data) can be exposed to the AF. User consent checking from UDM for each member is recommended before the NWDAF estimates.
· Solution#8 addresses KI#2 and KI#3. In this solution, the AF requests the network analytics or data analytics from the NF/NWDAF to assist AI/ML operation decisions or the application adaptation. Then, the NF/NWDAF exposes the non-AF Session/PDU Session specific information network information or data analytics to the AF.
· Solution#32 addresses KI#3 and KI#4. In this solution, the AF requests the NWDAF to provide the ananlyitcs (e.g. "DN Performance", "Observed Service Experience") to assist the AI/ML operation splitting between AI/ML endpoints. After the data collection and analytics of the NWDAF, new analytics results (Statistics/predictions on traffic rate/ packet delay/ packet loss rate for UL from the UE to each AI/ML processing entity(s)) can be exposed to the AF to assist it makes the split inference decisions and informs the UE over application layer.
· Solution#34 addresses KI#3 and KI#1. In this solution, the AF requests the NWDAF to provide the ananlyitcs (e.g."User Data Congestion", "Service Experience", "NF load information") to obtain the prediction/statistics the Application AI/ML traffic transmission status. After the data collection and analytics of the NWDAF, the new output data (e.g. QoS flow level data for the Application AI/ML traffic) can be exposed to the AF to assist the Application AI/ML traffic transmission. This solution is a common one and recommended as the basic one.
Other solutions are as follows:
· In Solution#7, AF requests the data rate monitoring to assist the AF/App server decides on AI/ML operation, e.g. to determine the splitting point for AI/ML model splitting or determine the AI/ML model and the size of parameter for AI/ML model downloading. The RAN node performs data rate monitoring for the PDU session or QoS flow and sends the data rate monitoring results to the UPF. Then, the UPF exposes the data rate monitoring results to AF via SMF.
· Solution#28 proposes a generic and dedicated application AIML service framework. In this solution, the AaaML Service Profile can be exposed to the AF via NEF/ AaaML NF. It is obvious that the new service brings great changes to the spec.
· Solution#33 proposes a mechanism to enable the network operator to have the control for which UE is allowed for participation in the Application layer AI/ML operation. The new event "Application AI/ML Authorized" for network authorization status for UE has been introduced and stored in the UDM. AF can obtain the network authorization status of the UE for participation in Application Layer AI/ML operation via the SMF.

* * * * End of changes * * * *
3GPP
SA WG2 TD

