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[bookmark: _Hlk526665839]Abstract of the contribution: This paper introduces evaluation of solutions for Key Issue #6.
Discussion
This paper introduces the evaluation of solutions for Key Issue #6 (Avoiding UE to switch away from EC PDU Session). 
During the discussion over various solutions in SA2#151-e, there appears to be different views on what the problematic scenario is: The Edge deployments are diverse and it is important to understand what scenarios are solved by the various solutions. 
Considering that conflicting connectivity options are between 3GPP access and non-integrated non-3GPP access, the different deployment scenarios for Edge Computing include,   
-  Same Edge Data Centre can be reached over 3GPP and non-3GPP access (Same Edge Application Server may be reached when UE switches connectivity path. No degradation in application performance)
-  A different Edge Data Centre can be reached over non-3GPP access (A different EAS may be reached when UE switches connectivity path. However, there may not be a degradation in performance) 
-  An application server in the cloud can be reached over non-3GPP access (The application continues to function, probably adapting to the new e2e latency. There may also be application layer intervention to help the client reach an edge application server)
-  The application server cannot be accessed over non-3GPP access (Application is specific to the MNO. Application client either is preconfigured with this knowledge or can find out when DNS fails on non-3GPP access.)
It may be worth noting that 3GPP network may not know the deployment scenario and the application’s performance in the UE in cases 1, 2 and 3. This points to the limitation in what can be achieved by various solutions.   
Proposal
It is proposed to add the following changes to TR 23.700-48 v0.3.0.

*** Start of changes ***
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Editor's note:	This clause will capture the evaluations related to the solutions per KI.

7.1 Evaluation of Key Issue #6 
There are 9 solutions to the Key Issue #6 
Solution #41 highlights that use of appropriate URSP settings and ATSSS configurations can indicate the UE to use 3GPP access as a preference for traffic that benefit from edge deployments. The solution applies to all three connectivity models. For session break-out, if update of traffic descriptors in URSP rules are required, the resulting rule may not be acted upon by the UE immediately. The ATSSS rules can be configured for more refined control of traffic steering if the conflicting non-3GPP access is integrated. The solution can achieve this outcome without any impacts to the specifications. However in this solution, the UE is not made aware whether any of the edge enablers are configured for the 3GPP access. 
Solution #42 provides UE with relevant information to decide the best path at the instance when a conflicting connectivity option is detected. The solution includes indication from SMF that edge enablers are deployed for the PDU Session for specific service flows and performance measurement configuration and/rules to evaluate RTT on the conflicting connectivity paths. These steps enable UE to make the appropriate decision. However, this solution requires that Application Server also supports the best path selection in the UE by configuring performance measurement parameters to compute RTT over 3GPP and non-3GPP paths.   
Solution #43 proposes two approaches to solve this key issue. For a case of integrated non-3GPP access, the SMF can reject PDU Sessions that require edge enablers when UE tries to move them to the integrated non-3GPP access. Since the focus of this key issue is non-integrated non-3GPP connectivity, this solution is not addressing the relevant scenario for this key issue. The second approach of UE obtaining analytics information about the 3GPP and non-3GPP accesses is conditional to the conclusion that FS_AIMLSys may reach on exposing network information to the UE. Also for this solution, the UE is not aware of whether the network has used any of the edge enablers for the PDU Session over 3GPP access and whether it has to perform additional analytics comparisons before deciding on traffic steering for this PDU Session. 
Solution #44 proposes that the ability for network to control UE’s traffic offloading decision is dependent on UE capability and UE’s subscription. UE may indicate to the SMF its capability to support the EDC functionality and to control application traffic switching via ePCO. If the UE subscription information includes EAS traffic switching information, the SMF indicates to UE that EAS traffic switching control is required. The solution proposes this capability to be linked to the EDC functionality, but EDC which is handling DNS queries from the UE may not have visibility of the actual application traffic and cannot enforce traffic routing rules.
Solution #45 proposes that application use the functionality in UE OS which allows it to attach traffic always to a specific PDU Session. However, the UE may not know if the PDU Session has any edge enablers deployed and will rely completely on application’s preference to use that network interface. It should also be noted that for operator deployed services, application clients can be designed to use this mechanism. 
Solution #46 proposes that SMF informs the UE requesting not to switch traffic to an FQDN for which edge enablers are provided in a PDU Session. The UE decision of traffic switching cannot be enforced as stated in the solution since it may happen in upper layers.
Solution #47 introduces two indications from SMF sent to the UE as part of ePCO in a PDU Session Establishment or PDU Session Modification. The “edge anchored” indicates that PDU Session is configured with a local PSA UPF or Branching point configured to access an Edge Data Centre. The “5GC preferred” indicates if the traffic is to be kept over 5GC, for example, if the services are available only over 5GC. The indications can be per Flow Descriptor(s). 
Solution#48 proposes to add “edge-anchored” indication to the RSD of the relevant URSP rule to give an indication to the UE that the traffic associated with this URSP rule may have a PSA in a local site. However this status indication cannot guarantee if the UE indeed will get the treatment of “edge anchored” at the time and location when a PDU session is established. The solution makes no reference whether the URSP can be updated based on the AF guidance at run time. 
Solution #49 also refers to the runtime update of a URSP rule either based on an update from AF or when the PCF is notified of the traffic offload to a local part of DN. UE may take the received URSP rules for future rule evaluations. In contrast to solution #41, this solution proposes additional field in the RSD to indicate “EC traffic” (similar to Edge-anchored indication in Solution #48).
Solution #45 describes that the key issue is actually solved in UE upper layers. 3GPP networks can additionally use the methods described in solution #41 for setting the Access Preference and finer control using ATSSS rules provide guidance to the UE not to switch traffic from 3GPP access. A way forward for this key issue is to capture the proposals from these two solutions in an information Annexe.
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