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Abstract: This contribution proposes to add the the option of interaction from AF (the server) to UDM via NEF to provide the role of the UE.
1. Introduction
 The solution #5 currently assumes that the configuration of “guest” or “host” device in a Home LAN is done outside the scope of 3GPp and left to implantation. This contribution proposes to add the he option of interaction from AF (the server) to UDM via NEF.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-17.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *

[bookmark: _Toc100993682]6.5	Solution 5: 5GC-capable UE behind 5G-RG using trusted Non-3GPP access
[bookmark: _Toc531707671][bookmark: _Toc97155720][bookmark: _Toc100846780][bookmark: _Toc100846925][bookmark: _Toc100993683]6.5.1	General
This solution is applicable when 802.1x (EAP over LAN) and 3GPP credentials are used to associate with the WLAN. In this option, the solution for trusted N3GPP is used as baseline but with the additional property that the service is offered via a wireline access and a 5G-RG. This solution can distinguish the 5GC-capable UE role and apply the different QoS and charging policy for the different categories of devices, for example for 5GC capable UE considered as host or guest of the local network of 5G-RG/HA 5G-RG. The member of the family decides on which 5GC capable UE considered as host (i.e. subscriber of the 5G-RG) and reports these 5GC capable UE IDs (e.g. MSISDN) to the operator via online or offline service. This is out of the scope of 3GPP. After that, the operator may configure the role in the UDM or the application function AF managing the service can send the subscription information to the UDM via NEF. it is the 5GC's responsibility to maintain such information and decides the 5GC capable UE role based on it.
The solution is based on the following architecture as defined in clause 4.10 of TS 23.316 [5]. The Ta interface is a non-roaming interface, which means the 5G-RG and TNGF belongs to the same PLMN. Then the UE and the 5G-RG belong to the same PLMN too.
NOTE:	For the UE accessing 5GC, the 5G-RG is treated as WLAN AP connecting to TNGF, so the same slice is supported by the 5G-RG and the TNGF.




Figure 6.5.1-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
[bookmark: _Toc531707672][bookmark: _Toc97155721][bookmark: _Toc100846781][bookmark: _Toc100846926][bookmark: _Toc100993684]6.5.2	Registration procedure
In this solution, the 5G-RG acts as TNAP and is behaved as authenticator, the interface between the 5G-RG and W-5GAN is assumed an AAA interface.



Figure 6.5.2-1: Registration procedure
[bookmark: _Toc528752221][bookmark: _Toc97155722]0.	5G-RG has successfully registered to the AMF1. 5G-RG obtained the 5G-RG GUTI from 5GC.
	A layer-2 connection is established between the UE and the 5G-RG. In case of IEEE 802.11 this step corresponds to an 802.11 Association. Optionally, the 5G-RG may send 5G-RG 5G-GUTI to the UE via ANQP message.
Editor's note:	Security aspects of sending 5G-RG 5G-GUTI in ANQP should be verified by SA WG3.
[bookmark: MCCTEMPBM_00000011]1a-1c.	An EAP authentication procedure is initiated. EAP messages are encapsulated into layer-2 packets, i.e. into Ethernet-over-LAN packets. The UE provides a NAI in the EAP-Res/Identity message. This EAP-Res/Identity is encapsulated in the AAA message as defined in clause 4.12a.2.2, step 3 of TS 23.502 [3] by 5G-RG. If the 5G-RG does not transport the 5G-GUTI via ANQP message, the 5G-RG also includes 5G-RG 5G-GUTI in this AAA message. The AAA message is encapsulated over IP layer, the source IP address is the 5G-RG's IP address allocated by the 5GC in the PDU session established procedure via wireline or wireless access, the destination IP address is the TNGF IP address configured on the 5G-RG side or queried through the DNS procedure.
[bookmark: MCCTEMPBM_00000012][bookmark: MCCTEMPBM_00000024]1d.	An EAP-5G procedure is executed as specified in TS 23.502 [3] and TS 33.501 [9]. The W-5GAN sends the EAP-5G start message including the 5G-RG GUTI to the UE.
1e.	The UE sends the AN parameters (e.g. UE SUCI or the 5G-GUTI, Requested NSSAI, etc.) and NAS Registration request message (e.g. Registration type, UE SUCI or 5G-GUTI, Security parameters, Requested NSSAI, etc.) in the EAP-5G. In addition, in the NAS Registration request message, the UE includes the 5G-RG 5G-GUTI received from the EAP-5G start message. The 5G-RG 5G-GUTI is used by AMF to find the 5G-RG context and obtain 5G-RG SUPI.
2.	W-5GAN selects the AMF2 for UE as specified in clause 4.2.2.2.2 of TS 23.501 [2] with the UE 5G-GUTI or Requested NSSAI. This AMF2 may be the same or different from the AMF1.
[bookmark: MCCTEMPBM_00000013][bookmark: MCCTEMPBM_00000025]3-4.	The AMF2 received the Registration request message and the UE authentication procedure is performed based on the UE 3GPP credential as defined in TS 23.502 [3] and TS 33.501 [9].
5-6.	With the existing of 5G-RG GUTI, the AMF2 knows that the UE is accessing 5GC via 5G-RG. In order to obtain the 5G-RG SUPI, the AMF2 finds the 5G-RG context based on the 5G-RG 5G-GUTI. If there is no 5G-RG context in the AMF2, AMF2 requests the 5G-RG SUPI from AMF1. To be more specific, the AMF2 selects the AMF1 based on the 5G-RG 5G-GUTI and sends the request message to the AMF1 including the 5G-RG 5G-GUTI and SUPI requested indication. AMF1 finds the 5G-RG context based on the 5G-RG 5G-GUTI and replies the 5G-RG SUPI to the AMF2.
7-8.	The AMF2 selects the UDM based on 5G-RG SUPI, and requests 5G-RG's subscribed UE ID list from the UDM.. The 5G-RG's subscribed UE ID list includes the UE IDs, e.g. UE SUPI or UE MSISDN. If the UE ID sent by AMF2 to UDM belongs to the subscribed UE ID list, the UE is treated as the subscriber of the 5G-RG. If the UE ID does not belong to the subscribed UE ID list and the 5G-RG only allows the subscribed UE, the UDM shall reject the UE. The UDM stores the serving AMF identity and will notify the AMF when the 5G-RG's subscribed UE ID list is updated.
9.	The UDM sends the subscribed UE ID list to the AMF2. AMF2 stored the subscribed UE ID list and decides if the UE is the subscribed UE of the 5G-RG. If the UE is not the subscriber of 5G-RG and the 5G-RG only allows the subscribed UE, the AMF shall reject the UE.
10-11.	The AMF2 requests the policy from PCF.
[bookmark: MCCTEMPBM_00000014]12-16.	The same steps as defined in clause 4.12a.2, steps 10a to 15b of  TS 23.502 [3].
During the PDU session establishment procedure triggered by the remote UE, the procedure defined in clause 4.12a.5 of TS 23.502 [3] is applied, with the following difference:
	Step 2a: If the AMF2 identifies the UE as the subscribed UE of the 5G-RG, it sends the subscribed UE indication to the SMF2. The SMF2 forwards this information to the PCF, the PCF may create the different QoS or/and charging rules based on the UE role, i.e. subscribed UE or unsubscribed UE. For example, the PCF will apply the higher priority 5QI value for the subscribed UE traffic than the unsubscribed UE. The SMF2 creates the DSCP value based on 5QI and the UE role.
	Step 2b: The SMF2 sends N2 SM information to the TNGF, including the mapping between the QFI and the DSCP value. The TNGF can provide DSCP value to UE for the User Plane IPsec Child SA at PDU Session Establishment as defined in clause 4.12.5, step 4a and 4c.
In the UE's PLMN, for the downlink data, the TNGF marks the DSCP in the outer IP header based on the mapping between the QFI and DSCP received from SMF2. For the uplink, the UE marks the DSCP using the DSCP value associated with the Child SA.
In the 5G-RG's PLMN, the QoS is controlled per description for the PCF, SMF and UPF in the clause D.7 of TS 23.501 [2].
6.5.3	Provisioning of subscription information in UDM 
This optional procedure to provision the UDM with the UE role when connected to the 5G-RG.
[image: ]
Figure 6.5.2-2: Provisioning of UE rule
1) The 5G-RG or the user via application out of scope of 3GPP interacts with AF via UP for configuration of Home Local network device information
2) The AF provides via NEF the Role information for the UE id when connected to the 5G-RG id to UDM and optionally the corresponding QoS profile(s) to be applied when connected. The UE id may be the MSISDN of the UE.
3) The UDM acknowledge the request

[bookmark: _Toc100846782][bookmark: _Toc100846927][bookmark: _Toc100993685]6.5.34	Impacts on existing Functions
UDM:
-	The 5G-RG subscription data is extended to include the subscribed UE list.
-	Optionally the UDM may be provided via NEF by AF the role of UE device behind the 5G-RG
AMF:
-	Obtain the 5G-RG GUTI from NAS message, and then request the 5G-RG SUPI from the 5G-RG's serving AMF.
-	Request the 5G-RG's subscribed UE list from UDM based on the 5G-RG SUPI.
PCF:
-	Decide the 5QI based on the UE role, i.e. the subscribed UE or unsubscribed UE indicated by the SMF.
SMF:
-	Transfer to the PCF the UE role, i.e. the subscribed UE or unsubscribed UE received from the AMF.
NEF:
· New service for configuration of UE role for device behind the 5G-RG
5G-RG:
-	Send the 5G-RG GUTI to the UE. There are two options, the impacts on each one is as follows:
	Option 1: The 5G-RG sends the 5G-RG GUTI to TNGF via the Ta interface. As the 5G-RG and TNGF are defined by 3GPP, the Ta interface can also be defined by 3GPP.
	Option 2: The 5G-RG sends the 5G-RG GUTI to the UE via ANQP message.
UE:
-	Send the 5G-RG GUTI to the AMF via the NAS message.


* * * * Second change * * * *


* * * * Third change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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