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* * * * start of 1st change * * * *
[bookmark: _Toc106193700][bookmark: _Toc91153641][bookmark: _Toc91153809][bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc91153549][bookmark: _Toc83355858][bookmark: _Toc68061709]4.15.6.x	Application guidance for for setting user priority for a particular slice
This clause describes the procedures to allow an AF to provide guidance for setting policy to NSACF via NEF. The AF may belong to the operator or to an external party. 
In some cases AF provides different contract qualities level (e.g. gold, silver and bronze), and needs to provide high priority treatment to the higher level of contract qualities .The guidance for setting user priority for a particular slice policy may be needed in the this case while NSACF applies network slice admission control.
The AF request sent to the NEF contains the information as below:
1)	S-NSSAI.
	The S-NSSAI is the slice for which AF provides guidiance to set the user priority.
2)	UE ID(s) and Contract Qualities.
	The list of UE ID(s) and corresponding Contract Qualities..

Figure 4.15.6.11-1 illustrates the procedure for setting slice grouping priority.


1.  The AF may send a policy to set user priority for a particular slice using Nnef_SliceGrouping_Create/Update/Delete Request (S-NSSAI, GPSI, Contract Qualities ) message to the NEF.
2.	The NEF sends Nnsacf_SliceGrouping_Create/Update/Delete Request (S-NSSAI, GPSI, Contract Qualities ) message to the NSACF to set the policy.
3.	NSACF set the policy and provides Nnsacf_SliceGrouping_Create/Update/Delete Response to NEF.
4.	The NEF informs the AF about setting successful policy by sending Nnef_SliceGrouping_Create/Update/Delete Response to AF.
* * * * start of 2nd change * * * *
[bookmark: _Toc20204442][bookmark: _Toc27895141][bookmark: _Toc36192238][bookmark: _Toc45193351][bookmark: _Toc47592983][bookmark: _Toc51835070][bookmark: _Toc91154141]5.2.6.x	Nnef_SliceGrouping service
[bookmark: _Toc20204562][bookmark: _Toc27895262][bookmark: _Toc36192360][bookmark: _Toc45193473][bookmark: _Toc47593105][bookmark: _Toc51835192][bookmark: _Toc106194144]5.2.6.x.1	General
This service is for allowing external party to set user priority for a particular slice policy which can be used by NSACF during network slice admission control by providing high priority treatment to higher level of contract qualities. The detailed information is described in clause 4.15.6.11.
[bookmark: _Toc20204563][bookmark: _Toc27895263][bookmark: _Toc36192361][bookmark: _Toc45193474][bookmark: _Toc47593106][bookmark: _Toc51835193][bookmark: _Toc106194145]5.2.6.x.2	Nnef_SliceGrouping_Create operation
Service operation name: Nnef_SliceGrouping_Create
Description: The consumer creates user priority for a particular slice policy in the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Transaction Reference ID, operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204564][bookmark: _Toc27895264][bookmark: _Toc36192362][bookmark: _Toc45193475][bookmark: _Toc47593107][bookmark: _Toc51835194][bookmark: _Toc106194146]5.2.6.x.3	Nnef_SliceGrouping_Update operation
Service operation name: Nnef_SliceGrouping_Update
Description: The consumer updates user priority for a particular slice policy in the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204565][bookmark: _Toc27895265][bookmark: _Toc36192363][bookmark: _Toc45193476][bookmark: _Toc47593108][bookmark: _Toc51835195][bookmark: _Toc106194147]5.2.6.x.4	Nnef_SliceGrouping_Delete operation
Service operation name: Nnef_SliceGrouping_Delete
Description: The consumer deletes user priority for a particular slice policy from the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

* * * * start of 3rd change * * * *
[bookmark: _Toc106194396][bookmark: _Toc106194402][bookmark: _Toc20204443][bookmark: _Toc27895142][bookmark: _Toc36192239][bookmark: _Toc45193352][bookmark: _Toc47592984][bookmark: _Toc51835071][bookmark: _Toc91154142]5.2.21.1	General
The following table illustrates the NSACF services.
Table 5.2.21.1-1: List of NSACF services
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnsacf_NSAC
	NumOfUEsUpdate
	Request/Response
	AMF, SMF (NOTE 1)

	
	NumOfPDUsUpdate
	
	SMF

	
	EACNotify
	
	AMF

	Nnsacf_SliceEventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF, AF (NOTE 2)

	
	Unsubscribe
	
	NEF, NWDAF, AF

	
	Notify
	
	NEF, NWDAF, AF

	Nnsacf_SliceGrouping
	Create
	Request/Response
	NEF, AF

	
	Update
	
	

	
	Delete
	
	

	NOTE 1:	If EPS counting is required for the S-NSSAI, the SMF+PGW-C uses the Nnsacf_NumberOfUEs Update services operation and Nnsacf_NumberOfPDUsUpdate at PDN connection establishment procedure.
NOTE 2:	The AF can access NSACF services either via NEF to NSACF in case of untrusted AF or directly in case of trusted AF.


5.2.21.x	 Nsacf_SliceGrouping service
5.2.21.x.1	General
This service is for allowing external party to set user priority for a particular slice policy which can be used by NSACF during network slice admission control by providing high priority treatment to higher level of contract qualities. The detailed information is described in clause 4.15.6.11.
5.2.21.x.2	Nnsacf_SliceGrouping_Create operation
Service operation name: Nnsacf_SliceGrouping_Create
Description: The consumer creates user priority for a particular slice policy in the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Transaction Reference ID, operation execution result indication.
Outputs, Optional: None.
5.2.21.x.3	Nnsacf_SliceGrouping_Update operation
Service operation name: Nnsacf_SliceGrouping_Update
Description: The consumer updates user priority for a particular slice policy in the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
5.2.21.x.4	Nnsacf_SliceGrouping_Delete operation
Service operation name: Nnsacf_SliceGrouping_Delete
Description: The consumer deletes user priority for a particular slice policy from the NSACF via the NEF.
Inputs, Required: S-NSSAI, UE ID(s) and Contractual Qualities.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
* * * * start of 4th change * * * *
[bookmark: _Toc106193395][bookmark: _Toc20204437][bookmark: _Toc27895136][bookmark: _Toc36192233][bookmark: _Toc45193346][bookmark: _Toc47592978][bookmark: _Toc51835065][bookmark: _Toc91154136]4.2.11.2	Number of UEs per network slice availability check and update procedure
The number of UEs per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of UEs registered with an S-NSSAI which is subject to NSAC. The AMF is configured with the information indicating which network slice is subject to NSAC.


Figure 4.2.11.2-1: Number of UEs per network slice availability check and update procedure
1.	If the AMF is not aware of which NSACF to communicate, the AMF performs NSACF discovery as described in clause 6.3.22 of TS 23.501 [2] and in clause 5.2.7.3.2. The AMF triggers the Number of UEs per network slice availability check and update procedure to update the number of UEs registered with a network slice when a network slice subject to NSAC is included in the Allowed NSSAI (i.e. the AMF requests to register the UE with the S-NSSAI) or removed from the Allowed NSSAI (i.e. the AMF requests to de-register the UE from the S-NSSAI) for a UE. The trigger event at the AMF also includes the change of Allowed NSSAI in case of inter-AMF mobility. The procedure is triggered in the following cases:
-	At UE Registration procedure, according to clause 4.2.2.2.2 (including Registration types of Initial Registration or Mobility Registration Update in inter-AMF mobility in CM-CONNECTED or CM-IDLE state):
-	before the Registration Accept in step 21 if the EAC mode is active; or
-	after the Registration Accept message if the EAC mode is not active;
-	At UE Deregistration procedure, as per clause 4.2.2.3, after the Deregistration procedure is completed;
-	At UE Configuration Update procedure (which may result from NSSAA procedure or subscribed S-NSSAI change):
-	before the UE Configuration Update message if the EAC mode is active and the update flag is to increase; or
-	after the UE Configuration Update message if the EAC mode is active and the update flag is to decrease; or
-	after the UE Configuration Update message if the EAC mode is not active.
NOTE 1:	Depending on the deployment, there may be different NSACF for different S-NSSAI subject to NSAC and hence, during the registration, AMF triggers the Number of UEs per network slice availability check and update procedure to multiple NSACFs.
2.	The AMF sends Nnsacf_NSAC_NumOfUEsUpdate_Request message to the NSACF. The AMF includes in the message the UE ID, Access Type to which the Allowed NSSAI is applied, the S-NSSAI(s), the NF ID and the update flag which indicates whether the number of UEs registered with the S-NSSAI(s) is to be increased when the UE has gained registration to network slice(s) subject to NSAC or the number of UEs registered with the S-NSSAI(s) is to be decreased when the UE has deregistered from S-NSSAI(s) or could not renew its registration to an S-NSSAI subject to NSAC.
	If this is the first time to perform NSAC procedure for the S-NSSAI towards the NSACF, the AMF includes notification endpoint for EAC Notification to implicitly subscribe the EAC notification for the S-NSSAI from the NSACF.
3.	The NSACF determines whether the Access Type provided by the AMF is configured for the NSAC based on its configuration. If the Access Type is not configured for the NSAC, the NSACF always accepts the request from the AMF without increasing or decreasing the number of UEs. If the Access Type is configured for the NSAC, the NSACF updates the current number of UEs registered for the S-NSSAI, i.e. increases or decrease the number of UEs registered per network slice based on the information provided by the AMF in the update flag parameter.
	If the update flag parameter from the AMF indicates increase, the following applies:
-	If the UE ID is already in the list of UEs registered with the network slice, the current number of UEs is not increased as the UE has already been counted as registered with the network slice. The NSACF creates a new entry associated with this new update and shall also maintain the old entry associated with previous update. The multiple entries for the same UE ID in the NSACF are differentiated based on the NF ID of the NF sending the update request. The NSACF removes the entry associated with the NF ID upon reception of a request having update flag indicating decrease.
NOTE 2:	The use case of having two or more entries in the NSACF for the same UE can happen during (a) inter-AMF mobility when the new AMF request update to the NSACF before the old AMF sends request to deregister the UE; or (b) PDN connections establishment in the EPC when multiple SMF +PGW-Cs (i.e. used for different PDN Connections associated with the same S-NSSAI) send update requests for maximum number of UEs to the NSACF.
NOTE 3:	To handle AMF graceful removal, the NSACF can subscribe for unavailability notifications with the AMF (directly or via NRF) as described in clause 5.21.2.2 and act accordingly, e.g. update the NF ID with the target AMF ID.
-	If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice as a new entry associated with this new update and increases the current number of the UEs registered with the network slice. If the UE ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs for that S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of UEs registered with the network slice has been reached. If the NSACF has been provisioned with user priority for a particular slice policy and the received UE ID belongs to higher quality contractual level, is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs for that S-NSSAI has already been reached then NSACF accepts the request by deciding to release one of the lower quality contractual level UE. NSACF shall send a request to AMF to deregister the slice for the mentioned UE. (To release the lower priority UE new service operation at AMF is needed)
     Another approach would be left to NSACF where it simply may accept the request from higher priority UEs even if quota is exceeded.
	If the update flag parameter from the AMF indicates decrease and if there is only one entry associated with the UE ID, the NSACF removes the UE ID from the list of UEs registered with the network slice for each of the S-NSSAI(s) indicated in the request from the AMF and also the NSACF decreases the number of UEs per network slice that is maintained by the NSACF for each of these network slices. If there are multiple entries associated with the UE ID, the NSACF removes the entry associated with the NF ID but the UE ID is kept in the list of UEs registered with the S-NSSAI.
	The NSACF takes access type into account for increasing and decreasing the number of UEs per network slice as described in clause 5.15.11.1 of TS 23.501 [2].
	The NSACF stores the notification endpoint for EAC Notification associated with the S-NSSAI if it is received from the AMF. The NSACF can use this AMF notification endpoint to update the EAC mode as described in clause 4.2.11.3.
NOTE 4:	This enables the NSACF to maintain up-to-date information about the AMFs serving the S-NSSAIs.
4.	The NSACF returns the Nnsacf_NSAC_NumOfUEsUpdate_Response message including Result indication per S-NSSAI. The Result indication includes either 'maximum number of UEs registered with the network slice reached' or 'maximum number of UEs registered with the network slice not reached'.
	At UE Registration procedure, if only some of the S-NSSAIs reached the maximum number of UEs per S-NSSAI, the AMF sends a Registration Accept message to the UE in which the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI list for which the NSACF has indicated that the maximum number of UEs per network slice has been reached and for each rejected S-NSSAI the AMF includes a reject cause set to 'maximum number of UEs per network slice reached' and optionally a back-off timer.
	When for all the Requested S-NSSAI(s) provided in step 2 the NSACF returned the maximum number of UEs per network slice has been reached and if one or more subscribed S-NSSAIs are marked as default in the subscription data and not subject to NSAC, the AMF can decide to include these Default Subscribed S-NSSAIs in the Allowed NSSAI. Otherwise, the AMF rejects the UE request for registration. In the Registration Reject message, the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter and for each rejected S-NSSAI the AMF includes a reject cause to indicate that the maximum number of UEs per network slice has been reached and optionally a back-off timer.
NOTE 5:	If the use case requires the UE to remain reachable at all times with at least one slice, it is recommended that at least one of the Subscribed S-NSSAIs is marked as the default S-NSSAI which is not subject to NSAC. This will ensure the UE is able to access to services even when maximum number of UEs per network slice has been reached.
* * * * start of 5th change * * * *
[bookmark: _Toc106193397]4.2.11.4	Number of PDU Sessions per network slice availability check and update procedure
The number of PDU Sessions per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of PDU Sessions established on S-NSSAI which is subject to NSAC. The SMF is configured with the information indicating which network slice is subject to NSAC.
NOTE 1:	EAC mode is not applicable for Number of PDU Sessions per network slice availability check and update procedure.


Figure 4.2.11.4-1: Number of PDU Sessions per network slice availability check and update procedure
1.	If the SMF is not aware of which NSACF to communicate, the SMF performs NSACF discovery as described in clause 6.3.22 of TS 23.501 [2] and in clause 5.2.7.3.2. The SMF anchoring the PDU session triggers the Number of PDU Sessions per network slice availability check and update procedure for the network slices that are subject to NSAC at the beginning of a PDU Session Establishment procedure (clause 4.3.2.2.1 and clause 4.3.2.2.2) only for new PDU Sessions to be established and as a last step of successful PDU Session Release procedure (clause 4.3.4.2 and clause 4.3.4.3).
NOTE 2:	SMFs handling PDU sessions associated with UE Request Type "Existing PDU Session" for intra access handover purposes do not interact with the NSACF.
2.	The SMF anchoring the PDU session sends Nnsacf_NSAC_NumOfPDUsUpdate_Request message to the NSACF. The SMF includes in the message the UE-ID, the PDU session ID, S-NSSAI for which the number of PDU Sessions per network slice update is required, Access Type and the update flag. The update flag may include one of the following values:
-	'increase' which indicates that the number of PDUs established on the S-NSSAI is to be increased when the procedure is triggered at the beginning of PDU Session Establishment procedure or when a new user plane leg is to be established for an MA PDU Session;
-	'decrease' which indicates that the number of PDU Sessions on the S-NSSAI is to be decreased when the procedure is triggered at the end of PDU Sessions Release procedure or when an existing user plane leg is to be released for an MA PDU Session; or
-	'update' which indicates that for existing PDU Session the Access Type is to be replaced with a new Access Type during inter access mobility.
NOTE 3:	For SSC mode 3 PDU session, the SMF of the new PDU Session invokes the NSACF to increase the number of PDU Session and adds the new PDU session ID in the NSACF. When the old PDU session is released the SMF of the old PDU session invokes the NSACF to decrease the number of PDU Session and remove the old PDU session ID in the NSACF.
NOTE 4:	An SMF anchoring an IPv6 Multi-homed PDU session does not invoke NSACF for an S-NSSAI subject to NSAC when the PDU session replaces an existing anchor according to clause 4.3.5.3.
3.	The NSACF updates the current number of PDU Sessions established on the S-NSSAI, i.e. increase or decrease the number of PDU Sessions per network slice based on the information provided by the anchor SMF in the update flag parameter.
	If the update flag parameter from the SMF anchoring the PDU session indicates increase value and the maximum number of PDU Sessions established on the S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of PDU Sessions per network slice has been reached. If the maximum number of PDU Sessions established on the S-NSSAI has not been reached, the NSACF checks the UE ID. If the UE ID is located, the NSACF, stores the PDU Session ID and the Access Type and increases the number of PDU Sessions for that S-NSSAI. If the NSACF did not locate the UE ID, it creates an entry for the UE ID, stores the PDU Session ID and Access Type and increases the number of PDU Sessions for that S-NSSAI. If the NSACF has been provisioned with user priority for a particular slice policy and the received UE ID belongs to higher quality contractual level, is not in the list of UEs established PDUs with that S-NSSAI and the maximum number of PDUs for that S-NSSAI has already been reached then NSACF accepts the request by deciding to release one of the lower quality contractual level UE. NSACF shall send a request with one PDU Session ID for the UE to SMF to release the established PDU. (To release the lower priority UE new service operation at SMF is needed)
     Another approach would be left to NSACF where it simply may accept the request from higher priority UEs even if quota is exceeded.
	If the update flag parameter from the SMF anchoring the PDU session indicates decrease value, the current number of PDU Sessions per S-NSSAI, the NSACF locates the UE ID and decreases the number of PDU Sessions for that S-NSSAI and its related PDU Session ID. If the UE ID has no more PDU sessions, after the decrease, the NSACF removes the UE ID entry.
	If the update flag parameter from the SMF anchoring the PDU session indicates update value, the NSACF locates the existing entry with UE ID and PDU Session ID and replaces the Access Type in the existing entry.
	The NSACF takes the Access Type parameter into account for increasing and decreasing the number of PDU Sessions per S-NSSAI as described in clause 5.15.11.2 of TS 23.501 [2]. For MA PDU Session, if the SMF received information that the UE is registered over both accesses, the SMF provides multiple Access Types to the NSACF. If the NSACF receives a request containing multiple Access Types, the NSACF provides a Result indication for each Access Type.
4.	The NSACF acknowledges the update to the anchor SMF with Nnsacf_NSAC_NumOfPDUsUpdate_Response message including a Result indication. If the NSACF returns a Result indication including 'maximum number of PDU Sessions per S-NSSAI reached', the SMF rejects the PDU Session establishment request with reject cause set to 'maximum number of PDU Sessions per S-NSSAI reached' and optionally a back-off timer and the Access Type.
	For MA PDU Session, the NSACF may accept the MA PDU Session and may provide to the SMF a Result indicating 'maximum number of PDU Sessions per S-NSSAI reached' or 'maximum number of PDU Sessions per S-NSSAI not reached' associated with an Access Type. If the NSACF indicates a failure that is associated with the Access Type over which the UE sent the MA PDU Session Establishment Request, the SMF sends to the UE a PDU Session Establishment Reject with a Result indication including 'maximum number of PDU Sessions per S-NSSAI reached' ,optionally a back-off timer and the Access Type. When the SMF rejects the MA PDU Session, the SMF sets the Access Type parameter as follows:
-	If the UE is registered via both accesses and:
-	If the NSACF indicates failure for both accesses, the Access Type indicates both accesses;
-	If the NSACF indicates failure for the access over which the MA PDU Session Establishment Request is received, the Access Type indicates the access over which the MA PDU Session Request is received.
NOTE 5:	If the UE is registered in both accesses and the NSACF indicates failure for the access different from the access over which the MA PDU Session Establishment Request is received, the SMF accepts the MA PDU Session Request and does not provide back-off timer to the UE.
-	If the UE is registered via a single access, the Access Type indicates the access over which the MA PDU Session Request is received.
	If the UE receives back-off timer, the UE shall not request the establishment of user-plane resources on the restricted Access Type until the back-off timer expires. The UE may request a PDU Session via the Access Type which is not restricted.
	In the case of a PDU Session Establishment failure, the anchor SMF triggers another request to the NSACF with the update flag parameter equal to decrease in order to re-adjust back the PDU Session counter in the NSACF.

* * * * end of changes * * * *
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