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1
Discussion

Given that KI#2 of the FS_eNPN_Ph2 study is supposed to complete in Q3 of 2022, this contribution proposes initial conclusions for KI#2.

KI#2 studies the following:

Currently the 3GPP specifications do not support direct connection to SNPN via non-3GPP access networks. Indirect connection to SNPN via PLMN using untrusted non-3GPP access architecture is supported as shown in Annex D, clause D.3 of TS 23.501 [3] (PLMN as underlay network and SNPN as overlay network).

There are already non-3GPP access technologies which are in use in enterprises and campuses, and it is foreseen that use of such non-3GPP access technologies will continue to evolve. The integration of these existing technologies in the SNPN would add flexibility to the SNPN operators. In general, the solutions of this key issue aim to address the support for non-3GPP access for SNPN.

One objective of this key issue is to enable the 5GS to support direct connection of non-3GPP access networks to the SNPN's 5GC.

NOTE 1:
Co-ordination with BBF and CableLabs will take place as needed during the study for solutions related to Wireline 5G Access Network.

NOTE 2:
Roaming for SNPN is out of scope of this key issue.
A companion contribution for this meeting (S2-2205506) proposes evaluation of KI#2 solutions. 

This contribution proposes initial conclusions.
2
Proposal

It is proposed to agree the proposed text for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***

8
Conclusions

8.x
Conclusions for Key Issue #2: Support of Non-3GPP access for SNPN
The following conclusions are agreed for normative work:

-
Access to SNPN services via Untrusted non-3GPP access network shall be specified according to the principles described in Solution #2, including support for Emergency services. Specifically,

-
UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501.
-
Access to SNPN services via Trusted non-3GPP access network shall be specified according to the principles described in Solution #3, including support for Credentials Holder, Emergency services and UE onboarding. Specifically,

-
UE shall be able to construct a prioritized list of WLAN access networks by using enhanced WLAN Selection Policy (WLANSP) rules from ANDSP (currently supported only for PLMN in TS 23.402) or based on local configuration.
-
N3IWF and TNGF shall be able to include the “selected NID” in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define.

-
Access to SNPN services via wireline access network shall be supported by defining a new GCI including a “NID”. [To be clarified whether this applies for 5G-RG or FN-RG or both]
-
The NSWO procedure shall be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose “realm” part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN’s 5GC, which is already supported.
NOTE: Additional conclusions for wireline access related to UE behind 5G-RG can be made based on the progress on the FS_5WWC_Ph2 study.

Editor's note: Additional conclusions related to the use of the same credentials for access to SNPN with NG-RAN and to WLAN Access Network as proposed in Solution #16 can be considered after progress in SA3.
*** END CHANGES ***
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