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[bookmark: _GoBack]Abstract: This paper proposes evaluation and conclusion of KI#2 for FS_SFC.
1. Introduction/Discussion
In this paper, evaluation part is added for the KI#2, and the conclusion is also provided.
2. Text Proposal
It is proposed to capture the following changes into the TR 23.700-18.
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Editor's note:	This clause will provide evaluation of different solutions.
7.2	Evaluation for KI#2
The KI#2 is related to how to enable AF request predefined SFC for the related traffic flow(s). There are 5 solutions to address KI#2, i.e. solution #2, 3, 4, 6, 8. The solution can be summarized as following:
· Solution #2: AF provide traffic steering policy ID(s) (AF-TSPs), which is in mutually exclusive way with current routing info and/or routing profile ID, to 5GS network. The TSP ID(s) is pre-defined in 5GS and known by the AF based on the SLA. 
· Solution #3: Propose two options. 
· Option a: AF provide explicitly traffic steering policy ID(s) (AF-TSPs) to 5GS network. The TSP ID is pre-defined in 5GS and known by the AF based on the SLA. It is also propose to define a new API to discover the available SFC/SFP by the AF; 
· Option b: AF provide metadata information on how should the UPF "tag" (e.g. NSH / VXLAN tag etc.) the classified traffic to 5GS network.It is assumed that the SFC information is not available to the 5GC and entirely controlled by the AF. 
· Solution #4: AF provides SFP ID and optionally metadata to to 5GS network. The SFP ID is pre-defined in 5GS and known by the AF based on the SLA.
· Solution #6: AF provides SFC Configuration Parameter which includes the UE identifies, the SFC ID and the classification rule to 5GS network. The SFC ID is pre-defined in 5GS and known by the AF based on the SLA.
· Solution #7: AF provides SFC ID, a DNAI and metadata information to 5GS network. The SFC ID is either pre-defined in 5GS and known by the AF based on the SLA, or is discovered by the AF.
· Solution #8: AF provide SFC ID to 5GS network. The SFC ID is predefined in the 5GS and known by the AF based on the SLA. It is allowed that the AF can include both the SFC ID and routing requirement for the same traffic in one request or in the separate request (e.g. the AF-influenced traffic steering information for a group can coexist with the N6-LAN traffic steering control information for a member UE).
All the solution supports that the AF can provide the pre-defined SFC ID(s)/TSP ID(s) to activate the N6-LAN traffic steering. In different proposal different name, i.e. SFC or TSP ID, is used. But they all point to a pre-defined SFC policy and known by the AF based on the SLA.
In addition solution #3 provide an option that AF can provide the metadata information on how should the UPF "tag" (e.g. NSH / VXLAN tag etc.) the classified traffic under the assumption that SFC information is not available to the 5GC and entirely controlled by the AF. Solution 3 and Solution #7 also enable the AF to discover the SFP ID. 
According to the requirement in clause 6.35.3 of TS 22.261[6] as follows:
-	The service function management shall allow the operator to create, modify, and delete a service function based on operator’s service function chaining policies.
-	The service function management shall allow the operator to create, configure, and control a chain of service functions per application and its users on per UE basis based on operator’s policy or request from third parties.
-	The service function management shall be able to manage service function chaining for deployments where the Hosted Services are provided by the operator and for deployments where the Hosted Services are provided by a third party;
There is no requirement regarding the AF discovers the SFC ID via providing a list of SF services. If the query via the OAM is supported, a common understanding on the name of each service function between the 3rd party and operator is required. This cannot be done automatically. Then it is not much difference comparing the AF know the related SFC ID via SLA. However this discovery mechanism add some additional work for the new API definition and name coordination. Also the SFC discovery is one time work, i.e. to be aware by AF one time, and not required to be done dynamically. Hence it is proposed no need to define new API(s) to discover the SFC as described in solution #3(option-a) and solution #7.
The definition that hosted Service is a service containing the operator's own application(s) and/or trusted third-party application(s) in the Service Hosting Environment which is located inside of 5G network and fully controlled by the operator. Hence solution#3(option-b) is out of the scope of this study.
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Editor's note: This clause will list conclusions that have been agreed during the course of the study item activities.
8.2	Conclusions on KI#2
The following is concluded for normative work:
· Enhance the Nnef_TrafficInfluence or Npcf_PolicyAuthorization service to include a pre-defined SFC ID(s) in downlink and/or uplink to activate the N6-LAN traffic steering by AF.
· Support the request for N6-LAN traffic steering control and AF-influenced traffic steering control for the same traffic simultaneously by the AF as described in solution #8.
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