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Abstract of the contribution: This contribution proposes to add a new solution to support network control for UE behavior for Key Issues#6 of TR 23.700-41.
Discussion 
Network slicing service may require that UE does not need to register in the network when there is no PDU session request, and only initiates registration and PDU session requests when there is a data connection request.

The problems solved by this solution can be summarized into the following:

· How does the UE cooperate with the network to realize on-demand registration of different network slices, so that specific services can only be registered in the network when there is a PDU session request;
· How the network performs related processing to control the duration of sessions and registrations.
We propose an enhancement solution based on the existing network slice admission control methods. The network configures the NSACF with thresholds for the maximum number of UEs.

During registration procedure, NSACF sets a registration timer for the registered UEs of each Allowed S-NSSAI. When the number of registrations reaches the threshold of the maximum number of UEs, the NSACF interact with AMF to de-registration UEs which has the longest registration timer, and AMF performs deregistration.

Proposal

It is proposed to update TR 23.700-41 as follows:
**** First Change ****
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #15: Service continuity in case of Network Slice instance overload
	X
	
	
	
	
	

	Solution #16: UE assisted slice based VPLMN prioritization for Extended SoR
	
	X
	
	
	
	

	Solution #17: Slice based VPLMN Selection Policy
	
	X
	
	
	
	

	Solution #18: Sending rejected NSSAI to the UDM to assist the UDM to steer the UE to the PLMN supporting rejected NSSAI
	
	X
	
	
	
	

	Solution #19: configuring the UE with network slice aware preferred PLMNs lists
	
	X
	
	
	
	

	Solution #20: VPLMN Selection following existing SoR information
	
	X
	
	
	
	

	Solution #21: Temporary slice based on URSP
	
	
	X
	
	
	

	Solution #22: Enabling graceful slice termination with support of UE policies
	
	
	X
	
	
	

	Solution #23: UE registration for conditional network slices
	
	
	X
	
	X
	

	Solution #24: On the handling temporary network slices
	
	
	X
	
	
	

	Solution #25: Handling Rejected S-NSSAIs in some TAs of RA
	
	
	
	
	X
	

	Solution #26: Multiple areas and resource partitioning
	
	
	X
	
	X
	

	Solution #27: Exception to the rejected NSSAI handling
	
	
	
	
	X
	

	Solution #28: Support of network slices with TA granularity within a RA
	
	
	
	
	X
	

	Solution #29: On handling S-NSSAIs not supported in certain TAs of a RA during a registration
	
	
	X
	
	X
	

	Solution #30: Rejected S-NSSAI with new cause value
	
	
	
	
	X
	

	Solution #31: Enabling Flexible RAs with Slice Service Area
	
	
	
	
	X
	

	Solution #32: Solution for Network Control for UE Slice Use
	X
	
	
	
	
	X

	Solution #33: Slice-specific implicit deactivation timers
	
	
	
	
	
	X

	Solution #34: On-demand slices
	
	
	
	
	
	X

	Solution #35: Network Slice usage control by the network
	
	
	
	
	
	X

	Solution #36: UE provided reason for registration to S-NSSAI
	
	
	
	
	
	X

	Solution #37: Actual UE Activity-based Slice Admission Control
	
	
	
	
	
	X

	Solution #38: On configuring the UE with UE behaviour policies
	
	
	
	
	
	X

	Solution #39: Serving PLMN steering UE to preferred slice for selection of PDU session
	
	
	
	
	
	X

	Solution # x: Improve Network Control with Network Slice Admission Control
	
	
	
	
	
	X


*** Next Change (all new text) ***

6.x
Solution #x: Improve Network Control with Network Slice Admission Control
6.x.1
Introduction

The solution aims to address Key Issue #6: Improved network control of the UE behaviour. 

6.x.2
Functional Description

NSACF is configured with thresholds for the maximum number of UEs registered in the network slice, e.g. the threshold is when number of registered UE reached ninety percent of maximum number of UEs of the related network slice, the NSACF is allowed to deregister UEs which has no data connection with network slice for a long time.
During registration procedure, NSACF sets a registration timer for the registered UEs of each Allowed S-NSSAI. When the number of registrations reaches the threshold of the maximum number of UEs, the NSACF interact with AMF to de-registration UEs which has the longest registration timer, and AMF performs the following deregistration procedure. 
The enhanced network control of UE registration and PDU session connection maybe be triggered by UE with a Control S-NSSAI list and/or a new indication of slice usage control provided in the registration request, it indicate which S-NSSAI need network control. If only slice usage control indication provided in the registration request, the network will perform slice usage control of all the Allowed S-NSSAI of the UE. Additionally, considering issues such as backward compatibility and network operator policies, if UE does not support this indication or UE does not require the slice usage control for specific network slice or applications, the AF or network may configure the NSACF to perform enhanced slice usage control based on local policy, UE only needs to cooperate with the network to perform related registration and deregistration operations, and is not aware of which S-NSSAI is under slice usage control.
6.x.3
Procedures
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1.UE A Registration Procedure (UE Provide Control S-NSSAI list: e.g. S-NSSAI1, slice usage  control indication)

2. AMF trigger to perform numbers of 

Ues per network slice availability check 

and update for UE A

3. Nnsacf_NSAC_NumOfUEsUpdate_Request (UE A ID,Control S-NSSAI 

list, slice usage control indication )

4. NSACF starts timers for every S-

NSSAI required for slice usage control 

(e.g. timer1 for UE A in S-NSSAI1)

UE A

5. Nnsacf_NSAC_NumOfUEsUpdate_Response

 

If maximum number of UEs registered with the network slice reached

10.UE B Registration Procedure (UE Provide Control S-NSSAI list: e.g. S-NSSAI1, slice control indication)

11. AMF trigger to perform numbers of 

Ues per network slice availability check 

and update for UE B

12. Nnsacf_NSAC_NumOfUEsUpdate_Request (UE A ID,Control S-

NSSAI list, slice usage control indication )

13. NSACF starts timers for every S-

NSSAI required for slice usage control 

(e.g. timer1 for UE B in S-NSSAI1)

And

Choose existing registered UE who has 

the longer timer(e.g. UE A) 

14. Nnsacf_NSAC_NumOfUEsUpdate_Response (Indication: Deregister 

UE A from S-NSSAI1, Cause: Slice Usage Control)

6.PDU Session Established or released  for UE A in S-NSSAI1

7. 

Nnsacf_NSAC_NumOfPDUsUpdate

_Request (UE A ID,Control S-

NSSAI list, slice usage control 

indication )

8. NSACF stops timers for S-NSSAI required for slice usage 

control (e.g. timer1 for UE A in S-NSSAI1)

and

PDUs per network slice availability check and update

9. 

Nnsacf_NSAC_NumOfPDUsUpdate

_Response

 

If  maximum number of UEs registered with the network slice not reached

15. UE A de-registration Procedure and UE Configuration Update Procedure


Figure 6.X.3-1 Initial Registration Procedure
1． UE A performs a registration procedure.
Optionally, UE A may choose to carry Control S-NSSAI List and/or slice usage control indication in the registration request to inform the network of the list of network slices that it expects to perform special network control. If no indication or Control S-NSSAI List provided, the network will perform network control according to operator’s network policy, e.g. network usage and current network conditions.
2．AMF triggers UE A's network slice availability check and update

3．AMF sends Nnsacf_NSAC_NumOfUEsUpdate_Request to NSACF, carrying the following identifiers: UE ID, access type, S-NSSAI(s), Control S-NSSAI List (optional), Slice Usage Control Indication (optional), etc.

4． NSACF performs network slice availability check and update. For slices in the Control S-NSSAI List that require Slice Usage Control or slices which the network policy determine to perform network control, the NSACF sets up registration timers for each slice of the UE and start all the timers.
5．If the current registration number of UEs does not reach the maximum number of UEs, the NSACF sends a Nnsacf_NSAC_NumOfUEsUpdate_Response to the AMF following the existed network slice admission control in Clause 4.2.11 of TS 23.502, including the response results of each S-NSSAI: 'maximum number of UEs registered with the network slice not reached'.

Through the above steps, for each network slice UE registered, an registration timer is set in the NSACF, and the timing is continued.

6．The terminal UE A initiates the PDU Session establishment process of S-NSSAI 1

7．SMF sends Nnsacf_NSAC_NumOfPDUsUpdate_Request to NSACF, carrying the following identifiers, UE ID, PDU session ID, access type, S-NSSAI(s), Control S-NSSAI List, Slice Usage Indication, etc.

8．The NSACF performs network slice availability check and update process. For slices in the Control S-NSSAI List that have Slice Usage Control requirements or slices operators determined to do network control, the NSACF stops the access control timer that is currently timing. (Similarly, if UE A executes the PDU Session Release process, when the current number of PDU connections of UE A in S-NSSAI1 is zero, the NSACF resets a new registration timer and starts timing)

9．NSACF sends Nnsacf_NSAC_NumOfPDUsUpdate_Response to SMF.

When the current number of registered UEs of the network slice reaches the thresholds of maximum number of UEs:
10．UE B registered into the network. Optionally, UE B may choose to carry the Control S-NSSAI List in the registration request to inform the network of the list of network slices that it expects to perform network access control. If no indication received, the network will perform network control according to operator’s network policy, e.g. network usage and current network conditions.
11．AMF triggers UE B's network slice availability check and update

12．AMF sends Nnsacf_NSAC_NumOfUEsUpdate_Request to NSACF, carrying the following identifiers, UE ID, access type, S-NSSAI(s), Control S-NSSAI List, Slice Usage Indication, etc.

13．NSACF performs network slice availability check and update. For slices in the Control S-NSSAI List that require Slice Usage Control or slices which the operators determine to perform network control, the NSACF sets a registration timer for each slice of the UE registered and starts timing. Since the current number of registered UEs has reached the thresholds, the NSACF needs to perform the following operations: select the UE with the longest registration timer among all UEs currently registered to S-NSSAI 1, delete the timer of the UE which has longest timer, and decide to send indication to AMF to deregister the UE.
14．NSACF sends Nnsacf_NSAC_NumOfUEsUpdate_Response to AMF, including the response result of each S-NSSAI: Result indication includes 'maximum number of UEs registered with the network slice reached'. The response also carries the following indications: UE ID to be deregistered, the network slice identifier (S-NSSAI 1) to be deregistered, and the reason value: Slice Usage Control.

Step 15: AMF triggers the execution of deregistration (UE A deregisters S-NSSAI1) and UE configuration update process (delete S-NSSAI1 from the Allowed NSSAI) 
6.x.4
Impacts on services, entities and interfaces
The following impacts have been identified:

NSACF：
-
Set up registration timer for each network slice that UE or operator request to perform network slice usage control.
-    Determine the deregistered UE when the threshold reached according to the registration timer and pre-configured threshold.
 UE:
· Send the Control S-NSSAI list and Slice Usage Control indication in registration request.
**** End of Changes ****
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UE B
AMF
SMF
NSACF
UDM
1.UE A Registration Procedure (UE Provide Control S-NSSAI list: e.g. S-NSSAI1, slice usage  control indication)
2. AMF trigger to perform numbers of Ues per network slice availability check and update for UE A
3. Nnsacf_NSAC_NumOfUEsUpdate_Request (UE A ID,Control S-NSSAI list, slice usage control indication )
4. NSACF starts timers for every S-NSSAI required for slice usage control (e.g. timer1 for UE A in S-NSSAI1)
UE A
5. Nnsacf_NSAC_NumOfUEsUpdate_Response
If maximum number of UEs registered with the network slice reached
10.UE B Registration Procedure (UE Provide Control S-NSSAI list: e.g. S-NSSAI1, slice control indication)
11. AMF trigger to perform numbers of Ues per network slice availability check and update for UE B
12. Nnsacf_NSAC_NumOfUEsUpdate_Request (UE A ID,Control S-NSSAI list, slice usage control indication )
13. NSACF starts timers for every S-NSSAI required for slice usage control (e.g. timer1 for UE B in S-NSSAI1)
And
Choose existing registered UE who has the longer timer(e.g. UE A)
14. Nnsacf_NSAC_NumOfUEsUpdate_Response (Indication: Deregister UE A from S-NSSAI1, Cause: Slice Usage Control)
6.PDU Session Established or released  for UE A in S-NSSAI1
7. Nnsacf_NSAC_NumOfPDUsUpdate_Request (UE A ID,Control S-NSSAI list, slice usage control indication )
8. NSACF stops timers for S-NSSAI required for slice usage control (e.g. timer1 for UE A in S-NSSAI1)
and
PDUs per network slice availability check and update
9. Nnsacf_NSAC_NumOfPDUsUpdate_Response
If  maximum number of UEs registered with the network slice not reached
15. UE A de-registration Procedure and UE Configuration Update Procedure



