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Abstract of the contribution: The contribution proposes evaluations on the solutions for KI#1.
1. Introduction
Solution #1-#7 and #28-#36 have been proposed for KI#1 "How to improve correctness of NWDAF analytics" in TR 23.700-81. In this contribution, evaluations on those solutions are made to facilitate making the conclusions on KI#1.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-81.
* * * 1st Change * * * *

7.X
Key Issue #1: How to improve correctness of NWDAF analytics
7.X.1
Solution categorization

Solution #1-#7 and #28-#36 address KI#1 "How to improve correctness of NWDAF analytics", which are categorized as shown in Table 7.x.1-1.
Table 7.x.1-1: Solution Categories for Key Issue #1

	Categories
	Solutions

	Trained ML model performance improvements
	1
	Improving Correctness using multiple ML models for an analytics report

	
	3
	Accuracy based NWDAF Analytics Correctness Improvement

	
	4
	Determining ML model drift for improving analytics accuracy

	
	5
	Enhancements on ML model provision to improve correctness of NWDAF analytics

	
	6
	Correctness improvement of NWDAF by determining ML model performance

	
	29
	Detection of ML Model degradation and actions

	
	30
	improving model performance based on analytics correctness evaluation of one or multiple candidate models

	
	32
	Enhanced ML model provisioning

	
	35
	Improve model training and provisioning by exploiting sub-areas with similar statistical properties

	
	36
	Enhanced provisioning of ML model based on information about how inference will be executed

	Enhancements to both analytics/Inference and ML model
	7
	Enhancements to NWDAF analytics services, by introducing Trusted Rating Logical Function (TRLF)

	
	28
	Detect and Improve correctness of NWDAF analytics

	Enhancements to analytics outputs and the usage of analytics by analytics consumer
	31
	Multiple Analytics outputs based NF action decision

	
	33
	Improving correctness of NWDAF analytics by providing correction information

	
	34
	Enhancing the accuracy of NWDAF Analytics, by providing accuracy reports by NWDAF to analytics consumer

	Improvements per Analytics ID
	2
	Improving the Correctness of Service Experience Predictions with Contribution Weights


7.X.2
Evaluation of solutions based on trained ML model performance improvements
Solution #1 describes a solution that the NWDAF containing AnLF uses multiple ML models to generate the analytic reports of a given Analytics ID. However, whether and to what extent the approach can improve analytics accuracy is unclear, and complexities are added to both the NWDAF containing AnLF and the NWDAF containing MTLF due to handling of multiple ML models, e.g. how the NWDAF containing MTLF selects the multiple ML models to provide, how the NWDAF containing AnLF derives the final output based on the different analytics information produced with different ML models.
Solution #3, #4, #5, #6, #29 and #32 all focus on improving the performance of ML model to achieve a high analytics accuray, as details shown in Table 7.x.2-1. The similarities and differences between those solutions are summarized as following on three main aspects:

-
How the ML model performance degradation is detected
-
Solution #3, #5, #6 and #32 propose that the NWDAF containing AnLF detects the ML model performance degradation based on the deviation between the generated analytics by the ML model and the actual data/event.

-
Solution #4 proposes that the NWDAF containing MTLF determines possible model drift based on the feedback or data from the analytics consumer.

-
Solution #32 also proposes that the NWDAF containing MTLF performs analytics on trained ML model performance using the ML model performance data in the notifications from the NWDAF containing AnLF.
-
How the NWDAF containing AnLF indicates the ML model performance degradation, if detected by the AnLF, to the NWDAF containing MTLF
-
Solution #3, #5 and #6 propose that the NWDAF containing AnLF reuses the MLModelProvision service with ML model performance information to request ML model update from the NWDAF containing MTLF.
-
Solution #29 and #32 propose that the NWDAF containing AnLF notifies the NWDAF containing MTLF about the degradation of the ML Model performance based on the subscription from the NWDAF containing MTLF.
-
How the NWDAF containing MTLF updates the ML model to improve its performance
-
Solution #3 and #32 propose that the NWDAF containing MTLF retrains the ML model with the data provided by the NWDAF containing AnLF upon ML model degradation.

Regarding "How the NWDAF containing AnLF indicates the ML model performance degradation, if detected by the AnLF, to the NWDAF containing MTLF", evaluation of the two possible approaches is showin in Table 7.x.2-2.

Solution #30 also proposes to improve correctness of NWDAF analytics by updating ML model for good performance, however, the details (e.g. how the ML model performance is monitored and reported to the MTLF) are not shown and the main point is to add a new parameter of model usage scope, which indicates the target scope (area, DNN, S-NSSSAI and target UE(s)) the model is used in the real network, for ML model provisioning. How this parameter contributes to an improved analytics accuracy seems not clearly elaborated. 

Solution #35 introduces a new service, i.e. "Area monitoring analytics service", which provides AOI partitioning based on environment statistical properties and Area monitoring analytics, and a new NF, i.e. "Analytics Area Type Properties Function (AATPF)", which stores the AOI partitioning information. The Area monitoring service can be consumed by OAM. Furthermore, an NWDAF containing AnLF can be a consumer too, to know the sub-area types in order to re-use and select appropriate ML models. This approach may help improving analytics accuracy, but the new analytics seems quite complex considering the input and output data for area monitoring/partitioning and thus the feasibility and efficiency of this solution is doubtable. Also it seems unnecessary to introduce the new NF, i.e. AATPF, for the NWDAF and ADRF may provide such services (if really needed).
Solution #36 proposes that the NWDAF containing AnLF and the NWDAF containing MTLF exchanges additional information (i.e. "data used for inference", "data used for training ", "target environment capacity requirements" and "requested accuracy"), during ML model provisioning procedures. This approach attempts to align the environment of ML model training with that of inference execution to improve ML model performance / analytics accuracy, but it seems limiting the generalizability of the ML model and also it would be confusing or resource-wasting for the NWDAF containing MTLF if different data sources of the same NF types are indicated by different NWDAFs containing AnLF to generate the same ML model.

Table 7.x.2-1: Comparison of solutions for improving ML model performance

	Solutions
	How the NWDAF containing AnLF (and/or the NWDAF containing MTLF) detects that the performance of ML model needs to be improved
	How the NWDAF containing AnLF indicates to the NWDAF containing MTLF that the performance of ML model needs to be improved
	How the NWDAF containing MTLF provides updated ML model to the NWDAF containing AnLF

	3
	The NWDAF containing AnLF compares prediction with the observed label data i.e. ground truth from the live network
	The NWDAF containing AnLF reuses MLModelProvision service (subscription Correlation ID, Analytic ID, AiU or MAE in Use, input data and label data) to modify the original ML model subscription
	The NWDAF containing MTLF retrains the model with new data from the NWDAF containing AnLF, and provisions the updated model to the NWDAF containing AnLF as specified in Rel-17

	4
	The MTLF determines possible model drift, based on the feedback of action taken based on analytics, or real-time data, from the analytics consumer 
	-
	Same as Rel-17

	5
	The NWDAF containing AnLF monitors error between generated analytics by the ML model and actual events/data.

Or, the NWDAF containing MTLF measures the differences between the data for model training and the actual events/data, or evaluates the impacts of 5GS state changes on the performance of provisioned ML model.
	The NWDAF containing AnLF invoking Nnwdaf_MLModelProvision_Subscribe with the indication of cause = "inaccuracy".
	Same as Rel-17

	6
	The NWDAF containing AnLF determines ML model performance (e.g. accuracy, precision or recall) by comparing the network data and the analytics provided to the Analytics consumer NF.
	the NWDAF containing AnLF invokes Nnwdaf_MLModelProvision_Subscribe to get the re-trained ML model, the subscribe information may include the ML model performance.
	Same as Rel-17



	29
	The NWDAF containing AnLF monitors the degradation of the ML model.
	The NWDAF containing AnLF notifies the NWDAF containing MTLF if any degradation of the ML Model is detected based on the subscription from the NWDAF containing MTLF.
	Same as Rel-17. The NWDAF containing MTLF may provide ML model information with a "degradation" indication 


	32
	The NWDAF containing AnLF detects that the deviation of the predictions from the actual network data, is greater than the Reporting Threshold.

And, the NWDAF containing MTLF may perform analytics on the trained ML model performance using the ML model performance data in the notifications from the NWDAF containing AnLF.
	Same as solution #29
	Same as solution #3


Table 7.x.2-2: Comparison of approaches for the AnLF to indicate ML model performance degradation to the MTLF

	Approaches
	Advantages
	Disadvantages

	Modifying existing ML model subscription
	Reusing existing services (i.e. Nnwdaf_MLModelProvision services)
	1. It depends on the AnLF's local policy whether or not to inform the MTLF about the degradation of ML model performance. So the MTLF may fail to update the ML model in time if no indication is received from the AnLF.

2. The MTLF may only receive ML model performance degradation information from one or few AnLFs, i.e. no sufficient input for the MTLF to decide whether or not to update the ML model towards other AnLFs.

	Event subscription/ notification based approach
	1. The MTLF can provides ML model performance reporting criteria and other settings (e.g. Event Reporting Information) using existing event subscription/notification mechanism, which enables concrete instructions as well as flexible/dynamic configurations to the AnLF on ML model performance reporting.

2. The MTLF can proactively request ML model performance monitoring via the AnLF, and update the ML model in time based on local policy.
	1. New NWDAF services/service operations are to be defined, e.g. Nnwdaf_MLModelPerformance_Subscribe/Notify.


7.X.3
Evaluation of solutions proposing enhancements to both analytics/Inference and ML model
Editor's note:
Evaluations are to be added.
7.X.4
Evaluation of solutions proposing enhancements to analytics outputs and the usage of analytics by analytics consumer
Editor's note:
Evaluations are to be added.
7.X.5
Evaluation of solutions proposing improvements per Analytics ID
Editor's note:
Evaluations are to be added.
* * * End of Change * * * *

