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Abstract: This contribution provides a new solution on how to assisted XR service detection
1. Introduction/Discussion
PDU set is an important concept in TR 23.700-60(XRM), it is used to do some transmission optimization for XRM data flows.
The term of PDU Set is below:
PDU Set: A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g. a frame or video slice for XRM Services, as used in TR 26.926). 
There are two Key Issues related to the PDU Set in TR 23.700-60(XRM):
[bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979][bookmark: _Toc97526909][bookmark: _Toc101526061]5.4 Key Issue #4: PDU Set integrated packet handling
For XR/media services, a group of packets are used to carry payloads of a PDU Set (e.g. a frame, video slice/tile).
…
This key issue proposes to study PDU Set integrated packet handling in 5G network, in which the group of packets belongs to a same PDU Set will be handled in an integrated manner.
[bookmark: _Toc97526911][bookmark: _Toc101526063]5.5 Key Issue #5: Differentiated PDU Set Handling
XR/media services are characterized by high data rate and low latency. In this release, it is anticipated that the 5GS QoS framework will be enhanced to support different QoS handling for PDU Set. PDU Sets can carry different content, e.g. I/B/P frames, slices/tiles within an I/B/P frame, etc.
This key issue proposes to support differentiated QoS handling considering different importance of PDU Sets e.g. by treating packets (i.e. PDUs) belonging to less important PDU Set(s) differently to reduce the resource wasting.
The web based XR media applications can be transported over HTTPS, where the media payload and the protocol headers above the HTTPS are encrypted. HTTPS can encrypt the whole body except the hostname. For the encrypted XR media by HTTPS, the explicit information related to the PDU set has been hided, e.g. the start of a frame, end of a frame, whether a frame is a I frame. How to support the PDU set identification for the encrypted XR media is unclear yet.
In some scenarios, the XR traffic has its own specific characteristic, e.g. the data burst periodicity, the size of the I frame is far greater than that of the P and B frame. The P frame or B frame show up between two successive I frame. 


Figure-1
[bookmark: _GoBack]Based on the characteristic of XR traffic, DFI related ML model inference mechanism can be applied to help UPF to identify the information of a PDU Set, e.g. which packets belong to a PDU set, the boundary of a PDU Set, and the importance of PDU Set (e.g. two importance levels: importance or less importance).
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-81.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
All text new
[bookmark: _Toc30032][bookmark: _Toc100854140]6.x	Solution #x: NWDAF assisted XR service detection
[bookmark: _Toc100854141][bookmark: _Toc32575]6.x.1	Description
This solution is for Key Issue#2: NWDAF-assisted application detection.
A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g. a frame or video slice for XRM Services, as used in TR 26.926).


Figure 6.X.1-1: an example of a PDU Set sequence

The PDU set is an important concept in TR 23.700-60(XRM), it is used to do some transmission optimization for XRM data flows, such as PDU Set integrated packet handling (Key Issue #4) and Differentiated PDU Set Handling (Key Issue #5).
All the optimization for XRM traffic transmission is based on the information provided by the XRM Server, such as, which packets belong to a PDU set, the boundary of a PDU Set, and the importance of PDU Set (e.g. two importance levels: importance or less importance).
The web based XR media applications can be transported over HTTPS, where the media payload and the protocol headers (e.g. RTP header and extended header) above the HTTPS are encrypted. HTTPS can encrypt the whole body except the hostname. For the encrypted XR media by HTTPS, the explicit information related to the PDU set has been hided. How to support the PDU set identification for the encrypted XR media is unclear yet. The solution provides a new method to let the NWDAF to help to get the XRM related information. 
In order to generate XR Service analytics by NWDAF to help differentiate PDU Sets, the input data for the XR Service analytics is shown in Table 6.X.1-1.
Table 6.X.1-1: Service flow level Data from UPF and/or AF related to a particular XR Service
	Information
	Source
	Description

	3-tuple
	UPF, AF
	protocol, server side IP address and port number for a service flow

	UL/DL Bit Rate
	UPF, AF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	UL/DL Packet Delay
	UPF, AF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Number of UL/DL packet transmission
	UPF, AF
	The observed number of UL/DL packet transmission.

	Size of UL/DL packet transmission
	UPF, AF
	The observed size of UL/DL packet transmission.

	Packet received Time
	UPF
	A time stamp associated with each packet

	Packet interval
	UPF
	The interval of two neighbouring Packets

	PDU Set type
	AF
	The importance of PDU Sets (e.g. importance or less importance)

	PDU Set Duration
	AF
	Duration of the PDU Set, including the time stamp of the first and the last packets of the PDU Set

	Number of packets in a PDU set
	AF
	The number of packets in a PDU set



NOTE:	How to collect the QoS flow level Network Data by NWDAF from UPF is depend on the conclusion of FS_UPEAS.
To collect the UL/DL Packet Delay, the current QoS Monitoring Event (including end to end delay i.e. Uu+N3/N9 delay for specific QoS flow or for specific PDU session) of UPF as defined in clause 5.2.26.2 of TS 23.502 [3] can be re-used. 
With the input data, NWDAF uses the ML algorithm to derive one or more 3-tuple(s) for a Service Characteristics, such as XRM related characteristics. The detailed statistics and prediction of Service Characteristics analytics are shown in Table 6.X.1-2 and Table 6.X.1-3, respectively.
Table 6.x.1-2: Service Characteristics statistics
	Information
	Description

	List of XRM related information (1..max)
	

	> IP 3-tuple 
	One or more IP 3-tuples for the XRM related information

	> Range of the PDU Set
	The first and last packet of the PDU Set

	> PDU Set type
	The importance of PDU Sets (e.g. importance or less importance)

	> Periodicity
	The Periodicity of PDU Sets, such as ,the Periodicity of I frame

	> Sequence number
	The sequence number of a packet in the PDU Set



Table 6.x.1-3: Service Characteristics predictions
	Information
	Description

	List of XRM related information (1..max)
	

	> IP 3-tuple 
	One or more IP 3-tuples for the XRM related information

	> Range of the PDU Set
	The first and last packet of the PDU Set

	> PDU Set type
	The importance of PDU Sets (e.g. I frame, P frame, B frame)

	> Periodicity
	The Periodicity of PDU Sets, such as ,the Periodicity of I frame

	> Sequence number
	The sequence number of a packet in the PDU Set

	> Confidence
	Confidence of this prediction



[bookmark: _Toc1195][bookmark: _Toc100854142]6.x.2	Procedures




Figure 6.8.2-1: Procedure for Service Characteristics analytics provided to an NF
1.	The consumer NF sends Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID="Service Characteristics", Target of Analytics Reporting=any UE, Analytics Filter Information =APP ID)) to the NWDAF.
2.	The NWDAF collects service flow level data from UPF as listed in Table 6.x.1-1.
NOTE:	How to collect the service flow level data from UPF depends on the conclusion of FS_UPEAS.
3.	The NWDAF collects service flow level data from AF as listed in Table 6.x.1-1.
4.	The NWDAF derives the requested analytics considering the most recent data collected.
NOTE：the NWDAF containing AnLF for inference may collocate with UPF physically to reduce the latency.
5. The NWDAF sends Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify to consumer NF with information as listed in Table 6.x.1-2 or 6.x.1-3.
[bookmark: _Toc12594][bookmark: _Toc100854143]6.X.3	Impacts on Existing Nodes and Functionality
NWDAF:
-	Support for a new Analytics ID i.e. Service Characteristics analytics.
-	Support subscribing for service flow level data from UPF and/or from AF and providing Service Characteristics analytics to NF.
UPF/AF:
-	Report service data flow level data to NWDAF.
* * * * End of changes * * * *
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