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Abstract of the contribution: This contribution is intended to collect feedback on architectural principles for KI#3 for FS_AIMLsys. 
Background
The intent of this paper is to collect companies’ views on the architectural principles for KI#3 for the FS_AIMLsys. 
The target milestone for the Moderated Discussions: 
1. July 22nd (Fri.) EOB PST - Cutoff date for “NEW” architecture principle proposal – 
1. July 27th (Wed.) EOB PST - Moderator to POST the consolidated views on the architecture principles
1. Aug. 3rd (Wed.) EOB PST - Cutoff date for EVALUATION COMMENTs against the consolidated architecture principles
Discussions

	Key Issue#3 - 5GC Information Exposure to authorized 3rd party for Application Layer AI / ML Operation

	Architecture Principles / Companies
	Descriptions / Justifications
	Supporting Status

	Principle #1: Minimize RAN impact to support the 5GS exposure of the 5GS info to assist Application AI/ML operation. 

	Any impact to the RAN to support the exposure of the 5GS info to assist the Application AI/ML operation shall be justified that there is no other option without RAN support.   
	Moderator: Most companies support this AP to minimize RAN impact, one companies don’t agree to impact RAN at all, but one company considers RAN impacts are allowed.

	OPPO
	OPPO does not support any 5GC exposure solution that impacts RAN because no justification has been observed so far from the study. 
	Disagree

	Apple
	
	Neutral

	Huawei
	
	Agree

	Samsung
	Support
	Agree

	Google
	As described

	Agree

	Lenovo
	Awareness of UE UL/DL data rate at AI/ML application server is beneficial for it to make decision on AI/ML operation. The data rate shall be the prediction of data rate for the near-future, which is not the statistics of the past. Therefore, it depends on RAN node to provide the predicated data rate.  
	Disagree

	CATT
	
	Agree

	Principle #2: Minimize 5GS signalling and processing overheads when exposing 5GC information to AF
	The final solution shall ensure the signalling and processing overheads of 5GS be minimized when exposing the 5GC information to AF.
	Moderator: This principle is generally agreed by all companies. 

	vivo
	We support this principle
	Agree

	OPPO
	OPPO supports this AP
	Agree

	Apple
	
	Agree

	Huawei
	It is the principle that always correct. Do we really need to specify it in architecture principle?
	Neutral

	Samsung
	Support
	Agree

	Google
	As described

	Agree

	CATT
	
	Agree

	Lenovo
	
	Agree

	Principle #3: Granularity of network consent to expose 5GS info to assist Application AI/ML operation 
	The network consent to expose the 5GS info to assist Application AI/ML operation shall be limited to the scope at the per UE per application basis.
	Moderator: At least two companies disagree with this AP, and 4 consider the network consent needs clarification. thus, it seems this principle cannot be concluded.

	vivo
	If the definition for Network consent is equal to network authentication and authorization is not very clear. If yes, then the granularity should also include per application basis
	Neutral 

	OPPO
	OPPO supports this AP
	Agree

	Apple
	
	Agree

	Huawei
	We never define the network consent which limits the exposure of 5GS info to AF. Why we need it now?
	Disagree

	Samsung
	Support
	Agree

	Google
	Agree that user consent consideration is needed. There are two aspects:
· The 5GC needs to ensure that the user consent of UE-related event/ analytics exposures is in place before exposing the UE-related information. 
· The user consent for FL operation is between the AF and UE.
It is not clear what network consent means. Network consent needs clarification in the TR.
	Neutral (need solution)

	CATT:
	Would it cause more complexity? If the network status (non-UE specific) for AI/ML traffic transmission is exposed to the AF, it is not required to be per UE.
	Disagree.

	Principle #4: 5GC Exposure of network authorization status of UE for supporting the given Application AI/ML operation to the AF 
	AF shall verify with the 5GS if the given UE is authorized by the 5GS to support the Application AI/ML operation using the 5G system resources.  
	Moderator: Most companies disagree with this AP, it seems can not be concluded.

	vivo
	The AIML operation is negotiated between UE and AF, NW may not know which AIML operation is ongoing and should not do this verification 
	Disagree

	OPPO
	OPPO supports this AP
	Agree

	Apple
	
	Agree

	Huawei
	5GC should not be the authorized party of whether the given UE can support or not the application layer AI/ML operation.
	Disagree

	Samsung
	
	Neutral

	Google
	The network authorization for the AF request for assistant information from the 5GC is fine. However, this principle is related to the procedures to expose the assistant information to the AF, which need to be considered in the solution evaluation phase.

	Disagree to list this principle as a standalone principle. This can be included as part of procedures.

	CATT
	Share the view of vivo
	Disagree

	Lenovo
	
	Disagree

	Principle #5: The user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party. 

	Similar like the user consent checking before the data collection by NWDAF as defined in clause 6.2.9 of TS 23.288, considering data privacy and/or security issues, the user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party. Currently, the user consent is bound to a purpose but only for analytics or ML model training, which is not enough to cover the information exposure case.
	Moderator: it is generally agreeable.

	vivo
	vivo supports this AP
	Agree

	OPPO
	OPPO supports this AP
	Agree

	Apple
	User consent needs to be managed at a granular level of type of information exposed per AF
	Agree

	Huawei
	<Company A View>
	Agree

	Samsung
	Support
	Agree

	Google
	Agree that user consent consideration is needed. There are two aspects:
· The 5GC needs to ensure that the user consent of UE-related event/ analytics exposures is in place before exposing the UE-related information. 
· The user consent for FL operation is between the AF and UE.
It is not clear what network consent means. Network consent needs clarification in the TR.
	Neutral (need solutions)

	Lenovo
	
	Agree

	CATT
	
	Agree

	Principle #6: User consent may need further enhancement.
(QC)
	User consent may need further enhancement.

	Moderator: At least 3 companies disagree with this AP, it needs more clarification on what detailed enhancements are.

	vivo
	User consent is limited to analytics or ML model training purpose at present, it may be extended to data exposure purpose.
	Agree

	OPPO
	This AP is generic and wide open.  OPPO cannot agree on this AP without further details regarding what the user consent is implied here. 
	Disagree

	Apple
	Would prefer to enhance the Principle #5 for user consent management
	Disagree

	Huawei
	Need to specify what the enhancement is. We cannot agree on enhancement with nothing.
	Disagree

	Samsung
	We agree SA2 should consider enhancement if necessary.
	Neutral

	Google
	As described

	Agree

	CATT
	
	Agree

	Principle #7: AF provision data rate monitoring request and required UL / DL data rate as the QoS requirement to PCF. 
	AF provision data rate monitoring request and required UL / DL data rate as the QoS requirement to PCF.

	Moderator: At least two companies disagree to conclude this AP. Only one in five companies agree with it. 

	OPPO
	OPPO could not fully understand the intent of this AP.  If the QoS policy of the UL/DL has been configured in the PCF, the existing 5GS can already monitor and enforce the data rate according to the QoS profile that has been provisioned. Why an AP is needed?   
	Disagree (the AP is NOT needed)

	Huawei
	<Company A View>
	Neutral

	Samsung
	We cannot accept a specific solution as principle without evaluation.
	Disagree

	Google
	TBD based on solution evaluation

	Neutral

	Lenovo
	
	Agree

	Principle #8: AF requests the “DN Performance”, “Observed Service Experience”, “NF load information” analytics result from NWDAF. 
	AF requests the “DN Performance”, “Observed Service Experience”, “NF load information” analytics result from NWDAF.

	Moderator: at least two companies disagree to conclude this principle without clarification on what enhancement is needed.

	Vivo
	Vivo supports this AP
	Agree

	OPPO
	OPPO supports this AP 
	Agree

	Huawei
	Anything new? We should not take the existing technology as the architecture principle.
	Disagree

	Samsung
	We cannot accept a specific solution as principle without evaluation.
	Disagree

	Google
	TBD, needs justification about why these analytics results are relevant for AI/ML enabled application.

	Neutral

	Lenovo
	
	Agree

	CATT
	AF requests the Application AI/ML traffic transmission status information(e.g. location, QoS, load, Congestion, etc.) from the NWDAF
	Agree

	Principle #9: Enhancement on AF influence 

	5GC Information Exposure to authorized 3rd party AI/ML application will be supported by AF influence procedures with necessary enhancements
	Moderator: At least two disagreements from companies, more clarification on what’s the enhancement should be given.

	OPPO
	It is unclear from the descriptions of this AP how the AF Influence related to this KI#3?
	TBD

	Huawei
	What is the enhancement? Anything new?
	Disagree

	Samsung
	We agree SA2 should consider required enhancement for interaction with AIML applications.
	Agree

	Google
	TBD, needs solution evaluations.

	Neutral 

	CATT
	
	Agree

	Lenovo
	Alternatively, setting up an AF session with required QoS procedure in clause 4.15.6.6 in TS 23.502 could also be considered as an option for AF to subscribe data rate monitoring as QoS monitoring. 
	Disagree

	Principle #10: Enhancement on NWDAF analytics exposure (Samsung)

	5GC Information Exposure to authorized 3rd party AI/ML application will be supported by analytics exposure procedures with necessary enhancements
	Moderator: only one company disagrees and asks to specify the exact enhancements, other companies agree with this AP.  

	vivo
	vivo supports this AP
	Agree

	OPPO
	OPPO supports this AP
	Agree

	Huawei
	Need to specify what is the enhancement. We cannot agree on enhancement with nothing.
	Disagree

	Samsung
	We agree SA2 should consider required enhancement for information exposure required by AIML applications.
	Agree

	Google
	As described

	Agree

	CATT
	
	Agree

	Summary of Architectural Principles for KI#3
	Two principles are generally agreed by all companies and should be OK to be approved into the conclusion:
· Principle #2: Minimize 5GS signalling and processing overheads when exposing 5GC information to AF;
· Principle #5: The user consent checking is also required before the UE related information or data analytics are exposed to the 3rd party.

Two principles are supported by most companies and only receive disagreement from one company, more work could be done to try to make consensus:
· Principle #1: Minimize RAN impact to support the 5GS exposure of the 5GS info to assist Application AI/ML operation. If to approve this principle, compromise may be needed to agree to minimize RAN impacts as much as possible.
· Principle #10: 5GC Information Exposure to authorized 3rd party AI/ML application will be supported by analytics exposure procedures with necessary enhancements. For this principle, more clarification should be given on what specified enhancements are on NWDAF analytics exposure.

Principle #3,4,6,7,8,9 receive disagreements from more than half the companies, much clarification and work should be done before conclusion.



Moderator’s Proposed Way Forward

Interim Conclusion:
- Principles #2, # 5 can be referenced to when evaluating solutions supported by the principle.

Other way forward:
- If to approve principle#1, compromise may be needed to agree to minimize RAN impacts as much as possible.
- For this principle#10, more clarification should be given on what specified enhancements are on NWDAF analytics exposure.
- Principle #3,4,6,7,8,9 receive disagreements from more than half the companies, much clarification and work should be done before conclusion.
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