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Abstract of the contribution: This paper proposes Evaluation/Conclusion for KI#2.
1 Discussion
[bookmark: _Hlk98750820]This proposal proposes the evaluation and conclusion for KI#2 as baseline for normative work. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Toc500949097][bookmark: _Hlk93055440]It is proposed to update TR 23.700-62 v0.3.0 as follows.

First change 
[bookmark: _Toc97307780][bookmark: _Toc100835721][bookmark: _Toc101415552][bookmark: _Toc104549707][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97057914][bookmark: _Toc97052459][bookmark: _Toc97052787][bookmark: _Toc97057841]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.
[bookmark: _Toc96958830][bookmark: _Toc96964607][bookmark: _Toc97307761][bookmark: _Toc100835646][bookmark: _Toc101415477][bookmark: _Toc104549577]7.X	Key Issue #2: Support UPF expose information to other NFs
This Key Issue has the following aspects to study:
-	The consumer NF of UPF Event Exposure services as well as the requested information to expose.
-	The subscription mode of the UPF Event Exposure services.
-	The mechanism to find the UPF instance(s) to subscribe the services.
Following consumer NFs and corresponding information requested to expose have been indicated:
-	NWDAF requirements of UPF event exposure service (including Sol#7, 8, 9, 10, 11, 12), which contains seven aspects of information as described in the Annex A.
-	AF/local NEF requirements of exposing QoS monitoring results (described in Sol#19) and QoS parameters (described in Sol#18) from UPF.
-	TSN AF/TSCTSF requirements of exposing TSN management information (described in Sol#2) from UPF.
Following subscription mode have been indicated:
-	The consumer NF sends an Nupf_EventExposure_Subscribe request to UPF directly (including Sol#2, 4, 5, 6, 7, 11, 12).
-	The consumer NF sends the subscription request via the SMF, which then sends the request to the UPF over N4_Session_Modification_ Request/Response message (including Sol#8, 10, 12).
-	The consumer NF subscribes to the SMF by invoking Nsmf_EventExposure_Subscribe, which then sends the request to the UPF over Nupf_EventExposure_Subscribe request message (including Sol#2, 9).
-	The consumer NF subscribes to the BSF by invoking Nbsf_EventExposure_Subscribe, which then sends the request to the UPF over Nupf_EventExposure_Subscribe request message (including Sol#15).
Following mechanisms for UPF discovery have been indicated:
-	If the consumer NF is an AF/NEF/local NEF, it may target a specific PDU Session or UE with information of UE IP address. The AF/NEF/local NEF may find the UPF in four ways:
-	The AF/NEF/local NEF may use the UE IP address to discover the PCF from the BSF, then the PCF will respond the SMF for the PDU Session to the AF/NEF/local NEF. The AF/NEF/local NEF will find the appropriate UPF from the SMF (described in Sol#1).
-	The AF/NEF/local NEF may discover the PCF from the BSF based on the UE IP address. Then the UPF can be selected via the PCF and the SMF (described in Sol#1),
-	By registering the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI, PCF address(es), PCF instance id, PCF Set ID) for a PDU Session in the BSF via SMF and PCF over the SM Policy Association Establishment procedure, the AF/NEF/local NEF may find SUPI from BSF by providing UE IP address (described in Sol# 6). With the SUPI, the AF/NEF/local NEF may find the UDM to get the list of UPF serving a PDU Session by registering UPF information in the UDM (described in Sol# 5).
-	By storing UPF information in BSF via SMF and PCF over the SM Policy Association Establishment procedure, the AF/NEF/local NEF may find the BSF to get the UPF providing UE IP address (described in Sol#15).
-	If the consumer NF is an AF/NEF/local NEF, it may target “any UE” with information of S-NSSAI, DNN and/or DNAI. The AF/NEF/local NEF may find the UPF via the NRF (described in Sol#1).
-	If the consumer NF is an NWDAF, it may target a specific PDU Session or UE with information of UE ID, S-NSSAI and DNN. The NWDAF may find the SMF via UDM, and then discover UPF from the SMF (described in Sol#1, 5, 7, 9, 11).
-	If the consumer NF is an NWDAF, it may target “any UE” with information of S-NSSAI, DNN and/or AoI. The NWDAF may find the UPF via the NRF (described in Sol#1, 3, 7, 11).
-	If the consumer NF is a TSN AF/TSCTSF, it may target specific PDU session and may find UPF as described in Sol#1.
Second change 
[bookmark: _Toc97307781][bookmark: _Toc100835722][bookmark: _Toc101415553][bookmark: _Toc104549708]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
8.X	Key Issue #2: Support UPF expose information to other NFs
The following aspects are concluded as principles for normative work:
-	The consumer NF of UPF Event Exposure service can be an NWDAF, AF, or a TSN AF/TSCTSF.
-	The information requested to be exposed from UPF to NWDAF can be the following seven aspects:
1.	QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information), including QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, and Packet retransmission.
2.	Data collected by NWDAF for UPF load analytics (i.e. Traffic usage report), and service data from 5GC related to UE communication (e.g. UE communications, N4 Session ID, and Inactivity detection time).
3.	Data Collected from the UPF or from the AF related to User Data Congestion Analytics, e.g. Application ID, IP Packet Filter Set, Measurement period, Throughput UL/DL, Throughput UL/DL (peak), Timestamp, and Achieved sampling ratio.
4.	UE data volume dispersion collected from serving UPF, e.g. UE UP address, Timestamp, Data Volume UL/DL, Application ID, IP 5-tuple, Location of Application, and Application duration.
5.	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF/DNAI/Edge Application Server Instance.
6.	Data collected by NWDAF for WLAN performance analytics, e.g. UE communications.
-	The information requested to be exposed from UPF to AF can be QoS monitoring results and QoS parameters.
-	Direct subscription and indirect subscription are both supported. For requesting to expose NF-level information (e.g., UPF load), the consumer NF sends an Nupf_EventExposure_Subscribe request to UPF directly. For requesting to expose PDU Session-related or policy-related information, the subscription will be permitted by SMF or PCF.
-	The indirect subscription via the SMF uses the N4 interface to request the UPF to expose the related information.
-	For the request targeting “any UE”, the consumer NF can discover UPF via the NRF using S-NSSAI and DNN, and send an Nupf_EventExposure_Subscribe request to UPF directly.
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