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Abstract: This contribution introduces a solution of Obtain and maintain mapping table between IP address/IP range with DNAI. 
1. Discussion
For edge computing scenarios, it is important for AF to obtain target DNAI in order to determine the target new EAS for edge relocation. Up to Rel-17, it has been assumed that the AF has been provisioned with the proper DNAI information if it is required to use it during its interactions with the 5GC. This key issue will investigate the potential solutions for the AF to be able to obtain/determine the DNAI that is associated to a certain selected EAS, for subsequent use with already defined services provided to the AF.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-48.
* * * * First change * * * *

6.0
Mapping of Solutions to Key Issues

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
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	KI#6
	KI#7
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* * * * End of changes * * * *

* * * * Second change, all new texts* * * *

6.X
Solution to Key Issue 7: Obtain and maintain mapping table between IP address/IP range with DNAI
6.X.1
Description
For edge computing scenarios, it is important for AF to obtain target DNAI to determine the target new EAS for edge relocation. Up to Rel-17, it has been assumed that the AF has been provisioned with the proper DNAI information if it is required to use it during its interactions with the 5GC. 
In this solution, it tries to solve the problem as below: 

-
When SMF provides the target DNAI to AF via NEF, the SMF can provide the IP range that the DNAI mapping to. And the AF can use this IP range to determine the target EAS IP address
6.X.2
Procedure
6.X.2.1
Enhancement in notification reporting information
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Figure 6.X.2.1-1: Enhancement in notification reporting information when edge relocation
1.
The same procedure as step 1 in Figure 6.3.5-1 of TS 23.548[x] that a condition for an AF notification has been met as described above. 
2.
The SMF may send an early notification to the AF after target PSA is selected and waits for a notification response from the AF. In early notification, both the target DNAI and the IP range the target DNAI mapping to are included. The AF determines the proper EAS IP address in the target DNAI according this mapping table. 
3.
The same procedure as the step 2b in Figure 4.3.6.3-1 of TS 23.502[x]. Also, the target DNAI and the IP range the target DNAI mapping to are included. 
4.
The same procedure as the step 2d in Figure 4.3.6.3-1 of TS 23.502[x]. In the target DNAI, there may exists several potential EASs. The AF can decide the target EAS IP address according to the mapping table. According to the target EAS that AF selects, the AF may include N6 traffic routing details corresponding to the target DNAI and target EAS IP address. The AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully and/or on time.
5.
The same procedure as the step 2e in Figure 4.3.6.3-1 of TS 23.502[x]. 
6.
The same procedure as the step 3 in Figure 4.3.6.3-1 of TS 23.502[x]. The SMF enforces the change of DNAI or addition, change, or removal of a UPF.
7-8.
The SMF sends a Late Notification to the AF. This corresponds e.g. to step 4a-c of TS 23.502 [3] Figure 4.3.6.3-1 and is e.g. also described in step 9 of TS 23.502 [3] Figure 4.3.5.7-1.
9.
The same procedure as the step 4d in Figure 4.3.6.3-1 of TS 23.502[x]. 
10.
The AF sends a Late Notification response to the SMF. This corresponds e.g. to step 4e-g of TS 23.502 [3] Figure 4.3.6.3-1.

NOTE:
For the trusted AF, the procedure is the same, that SMF may send an early notification to the AF directly. In early notification, the target DNAI and the IP range the target DNAI mapping to are included.
6.X.2
Impacts on services, entities and interfaces

Editor's note:
This clause lists impacts to services and interfaces.
SMF:
-
Provides the target DNAI and the IP range that the target DNAI mapping, together to AF.

-
Provides a service consumed by other NFs that mapping target DNAI to the IP range.

AF:
-
Request to obtain IP range that a target DNAI mapping to.
* * * * End of changes * * * *[image: image2.png]
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