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Abstract of the contribution: Update Solution #1 by removing the Editor’s Notes.
1 Discussion
There are some Editor’s Notes on Solution #1 that should be resolved:
[bookmark: OLE_LINK6][bookmark: _Hlk98750820]Editor’s note:	It is FFS how the UPF event consumer is updated when the (local UPF) UPF that serves a PDU session is changed.
Editor’s note:	how the NWDAF can determine which among the multiple PSA UPF(s) of a PDU Session it needs to contact for a given application flow.
Description is added to remove these ENs.
For the first EN, the solution of how the UPF event consumer is updated in the event of UPF change has been existed in Sol#13 by subscribing to the relevant SMF notification to UPF. In addition, Sol#5 also provides a way by storing the UPF information in the UDM. How to update the subscription in the event of UPF change will be solved in other solutions. So this EN can be removed.
For the second EN, this solution is a general solution for how the consumer NF can find the UPF(s) targeting a specific UE or PDU session by using SUPI, S-NSSAI and DNN. This solution may find multiple UPFs, the NWDAF can determine which one(s) to contact according to what specific information it wants to collect from the UPF(s). So this EN can be removed. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Toc500949097][bookmark: _Hlk93055440]It is proposed to update TR 23.700-62 v0.3.0 as follows.

First change 
[bookmark: _Toc96958836][bookmark: _Toc96964613][bookmark: _Toc97307767][bookmark: _Toc100835652][bookmark: _Toc101415483][bookmark: _Toc104549581][bookmark: _Toc100835659][bookmark: _Toc101415490][bookmark: _Toc104549588][bookmark: _Toc100835661][bookmark: _Toc101415492][bookmark: _Toc104549590][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97057914][bookmark: _Toc97052459][bookmark: _Toc97052787][bookmark: _Toc97057841]6.1	Solution #1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
[bookmark: _Toc96958838][bookmark: _Toc96964615][bookmark: _Toc97307769][bookmark: _Toc100835653][bookmark: _Toc101415484][bookmark: _Toc104549582]6.1.1	Description
The solution introduces the service based UPF event exposure framework to support registration, deregistration and discovery via NRF. The following Figure 6.1.2-1 depicts the service-based interface Nupf introduced in the 5G system architecture.
The solution for registering UPF in NRF is based on the option in the existing solution described in clause 6.3.3.2 of TS 23.501 [2] and clause 4.17 of TS 23.502 [3], whereby the UPF registers directly with the NRF and hence does not use N4 for registering to NRF.
NOTE 1:	As described in TS 23.501 [2], the NRF can alternatively be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF.


Figure 6.1.1-1: 5G system architecture with service based UPF
NOTE 2:	Figure 6.1.1-1 shows an example of UPF with Nupf service. In the context of this solution the UPF is in the role of consumer of NRF services, i.e. this solution is about how UPF can register its NF profile in NRF with related Nupf service information and does not describe services provided by the UPF itself.
[bookmark: _Toc96958839][bookmark: _Toc96964616][bookmark: _Toc97307770][bookmark: _Toc100835654][bookmark: _Toc101415485][bookmark: _Toc104549583]6.1.2	Procedures
[bookmark: _Toc96958840][bookmark: _Toc96964617][bookmark: _Toc97307771][bookmark: _Toc100835655][bookmark: _Toc101415486][bookmark: _Toc104549584]6.1.2.1	UPF Event Exposure service Registration
The following Figure 6.1.2.1-1 depicts the UPF Event Exposure service Registration procedure.


Figure 6.1.2.1-1: UPF Event Exposure service Registration procedure
1.	The UPF sends the Nnrf_NFManagement_NFRegister Request message to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. The existing UPF NF profile parameters include e.g. S-NSSAI(s) and the associated NSI ID(s), DNN(s), IP range, information about the location of the UPF (operator specific information, e.g. geographical location, data centre), UPF Service Area (TAI List), DNAI, list of UE ID and PDU Session ID matching with the UPF, as described in TS 29.510 [6]. In addition, to support UPF Event Exposure Service, also Event Exposure Service Name, Supported Event ID(s) are provided with the UPF NF profile.
2.	The NRF stores the UPF profile and marks the UPF Event Exposure service as available.
3.	The NRF acknowledge UPF Registration is accepted via Nnrf_NFManagement_NFRegister response.
[bookmark: _Toc96958841][bookmark: _Toc96964618][bookmark: _Toc97307772][bookmark: _Toc100835656][bookmark: _Toc101415487][bookmark: _Toc104549585]6.1.2.2	UPF Event Exposure service Update
The following Figure 6.1.2.2-1 depicts the UPF Event Exposure service Update procedure.


Figure 6.1.2.2-1: UPF Event Exposure service Update procedure
1.	UPF sends Nnrf_NFManagement_NFUpdate Request message (the updated NF profile of NF service consumer) to NRF to inform the NRF of its updated UPF profile.
2.	The NRF updates the NF profile of UPF instance.
3.	The NRF acknowledge UPF Update is accepted via Nnrf_NFManagement_NFUpdate response.
[bookmark: _Toc96958842][bookmark: _Toc96964619][bookmark: _Toc97307773][bookmark: _Toc100835657][bookmark: _Toc101415488][bookmark: _Toc104549586]6.1.2.3	UPF Event Exposure service Deregistration
The following Figure 6.1.2.3-1 depicts the UPF Event Exposure service Deregistration procedure.


Figure 6.1.2.3-1: UPF Event Exposure service Deregistration procedure
1.	UPF sends Nnrf_NFManagement_NFDeregister Request message to NRF to inform the NRF of its unavailability.
2.	The NRF marks the UPF unavailable. NRF may remove the NF profile of UPF according to NF management policy.
3.	The NRF acknowledge NF Deregistration is accepted via Nnrf_NFManagement_NFDeregister response.
[bookmark: _Toc96958843][bookmark: _Toc96964620][bookmark: _Toc97307774][bookmark: _Toc100835658][bookmark: _Toc101415489][bookmark: _Toc104549587]6.1.2.4	UPF Event Exposure service Discovery
The following Figure 6.1.2.4-1 depicts the UPF Event Exposure service Discovery procedure.


Figure 6.1.2.4-1: UPF Event Exposure service Discovery procedure
1.	Service consumer NF that requires UPF services invokes Nnrf_NFDiscovery_Request message to NRF with the intent to discover UPF. The input may include e.g. UPF service name, Event ID(s), TAI, NF type (i.e. UPF), S-NSSAI, DNN, DNAI, as described in TS 29.510 [6].
2.	The NRF authorizes the Nnrf_NFDiscovery_Request and based on the UPF profile the NRF determines if the service consumer of the UPF is allowed to discover the UPF.
3.	If allowed, the NRF determines a set of UPFs matching the input parameters included in the Nnrf_NFDiscovery_Request to the service consumer of the UPF via Nnrf_NFDiscovery_Request_Response. The output includes one or more UPF instances, and for each UPF instance it includes UPF NF profile.
Second change 
6.1.2.5	UPF Selection for a UPF Event Exposure Service Request
[bookmark: _Toc100835660][bookmark: _Toc101415491][bookmark: _Toc104549589]6.1.2.5.1	Procedure of UPF selection by the NF targeting PDU session or UE with information of IP address
If the consumer NF targets a specific PDU session or UE with information of IP address, it can find the UPF in two ways.
This solution is applied to discover central PSA UPF which SMF can allocate IP address to UE corresponding toor distributed PSA UPF.


Figure 6.1.2.5.1-1: Procedure of UPF selection by the NF targeting PDU session or UE with information of IP address
1.	If the consumer NF is an AF/NEF, it can use the UE IP address to discover the PCF from the BSF. Then the PCF can send response with the SMF for the PDU session to the AF/NEF.
2.	The AF/NEF interacts with the SMF that responded by the PCF in step 1 to obtain the appropriate UPF information for PDU Session over the Nsmf_EventExposure_Subscribe service operation providing UE IP address and if available IP domain.
NOTE 1:	The solution assumes there is no NAT between the EAS/AF and the UPF.
NOTE 2:	The SMF Event Exposure service may be extended with new event (e.g. UPF ID).
3.	The SMF responds Nsmf_EventExposure_Notify with the list of UPFs for the User PDU Session.


Figure 6.1.2.5.1-2: Procedure of UPF selection by the NF targeting PDU session or UE through UPF registration information in NRF
0.	The UPF sends its supported IP range (and IP domain if needed) in the NF profile provided to the NRF during the NF registration. The NF profile also contains the address of the UPF Event Exposure service.
1.	If the consumer NF is an AF/NEF, the AF/NEF issues an Nnrf_NFDiscovery_Request service operation to find the appropriate UPF providing NF type (i.e. UPF) and UE IP address and if needed IP domain,.
2.	The NRF responds Nnrf_NFDiscovery_Request with the NF profiles of all UPFs that currently meet the AF/NEF discovery request.
6.1.2.5.2	Procedure of UPF selection by the NF targeting PDU session or UE with information of SUPI, S-NSSAI and DNN
This solution is applied to discover central PSA UPF, local PSA UPF and distributed PSA UPF.


Figure 6.1.2.5.2-1: Procedure of UPF selection by the NF targeting PDU sessions of a certain UE with information of SUPI, S-NSSAI and DNN
1.	If the consumer NF is an NWDAF, the NWDAF issues an Nnrf_NFDiscovery_Request service operation to find the UDM providing the NF type, , UE ID (SUPI).
2.	The NRF responds Nnrf_NFDiscovery_Request with the NF profile of the UDM that currently meet the NWDAF discovery request.
3.	The NWDAF issues an Nudm_UECM_Get request to find the SMF from UDM providing NF type, , UE ID (SUPI), S-NSSAI, DNN.
4.	The UDM finds the serving SMF for the UE providing SUPI, S-NSSAI, and DNN, as described in TS 23.502 [3].
5.	The UDM responds the SMF ID over Nudm_UECM_Get service response to the NWDAF.
6.	The NWDAF obtains UPF information from the SMF provided by the UDM over the Nsmf_EventExposure_Subscribe service operation providing SUPI, S-NSSAI, and DNN.
Editor's note:	It is FFS how the UPF event consumer is updated when the (local UPF) UPF that serves a PDU session is changed.
Editor's note:	How the NWDAF can determine which among the multiple PSA UPF(s) of a PDU Session it needs to contact for a given application flow.
7.	The SMF responds Nsmf_EventExposure_Notify with the requested UPF ID and the type of UPF.


End of change 
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