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[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Abstract of the contribution: This paper aims to update to resolve editor's notes that how PCF of hosting network updates the parameters to AMF and SMF.
[bookmark: _Toc352077766][bookmark: OLE_LINK1][bookmark: OLE_LINK2]1. Discussion
This contribution updates Solution #13 mainly aiming at the following editor’s notes and provides the impacts on the related NFs.
Editor's note: It is FFS how PCF of the hosting network updates the parameters of AMF and SMF to support to provide access to localized services, and what parameters should be updated accordingly.
PCF will invoke Npcf_AMPolicyControl_UpdateNotify request to AMF as defined in clause 4.16.2.2 of TS 23.502[3], which includes the list of the identification of the localized services, the modified service area restrictions (e.g. the validity of location), and the modified QoS（such as UE-AMBR, UE-Slice-MBR）parameters to notify AMF the access and mobility related policy for localized services has been updated. 
PCF will invoke Npcf_SMPolicyControl_UpdateNotify request to SMF as defined in clause 4.16.5.2 of TS 23.502[3], which includes the modified QoS (e.g. Authorized MBR, Authorized session-AMBR), the Revalidation time limit, the Time Condition, etc. parameters to notify SMF the PDU session related policy information for localized services has been updated.
Editor's note: It is FFS how the hosting network advertise the localized services to the UE, and what is identity of localized services should be used.
When AMF received the modified access and mobility related policy from PCF in Step 4, AMF will deploy and store this updated policy information, then provisioning the Service Area Restrictions (e.g. the validity of location), the list of the identification of the localized services (such as DNN and/or S-NSSAIs) to the UE, and provisioning the UE-AMBR, Service Area Restrictions to the NG-RAN.
Editor's note: The impacts are FFS.
Provide related impacts on UE, PCF, AMF, SMF, and NEF.
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]Add the following update to solution #13 in TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc104889545][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459] 6.13	Solution #13: Exposure enhancements to support providing access to localized services
[bookmark: _Toc104889546]6.13.1	Introduction
This solution aims at address key Issue #3 (Enabling NPN as hosting network for providing access to localized services), Key Issue #4 (Enabling UE to discover, select and access NPN as hosting network and receive localized services) and Key Issue #5 (Enabling access to localized services via a specific hosting network), in particular:
-	How localized service agreements (i.e. a service agreement for a localized service) for a specific occasion (time and location) are automatically established and terminated.
-	What is required to enable communication between a network operator deploying a hosting network and a localized services provider: Investigate which type of interaction (e.g. configuration of the hosting network, information reporting) is needed, in such relation to enable the localized services provider for making the best use of the hosting network.
-	How and whether the home network, determine the service availability of a hosting network, and interacts with hosting network to authorize home network's subscribers to access home network services via the hosting network, at certain time and location, coverage of the hosting network and services offered by the hosting network.
-	Investigate which type of information needs to be exchanged between hosting network and a localized services provider so that a UE can perform discovery, selection and connection of the hosting network and access the localized services provided via the hosting network.
-	How to enable UE to access both home network services and localized services via the hosting network, and seamless service continuity for home network services and localized services when UE moves between different networks providing the same services. This includes how to configure UE with information enabling the UE to be aware of services that can be accessed via a specific network (e.g. home network or hosting NPN).
-	How home network determines the need to steer or instruct the UE, and how the home network steers or instructs the UE to select a hosting network for obtaining home network services or localized services or select a network for a specific service which is available from both hosting and home network.
The main principles of this solution are that:
-	The localized service provider can act as the AF to manage the localized service agreements among Hosting Network operator, localized service provider, and Home Network or Credentials Holder via exposure interface.
-	The localized service provider can act as the AF to manage the subscribed localized service information in subscription data within the Home Network or Credentials Holder or Hosting network via network exposure. This can be performed on a demand basis.
-	The network selection information for the target Hosting Network is provisioned/signalled to the UE when the UE is registered in the Home Network; the network selection information is used for discovery and selection of the target Hosting Network; Optionally, the network selection information can be signalled to the UE under certain conditions e.g. when UE enters specific area and/or after certain time.
-	When the UE registers in the Hosting Network, the Home Network or the Credentials Holder performs primary authentication and authorization for the UE.
-	When the UE accesses to the localized service via Hosting Network, the Hosting Network initiates Network Slice-Specific Authentication and Authorization or PDU Session Secondary Authentication and Authorization to authorize the UE access to the localized service.
-	When the UE accesses to the localized service via Hosting Network, the Hosting Network uses the time and location allowed for the UE to perform access control to the localized service.
[bookmark: _Toc104889547]6.13.2	Functional Description
Providing access to localized services refers to the capability to provide access to a hosting network (PNI-NPN or SNPN) and a set of services offered by the hosting network provider, other mobile network operators (PLMN or SNPN) and 3rd party application providers. The services may be localized (i.e. provided at specific/limited area) and may be bounded in time.
The UE's with or without prior subscription to the hosting network can access to the localized services via hosting network using access credentials from Home Network or Credentials Holder once the UE has subscribed successfully to the localized services of the hosting network. Then this solution is described as below:
-	The localized service provider acting as the application function manages the service agreements among Hosting Network operator, localized service provider, and Home Network or Credentials Holder via network exposure. The service agreements include:
-	Availability of each of the localized service (service identification, service parameters [DNN, S-NSSAI, QoS], service authorization methods [NSSAA or PDU Session SAA], service access methods [LBO or HR], time and location); and
-	List of Supported Home Networks or Credentials Holders for each localized service; and
-	List of Supported Hosting Networks for each localized service.
-	The localized service provider may request the hosting network operator to configure or update its network rule (e.g. at the specific time and location) to provide the localized services. Based on the request from the localized service provider and the agreement between hosting network operator and localized service provider, the hosting network may configure or update its network rules in NFs to provide the localized services. The hosting network operator may respond the localized service provider with the result for providing the localized services.
-	The hosting network may advertise the localized services to the UE according to the network rules.
-	UE/User can subscribe to the localized service for a specific Hosting Network via out-of-3GPP means, e.g. online store, portal:
-	The UE should be a subscriber of the supported Home Network or should have credentials from the supported Credentials Holder in the service agreement; and
-	The target Hosting Network should be one in the list of supported Hosting Networks; and
-	The localized service provider should know localized service information selected by the UE/User, e.g. subscribed DNN, S-NSSAI, QoS, service authorization method, service access method, time and location, this information selected by the UE/User should be covered by the Availability of the localized service in the service agreement. The localized service provider should also know the information of the UE's subscribed Hosting Network and Home Network or Credentials Holder; and
-	The UE/User can obtain the service credentials assigned by the localized service, the service credentials can be used to authenticate and authorize the UE access to the localized service.
-	The localized service provider acting as the application function, updates subscription data in the subscribed Home Network or Credentials Holder or Hosting network via network exposure, so the subscription data can contain the localized service information subscribed by a single UE or a group of UEs:
Editor's note: It is FFS how network exposure is used by localized service provider to update the subscription data and what the subscription data for localized service contains.
-	If the UE will access the Hosting Network using credential from Credentials Holder with AAA Server, then the localized service provider updates the subscription data in the subscribed Hosting Network, so the subscription data contains the indication that primary AA by AAA-S is required as well as the subscribed localized service information e.g. subscribed DNN, S-NSSAI, QoS, service authorization method, service access method, time and location.
-	If the UE will access the Hosting Network using credential from Credentials Holder with AUSF and UDM, then the localized service provider updates the subscription data in the subscribed Home Network, so the subscription data contains the subscribed Hosting Network information as well as the subscribed localized service information e.g. subscribed DNN, S-NSSAI, QoS, service authorization method, service access method, time and location.
-	If the UE will access the Hosting Network using credentials from Home Network, then the localized service provider updates the subscription data in the subscribed Home Network, so the subscription data contains the subscribed Hosting Network information as well as the subscribed localized service information e.g. subscribed DNN, S-NSSAI, QoS, service authorization method, service access method, time and location.
-	The Home Network updates UE with the network selection information for the subscribed Hosting Network (e.g. service identification, Hosting Network ID, temporal validity condition, spatial validity condition) when subscribed time starts and/or when UE enters specific area indicated by the subscribed location contained in the subscription data:
-	The temporal validity condition is derived from the subscribed time for the localized service, this indicates the time period when the network selection information is valid.
-	The spatial validity condition is derived from the subscribed location for the localized service, this indicates the area where the network selection information is valid.
-	The Home Network can also provide UE with its N3IWF address to enable UE to access both home network services and localized services via the hosting network:
-	The N3IWF address of home network is used for UE to determine its way to access to hosting network based on its radio-capability.(e.g. access hosting network directly, or access home network via hosting network as an underlay network).
-	The UE moves in the subscribed location for the localized service and the temporal validity condition is still valid, and starts discovery and selection of the Hosting Network.
-	The UE registers in the Hosting Network with the access credentials and accesses to the localized services using the service credentials.
-	The UE is authenticated and authorized by the Home Network or the Credentials Holder.
-	The UE can be provisioned with information related with the subscribed localized service (Allowed NSSAI, service authorization method, URSP rules).
-	The UE setups the connectivity to the localized service by establishing a PDU Session with the DNN, S-NSSAI associated with the localized service, the Hosting Network can allocate resources for the PDU Session according to the subscribed QoS or service access method.
-	With the subscribed service authorization method, the Hosting Network performs the service authorization using the indicated authorization method.
-	With the subscribed time and location, the Hosting Network performs access control to the localized service.
-	When the UE moves out the subscribed location for the localized service or the temporal validity condition becomes out-dated:
-	The UE de-registers from the Hosting Network, the UE may delete the network selection information for the subscribed Hosting Network and information related with the subscribed localized service.
-	The Hosting Network de-registers the UE and releases network resources reserved for the UE.
-	The localized service provider may delete the localized service information from subscription data in the Home Network or Credentials Holder or Hosting network.
Figure 6.13.2-1 depicts the scenarios for support of providing access to localized services.


Figure 6.13.2-1: Support of providing access to localized services via exposure enhancements
[bookmark: _Toc104889548]6.13.3	Procedures
[bookmark: _Toc104889549]6.13.3.1	Procedure for enabling hosting network to provide access to localized services

Figure 6.13.3.1-1: Procedure for the interaction between hosting network and localized service provider to enable UE to access the localized services via hosting network
The precondition for this procedure is the existence of a SLA between the Hosting network and the provider of localized service to enable the interaction between the AF and the Hosting Network as required.
-	Step 1: AF(localized service provider) may initiate or update the request to the NEF of the hosting network for providing access to localized services with the characteristics of the localized service, which including:
-	list of the identification of the localized services;
-	validity restriction for each localized service, e.g. the validity of time or location;
-	QoS requirements for each localized service.
-	Step 2: NEF/PCF of the hosting network determines its network rules for the localized services based on the request in Step1 and the agreement with the localized service provider. The network rules are used to reserve the network resources and meet the QoS requirement with the specific validity restriction for providing access to the localized services.
-	Step 3: NEF/PCF of the hosting network responses the result for providing access to localized services to the AF (localized services provider), the result corresponds to the request in the Step1, which including:
-	list of the identification of the localized services, which can be provided by the hosting network;
-	validity restriction for each localized service provided by the hosting network, e.g. the validity of time or location;
-	QoS requirements for each localized service provided by the hosting network.
-	Step 4: PCF of hosting network updates the parameters of the AMF and SMF in order to enforce its network rules which are determined in Step 3 to provide access to localized services.
	-  PCF will invoke Npcf_AMPolicyControl_UpdateNotify request to AMF as defined in clause 4.16.2.2 of TS 23.502[3], which includes the list of the identification of the localized services, the modified service area restrictions (e.g. the validity of location), and the modified QoS（such as UE-AMBR, UE-Slice-MBR）parameters to notify AMF the access and mobility related policy for localized services has been updated. 
[bookmark: OLE_LINK7][bookmark: OLE_LINK8][bookmark: OLE_LINK11]-  PCF will invoke Npcf_SMPolicyControl_UpdateNotify request to SMF as defined in clause 4.16.5.2 of TS 23.502[3], which includes the modified QoS (e.g. Authorized MBR, Authorized session-AMBR), the Revalidation time limit, the Time Condition, etc. parameters to notify SMF the PDU session related policy information for localized services has been updated.
Editor's note: It is FFS how PCF of the hosting network updates the parameters of AMF and SMF to support to provide access to localized services, and what parameters should be updated accordingly.
-	Step 5: hosting network advertise the localized services to the UE according to the network rules (e.g. at the specific time and location).
	-  When AMF received the modified access and mobility related policy from PCF in Step 4, AMF will deploy and store this updated policy information, then provisioning the Service Area Restrictions (e.g. the validity of location), the list of the identification of the localized services (such as DNN and/or S-NSSAIs) to the UE, and provisioning the UE-AMBR, Service Area Restrictions to the NG-RAN.
Editor's note: It is FFS how the hosting network advertise the localized services to the UE, and what is identity of localized services should be used.
[bookmark: _Toc104889550]6.13.3.2	Procedure for home network to update UE with the network selection information for the subscribed Hosting Network

 
Figure 6.13.3.2-1: Procedure for home network to update UE with network selection information for hosting network
-	Step 1: UE indicates its target localized services (via a list of identification of the localized services) in the NAS message: Registration Request when UE registers to the AMF of the home network.
-	Step 2: Home network may perform the authorization and authentication for the target localized services based on the local network policy and UE subscription.
Editor's Note: It is FFS how the authorization and authentication for the target localized service are performed in the home network,
-	Step 3: Based on the UE subscription of the target localized services provided by the hosting networks and the availability of the hosting network(s) in the location of the UE, the AMF of the home network may returns the information of the hosting network providing the target services to the UE in the NAS message: Registration Accept or UE configuration update, which includes:
-	List of SNPN IDs of the hosting network associated with the localized services.
-	Special restriction for the localized services, including time and location restrictions.
-	N3IWF address of the home network, which may be used for hosting network as an underlay network to access the home network.
Editor's note: It is FFS whether ANDSP can be reused to provide N3IWF information to UE.
-	Credentials to access hosting network(s).
NOTE:	Whether and how credential can be sent to UE via NAS message is up to SA WG3.
UE may store the information of the hosting network; it is up to UE to determine its way to access to hosting network when it is available, such as:
-	For a dual- radio capability UE, UE may access the hosting network directly on one radio link and retain the connection with the home network with the other radio link.
-	For a single-radio capability UE, UE access the home network via the hosting network as an underlay network, for both services from hosting network and the home network.
[bookmark: _Toc104889551]6.13.4	Impacts on services, entities, and interfaces
Editor's note: The impacts are FFS.
UE:
· Ability to indicate its target localized services in NAS message based on the received list of the identification of the localized services.
PCF:
· Support to receive and respond to Access Information from the NEF.
· Support to build network rules/policies to apply for localized server requests from the localized service provider and send to AMF and SMF respectively to perform. 
AMF:
· Ability to receive and handle the list of the identification of the localized services, the modified service area restrictions，and the modified QoS（e.g. UE-AMBR, UE-Slice-MBR）parameters from the PCF.
SMF:
· Ability to receive and handle the list of the identification of the localized services, the modified QoS (e.g. Authorized MBR, Authorized session-AMBR), the Revalidation time limit, the Time Condition, etc. parameters from the PCF.
NEF:
·  Ability to receive and respond to Access Information from the AF（localized service provider）.

*** END CHANGES ***
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