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Abstract: This contribution proposes evaluation and conclusion for KI#1.
1.
Discussion
The Key Issue #1 includes three aspects:
-
#1: Whether the HPLMN needs any information from the VPLMN to generate URSP Rules in roaming. If so, which information and how to provide it.
-
#2: How to provide URSP Rules in roaming to the UE. In particular, how the HPLMN and VPLMN are involved in such procedure.

-
#3: Whether and how to support URSP enhancements to support routing of the application traffic with different URSP rules in different PLMNs.

For bullet #2, all the proposed solutions reuse the existing UE policy provisioning procedure. 
For bullet #1, there are two categories of solutions: one category is to let HPLMN determine the URSP for VPLMN usage, the other category is to let VPLMN determine its own URSP.
Category 1. VPLMN URSP determination in HPLMN:

Category 1A: In this category, the AF interacts with the HPLMN directly using the AF Guidance to PCF as defined in clause 4.15.6.10 of TS 23.502. No additional normative work is required for this aspect:

Sol#1
Sol#2
Sol#6

Category 1B: In this category, the AF interacts with the VPLMN. Corresponding information is provided to HPLMN via an enhanced V-PCF to H-PCF interface. Normative work is needed for the interface between V-PCF and H-PCF:

Sol#3
Sol#4
Sol#5
Sol#28 scenario A
Regarding the assumptions for Category 1A and 1B operation, for any AF, it may only be aware that a particular PLMN is providing UE access to it. It would not know if the UE accessing it were at home PLMN or roaming. 

Therefore, in order for Category 1A to work, the AF has to inform all PLMNs having a roaming agreement with the local PLMN providing access to it. If the AF can be accessed by multiple PLMNs, the number of PLMNs it needs to interact with will grow exponentially. Therefore, it does not scale for AF with wide deployments. Additionally, Category 1A solutions does not require any normative work based on the existing descriptions.     

Therefore, it is proposed to support Category 1B to proceed into normative work. This also does not conflict with Category 1A solutions, as the HPLMN will determine the final URSP rules.  
For Category 1B, the information defined among Sol#3, Sol#4, Sol#5 and Sol#28 are quite similar,. In principle, the mappings between Traffic Descriptor(S) and RSD(s) are sent to H-PCF from V-PCF. If there are multiple rules, the rule precedence should be included as well. The mapping between TD(s) and RSD(s) and rule precedence make the information similar to VPLMN generated URSP rule. So it’s proposed to simplify the solutions to allow the V-PCF to send the VPLMN generated URSP rule to H-PCF for final decision, which would require the V-PCF to be able to support URSP rule generation.
Category 2.
VPLMN generates and provisions its own URSP rules to UE directly:

Sol#27
Sol#28 scenario B
Allowing VPLMN to generate and provision its own URSP rules to UE directly with allowance from HPLMN may cause the HPLMN to lose control of the usage of HPLMN provisioned URSP rules at UE side. This is because the VPLMN provided rules may interfere with the HPLMN provided rules that were meant for home routed traffic. Based on this reason, no agreement could be reached to proceed with the solution of VPLMN generating and provisioning its own URSP to UE directly.
On the other hand, it should be noted that for existing URSP provisioning mechanism till Rel-17, the HPLMN provided URSP rules are sent to the UE via the V-PCF in roaming cases. There was no verification or protection of the H-PCF provided URSP rules. From a UE perspective, it would not be able to detect if any URSP rule is inserted by V-PCF, or it is from the H-PCF. Therefore, the principle of allowing only HPLMN providing the URSP rules to UE could not be fully guaranteed by existing Rel-17 mechanism. 

In view of this, if the conclusion of the study is to honor the principle of allowing only HPLMN providing URSP rules, it would be beneficial to request SA3 and CT1 to develop some mechanisms to protect/verify that the rules are indeed provided by HPLMN. 

It is proposed that an LS to be sent to SA3 and CT1 on this matter.  
For bullet #3, on how to identify the VPLMN specific URSP to UE, there are four categories of solutions on table:

· Category 3A: VPLMN ID in RSD as RSVC (Route Selection Validation Criteria)

· Sol#2
· Sol#4
· Sol#29

· Category 3B: VPLMN ID in TD:

· Sol#3_Option#1

· Category 3C: VPLMN ID along with PSI:

· Sol#6

· Category 3D: No impact to URSP and UE (VPLMN specific URSP can be provisioned to UE when the UE roams into that VPLMN):

· Sol#1
· Sol#3_Option#2
· Sol#5

Category 3B doesn’t seem reasonable since VPLMN ID was never deemed as Traffic Descriptor, and it would require significant change of the URSP handling logic It would create backward compatibility issues. 
Category 3A is inefficient since there may be multiple URSP rules using the same TD for different PLMN due to different DNN/S-NSSAI are used by different PLMN, as such, in the worst case, the UE needs to evaluate all matched URSP rules, the number of matched URSP rules may be large. It could greatly increase the UE processing burden for URSP rule handling. 
Category 3C provides a more scalable way of structuring PLMN ID with URSP. Using such method the UE only needs to evaluate the URSP rules indexed by the PSIs associated with the VPLMN ID, if there is no matched URSP rule for the VPLMN ID, then the HPLMN URSP will be evaluated. The actual URSP evaluation logic defined in TS 23.503 would not require any change. This approach can work with both dynamically provisioning rules or pre-configured rules.  
Category 3D works with the assumption that roaming usually doesn’t happen frequently and the UE can wait until the URSP rules updated before accessing any service in a new PLMN. Additionally, this approach only works when dynamic UE policy provisioning is supported. On the other hand, Category 3D does not require any normative work.  
Therefore, it is proposed to either advance Category 3C or 3D as the conclusion for bullet#3 of KI#1. 
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X Evaluation on Solutions for KI#1

The Key Issue #1 includes three aspects:

-
#1: Whether the HPLMN needs any information from the VPLMN to generate URSP Rules in roaming. If so, which information and how to provide it.
-
#2: How to provide URSP Rules in roaming to the UE. In particular, how the HPLMN and VPLMN are involved in such procedure.

-
#3: Whether and how to support URSP enhancements to support routing of the application traffic with different URSP rules in different PLMNs.

For bullet #2, all the proposed solutions reuse the existing UE policy provisioning procedure. 

For bullet #1, there are two categories of solutions: one category is to let HPLMN determine the URSP for VPLMN usage, the other category is to let VPLMN determine its own URSP.

Category 1. VPLMN URSP determination in HPLMN:

Category 1A: In this category, the AF interacts with the HPLMN directly using the AF Guidance to PCF as defined in clause 4.15.6.10 of TS 23.502. No additional normative work is required for this aspect:

Sol#1
Sol#2
Sol#6

Category 1B: In this category, the AF interacts with the VPLMN. Corresponding information is provided to HPLMN via an enhanced V-PCF to H-PCF interface. Normative work is needed for the interface between V-PCF and H-PCF:

Sol#3
Sol#4
Sol#5
Sol#28 scenario A
Regarding the assumptions for Category 1A and 1B operation, for any AF, it may only be aware that a particular PLMN is providing UE access to it. It would not know if the UE accessing it were at home PLMN or roaming. 

Therefore, in order for Category 1A to work, the AF has to inform all PLMNs having a roaming agreement with the local PLMN providing access to it. If the AF can be accessed by multiple PLMNs, the number of PLMNs it needs to interact with will grow exponentially. Therefore, it does not scale for AF with wide deployments. Additionally, Category 1A solutions does not require any normative work based on the existing descriptions.     

Therefore, it is proposed to support Category 1B to proceed into normative work. This also does not conflict with Category 1A solutions, as the HPLMN will determine the final URSP rules.  
For Category 1B, the information defined among Sol#3, Sol#4, Sol#5 and Sol#28 are quite similar,. In principle, the mappings between Traffic Descriptor(S) and RSD(s) are sent to H-PCF from V-PCF. If there are multiple rules, the rule precedence should be included as well. The mapping between TD(s) and RSD(s) and rule precedence make the information similar to VPLMN generated URSP rule. So it’s proposed to simplify the solutions to allow the V-PCF to send the VPLMN generated URSP rule to H-PCF for final decision, which would require the V-PCF to be able to support URSP rule generation.

Category 2.
VPLMN generates and provisions its own URSP rules to UE directly:

Sol#27
Sol#28 scenario B
Allowing VPLMN to generate and provision its own URSP rules to UE directly with allowance from HPLMN may cause the HPLMN to lose control of the usage of HPLMN provisioned URSP rules at UE side. This is because the VPLMN provided rules may interfere with the HPLMN provided rules that were meant for home routed traffic. Based on this reason, no agreement could be reached to proceed with the solution of VPLMN generating and provisioning its own URSP to UE directly.

On the other hand, it should be noted that for existing URSP provisioning mechanism till Rel-17, the HPLMN provided URSP rules are sent to the UE via the V-PCF in roaming cases. There was no verification or protection of the H-PCF provided URSP rules. From a UE perspective, it would not be able to detect if any URSP rule is inserted by V-PCF, or it is from the H-PCF. Therefore, the principle of allowing only HPLMN providing the URSP rules to UE could not be fully guaranteed by existing Rel-17 mechanism. 

In view of this, if the conclusion of the study is to honor the principle of allowing only HPLMN providing URSP rules, it would be beneficial to request SA3 and CT1 to develop some mechanisms to protect/verify that the rules are indeed provided by HPLMN. 

It is proposed that an LS to be sent to SA3 and CT1 on this matter to assist the conclusion on this aspect.  

For bullet #3, on how to identify the VPLMN specific URSP to UE, there are four categories of solutions on table:

· Category 3A: VPLMN ID in RSD as RSVC (Route Selection Validation Criteria)

· Sol#2
· Sol#4

· Sol#29

· Category 3B: VPLMN ID in TD:

· Sol#3_Option#1

· Category 3C: VPLMN ID along with PSI:

· Sol#6

· Category 3D: No impact to URSP and UE (VPLMN specific URSP can be provisioned to UE when the UE roams into that VPLMN):

· Sol#1
· Sol#3_Option#2
· Sol#5

Category 3B doesn’t seem reasonable since VPLMN ID was never deemed as Traffic Descriptor, and it would require significant change of the URSP handling logic It would create backward compatibility issues. 

Category 3A is inefficient since there may be multiple URSP rules using the same TD for different PLMN due to different DNN/S-NSSAI are used by different PLMN, as such, in the worst case, the UE needs to evaluate all matched URSP rules, the number of matched URSP rules may be large. It could greatly increase the UE processing burden for URSP rule handling. 

Category 3C provides a more scalable way of structuring PLMN ID with URSP. Using such method the UE only needs to evaluate the URSP rules indexed by the PSIs associated with the VPLMN ID, if there is no matched URSP rule for the VPLMN ID, then the HPLMN URSP will be evaluated. The actual URSP evaluation logic defined in TS 23.503 would not require any change. This approach can work with both dynamically provisioning rules or pre-configured rules.  

Category 3D works with the assumption that roaming usually doesn’t happen frequently and the UE can wait until the URSP rules updated before accessing any service in a new PLMN. Additionally, this approach only works when dynamic UE policy provisioning is supported. On the other hand, Category 3D does not require any normative work.  

Therefore, it is proposed to either advance Category 3C or 3D as the conclusion for bullet#3 of KI#1. 
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

Conclusion for KI#1 to be based on SA3 response on whether protection can be provided for the follow operation principle:

· V-PCF provides H-PCF with information (i.e. VPLMN generated URSP rule) for H-PCF to generate the final URSP rules.
· H-PCF generates the URSP rule for VPLMNs and provision the URSP to UE including the mapping between VPLMN ID and PSI sets.
* * * * End of changes * * * *
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