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Abstract of the contribution: This paper provides an evaluation and conclusion for the Key Issue #1 solutions.
1.
 Discussion
Solution #1, Solution #36, Solution #38, Solution #39, and Solution #40 are for Key Issue #1.
This paper proposes text for the Key Issue #1 evaluation and conclusion sections.
2. Proposals
It is proposed to adopt the following text in TR.23.700-60 v0.3.0.   
*** Start of 1st  change (all new text)***

7.X Evaluation on solutions of KI#1 

Solution #1, Solution #36, Solution #38, Solution #39, and Solution #40 are for Key Issue #1.

NOTE: 
Solution #38 and Solution #40 are also for Key Issue #2.

Solution #1 addresses Key Issue #1 by adding an option to the Nnef_AFsessionWithQoS API to allow the AF to provide the PCF with the allowed delay differences of a session’s flows. The PCF can then use the Per QoS Flow per UE QoS Monitoring feature to monitor the delay of each QoS flow and adjust the PCC rules if necessary. 

Solution #36 is similar to Solution #1 because it also adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows need to be “Handled Together”.  When the AF provides this indication, the PCF can provide the indication to the SMF in the PCC Rules and the SMF will either reject or allow all flows that need to be "Handled Together”.
Solution #40 (Option 2) is similar to Solution #1 because it also adds an option to the Nnef_AFsessionWithQoS API to allow the AF to indicate to the PCF that certain flows are associated.  Solution #40 proposes that the API be enhanced to allow the AF to provide the mid-attribute/Flow Identification parameters (i.e. identify the flows that are “handled together” and whose PDB should be the same).
Solution #40 (Option 1) relies on the use of IMS and extends the IMS framework so that the AF can use SDP signaling, instead of the Nnef_AFsessionWithQoS API, to provide the mid-attribute/Flow Identification to the PCF.

Solution #38 addresses Key Issue #1 by defining a new API that is modelled after the Nnef_ParameterProvision API. The new API allows the AF to identify the UE with the UE’s GPSI and provide Flow Description(s), QoS References, and/or QoS Parameters that should be associated with the service. The information about the service is stored in the UDM and a Coordination Identifier is provided to the AF by the UDM. The AF can provide the Coordination Identifier to the UE. The UE can use the Coordination Identifier as a traffic descriptor during URSP evaluation to ensure that the correct DNN/S-NSSAI combination is selected, and the UE can provide the Coordination Identifier during PDU Session Establishment. The Coordination Identifier is then used by the SMF to fetch the correct PCC Rules from the PCF.

Solution #39 is similar to Solution #38 because it also re-uses a traffic descriptor / URSP evaluation to ensure that the XRM traffic is routed to the correct DNN/S-NSSAI combination.
Policy Configuration
Solution #1, Solution #36, Solution #38, and Solution #40 (Option 2) all propose that the AF can invoke an NEF API to provide the PCF with information that the PCF can use to determine which flows are associated (i.e. need to be coordinated).

· In Solution #1, Solution #36, and Solution #40 (Option 2) the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when the Nnef_AFsessionWithQoS API is invoked. The UE IP Address would have to be the UE’s non-NAT’d IP Address.

· In Solution #38, the AF identifies the UE with GPSI instead of IP address and extends the Nnef_ParameterProvision API so that the AF can configure the QoS parameters for the session. This approach allows the AF to configure the QoS parameters for the session before or after the UE establishes the PDU session that will carry the service. Since Solution #38 does not require the AF to identify the UE or the Session by IP address, the solution works in the presence of NAT.
In Solution #40 (Option 1) the flows (e.g. source/destination IP Address and port numbers) are identified by the AF when in SDP signalling. The UE IP Address would have to be the UE’s non-NAT’d IP Address.

Solution #1 provides an additional option where the AF can indicate the allowed delay differences between flows to the PCF. This information and the existing Per QoS Flow per UE QoS Monitoring feature can be used by the PCF to monitor delay differences between flows and take action (i.e. change PCC Rules) if any delay differences are measured to be out of allowed range. 
Associating Policies to the Correct PDU Session

After the PDU Session is established, Solution #1, Solution #36, and Solution #40 all use the UE’s non-NAT’d IP Address to configure policies for the XRM Session.

Solution #38 and Solution #39 use a traffic descriptor to ensure that the UE selects the correct DNN/S-NSSAI combination.  Solution #38 further proposes that the UE provides the traffic descriptor during PDU Session establishment so that the SMF and PCF can use the traffic descriptor (coordination identifier) to fetch the correct PCC Rules and derive coordinated QoS Rules.  Since the coordination identifier is provided during PDU Session Establishment, the network can also use the DNN/S-NSSAI combination for other traffic (i.e. non-XRM traffic and/or traffic from other XRM sessions).

Applying PCC Rules
In Solution #36 (“Handling Together” indication) and Solution #38 (“Coordination Identifier), the SMF is given an indication that flows of a PDU Session need to be associated. In Solution #36 it is proposed that SMF will either reject or allow all flows that need to be "Handled Together”; thus providing the benefit that the PCF can derive a new set of PCC Rules that can be fulfilled.
*** End of 1st change ***
*** Start of 2nd change (all new text)***

8.X Key Issue #1 Conclusion 

It is concluded that, in the normative phase:

· An NEF API will allow the AF to indicate what flows need to be coordinated. In order to allow the AF to configure the flow information before, or after, PDU Sessions are established, and in order to avoid NAT issues, the NEF API will allow the AF to identify the UE with a GPSI.

· An NEF API will provide an additional option where the AF can indicate the allowed delay differences between flows to the PCF. This information and the existing Per QoS Flow per UE QoS Monitoring feature can be used by the PCF to monitor delay differences between flows and take action (i.e. change PCC Rules) if any delay differences are measured to be out of allowed range.
· In order to ensure that the UE selects the correct DNN/S-NSSAI combination for the XRM traffic, a traffic descriptor for the XRM session will be used during URSP evaluation. In order to allow the DNN/S-NSSAI combination to be used by other UEs for non-XRM traffic and other XRM sessions, the network may provide a Coordination Identifier to the AF and the AF may provide the Coordination Identifier to the UE. The Coordination Identifier can then be used as the Traffic Descriptor.

NOTE: 
How the AF provides the Coordination Identifier to UE hosted applications that want to participate in the service is out of SA2's work scope.
· When the PCF is aware that certain flows need to be associated (i.e. based on information provided by the AF via invocation of an NEF API), the PCF may provide a "Handled Together” indication to the SMF so that the SMF can either reject or allow all flows that need to be "Handled Together”; thus providing the benefit that the PCF can derive a new set of PCC Rules that can be fulfilled.
*** End of 2nd change ***
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