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Abstract of the contribution: This paper proposes to update solution #35.
Discussion
There is one aspect described in key issue #4 as below. 
-	How to ensure the localized services are accessed by UE according to the conditions when and where the localized services are allowed to be accessed by the UE.
This contribution proposes a mechanism for the hosting network to make such control to ensure the localized service is accessed per agreement. PCF in hosting network will determine what are the granted localized services and the corresponding URSP rules for the UE based on SLA.
Regarding the editor's note:
Editor's note:	FFS whether existing validity conditions in UE policies (URSP) needs to be updated or the existing Time Window and Location Criteria are sufficient.
The validity condition "Route Selection Validation Criteria" in the URSP rule includes the necessary information which can be used by UE to establish PDU session to access the localized service following to the agreement. So, it proposes to reuse existing "Route Selection Validation Criteria" and remove the editor's note.
In order to utilize URSP rules for localized service in hosting network, it requires the traffic descriptor to be able to identify the localized service, e.g. re-use "application descriptor" to identify the localized service, or a separated identifier for the localized service, etc.
Proposal
Add the following update to TR 23.700-08.

*** BEGIN CHANGES ***
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Table 6.0-1: Mapping Solutions to Key Issues
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*** NEXT CHANGES ***
6.35	Solution #35: Access to localized service by network slicing and URSP
[bookmark: _Toc104889680]6.35.1	Introduction
This solution addresses Key Issue #5: Enabling access to localized services via a specific hosting network.
More specifically the solution addresses step H6 of solution 7.
The basic principles of this solution is reusing existing architectures and functionalities e.g. network slicing and URSP.
[bookmark: _Toc104889681]6.35.2	Functional Description
The following are the assumptions for this solution:
1.	Hosting network:
-	can be a PNI-NPN (i.e. a PLMN) or an SNPN;
-	uses dedicated network slice(s) for localized services:
-	A dedicated network slice is defined to be available in the area of the served localized services, and available at least for the duration of the localized service.
2.	Home network:
-	can be a PNI-NPN (i.e. a PLMN) or an SNPN;
-	The home network and hosting network can be the same network.
3.	PCF is configured with information for localized services or retrieves the information from UDR.
4.	Home network services can be accessed either using roaming architecture with N16/N9 or via N3IWF.
5.	The UE uses the credentials of the home network to access the hosting network.
[bookmark: _Toc104889682]6.35.3	Procedures


Figure 6.35.3-1: Registration in the hosting network
The Registration procedure in TS 23.502 [4] is used with following modifications with the assumption that hosting network and home network is not the same network and that the UE therefore does not have e.g. S-NSSAI configured for the hosting network (if the hosting network and home network is the same network then UE can already have the S-NSSAI and the PCF can provide URSP rules to the UE):
NOTE:	The UE has previously performed step H5 of solution 7 i.e. UE discovers/selects the hosting network when the conditions of the localized service are about to be met.
1.-	The UE provides Requested NSSAI if available as per existing procedures.
2.	Primary authentication is performed as per existing procedures.
3.	AMF and UDM service operations as per existing procedures.
4.	AM Policy Association Establishment as per existing procedures.
5.	UE Policy Association Establishment as per existing procedures. Potential enhancement introduced in study FS_eUEPO can be utilized for URSP rule determination. This can involve H-PCF in case the hosting network is a PNI-NPN and home network is a PLMN.
6.	As per existing procedures i.e. the AMF provides the Configured NSSAI including the S-NSSAI of hosting network that is to be used for the localized service and the Mapped Configured NSSAI including the S-NSSAI of the home network.
7.	PCF in hosting network provides the UE with URSP rules with RSD identifying the localized service and S-NSSAI and DNN in hosting network to be used. PCF in hosting network determines which localized services are granted to UE and the corresponding URSP rules based on SLA and the information stored in UDR in the hosting network. Optionally, the URSP rule includes validity conditions for the related URSP rule e.g. time window and a location where the localized service is valid.
8.	The UE registers the network slice to be used for the localized service.
9.	The existing mechanisms are used to change the NG-RAN resources for the UE e.g. to a dedicated cell/TA to be used for the localized services. Mechanism can be based on RFSP, Allowed NSSAI or Target NSSAI or other available mechanisms. This can happen after step 10.
10.	The UE establishes a PDU Session to access the localized services as per the URSP rule for the localized service.
[bookmark: _Toc104889683]6.35.4	Impacts on services, entities, and interfaces
UE/PCF:
-	Support of traffic descriptor in the URSP rule to identify the localized services.TBD.
Editor's note:	FFS whether existing validity conditions in UE policies (URSP) needs to be updated or the existing Time Window and Location Criteria are sufficient.
PCF:
-	The PCF is able to provide the UE with UE policies (URSP) according to validity conditions for localized services, and remove the URSP rules after the end of the localized service.
*** END CHANGES ***
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