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Attachments:	


1. Overall Description:
SA2 would like to thank SA6 for their LS on support for managing slice for trusted third-party owned application. Specific to the SA6 questions in S6-221484/S2-2205447 SA2 would like to provide the following feedback:

Question 1: Does SA2 have an existing mechanism where an AF can manage its UEs with different qualities/priority level within a slice?

Answer: SA2 has no such mechanism.


Question 2: If no mechanisms exist, would SA2 consider adding a mechanism to allow an AF to manage this behaviour upon reaching threshold on maximum slice quota?

Answer: According to the TS 23.501, the mechanism of Network Slice Admission Control (NSAC) for maximum number of UEs is irrelevant of the contract qualities level in application level. When the maximum number of UEs per network slice for that network slice has already been reached, it means the number of UEs that can simultaneously use the network slice has reached the operator-defined threshold. The current status of network slice doesn’t allow UE’s registration anymore. Therefore the NSACF applies admission control policies for all the UEs in a fair manner and the AMF rejects UE’s registration request on this S-NSSAI. SA2 does not see any necessity to add a mechanism to allow an AF to manage this behaviour upon reaching threshold on maximum slice quota customer. Please also note the AMF may exempt UEs from NSAC when the UE is used for Emergency service or for Critical and Priority services (e.g. MCX, MPS) based on operator policy and national/regional regulations as described in clause 5.15.11.0 of TS 23.501.



2. Actions:
To CT1 group.
ACTION: 	SA2 asks SA6 group to take the above feedback into account.

[bookmark: _GoBack]3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #153e   	Oct 10 – 14, 2022 				Elbonia
TSG-SA2 Meeting #154   	Nov 14 – 18, 2022 				Canada, CA



3GPP TSG


-


WG SA2 Meeting #1


5


2


E e


-


meeting 


 


 


S2


-


2205709


 


Elbonia, 


August


 


1


7


 


–


 


2


6


, 2022


 


 


 


Title:


 


LS on Support for managing slice for trusted third


-


party owned application


 


Response to:


 


LS (


S6


-


221484


/S2


-


2205447


) on 


s


upport for managing slice for trusted third


-


party 


owned application


 


from 


SA6


 


Release:


 


Rel


-


18


 


Work Item:


 


FS_NSCALE


 


 


Source:


 


SA


2


 


To:


 


SA6


 


Cc:


 


SA1


 


 


Contact Person:


 


 


Name:


 


Haiyang Sun


 


Tel. Number:


 


 


E


-


mail Address:


 


sunhaiyang3@huawei.com


 


 


Send any reply LS to:


 


3GPP Liaisons Coordinator, 


mailto:3GPPLiaison@etsi.org


 


 


 


 


Attachments:


 


 


 


 


1. Overall Description:


 


SA2 would like to thank 


SA6


 


for their LS on 


s


upport for managing 


slice for trusted third


-


party owned application


.


 


Specific to the 


SA6


 


questions in 


S6


-


221484


/


S2


-


2205447 


SA2 would like to provide the following feedback:


 


 


Question


 


1


:


 


Does SA2 have an existing mechanism where an AF can manage its UEs with different 


qualities/priority 


level within a slice


?


 


 


Answer: 


SA2 ha


s


 


no such mechanism.


 


 


 


Question 2:


 


If no mechanisms exist, would SA2 consider adding a mechanism to allow an AF to manage this behaviour 


upon reaching threshold on maximum slice quota?


 


 


Answer: 


A


ccord


ing to the TS 23.501, t


he mechanism of Network Slice Admission Control


 


(NSAC)


 


for maximum 


number of UEs is


 


irrelevant of the contract qualities level


 


in application level


.


 


When the maximum number of UEs per 


network slice for that network slice has already 


been reached, 


it means 


the number of UEs that can simultaneously use 


the network slice


 


has reached the


 


operator


-


defined threshold


. The current status of network slice doesn’t allow UE’s


 


registration any


more. Therefore 


the NSACF applies admission control policies 


for all the UEs in a fair manner 


and the 


AMF rejects 


UE’s


 


registration request on this S


-


NSSAI


. 


SA2 


does


 


not


 


see any necessity to 


add a mechanism to allow an 


AF to manage this behaviour upon reaching threshold o


n maximum slice quota 


customer


. 


Please 


also 


note the AMF 


may exempt UEs from NSAC when the UE is used for Emergency service or for Critical and Priority services (e.g. 


MCX, MPS)


 


based on operator policy and national/regional regulations as described in cla


use 5.15.11.0 of TS 23.501.


 


 


 


 


2. Actions:


 


To 


CT1


 


group.


 


ACTION: 


 


SA


2


 


asks 


SA6


 


group to 


take the above feedback into account


.


 


 




3GPP TSG - WG SA2 Meeting #1 5 2 E e - meeting      S2 - 2205709   Elbonia,  August   1 7   –   2 6 , 2022       Title:   LS on Support for managing slice for trusted third - party owned application   Response to:   LS ( S6 - 221484 /S2 - 2205447 ) on  s upport for managing slice for trusted third - party  owned application   from  SA6   Release:   Rel - 18   Work Item:   FS_NSCALE     Source:   SA 2   To:   SA6   Cc:   SA1     Contact Person:     Name:   Haiyang Sun   Tel. Number:     E - mail Address:   sunhaiyang3@huawei.com     Send any reply LS to:   3GPP Liaisons Coordinator,  mailto:3GPPLiaison@etsi.org         Attachments:         1. Overall Description:   SA2 would like to thank  SA6   for their LS on  s upport for managing  slice for trusted third - party owned application .   Specific to the  SA6   questions in  S6 - 221484 / S2 - 2205447  SA2 would like to provide the following feedback:     Question   1 :   Does SA2 have an existing mechanism where an AF can manage its UEs with different  qualities/priority  level within a slice ?     Answer:  SA2 ha s   no such mechanism.       Question 2:   If no mechanisms exist, would SA2 consider adding a mechanism to allow an AF to manage this behaviour  upon reaching threshold on maximum slice quota?     Answer:  A ccord ing to the TS 23.501, t he mechanism of Network Slice Admission Control   (NSAC)   for maximum  number of UEs is   irrelevant of the contract qualities level   in application level .   When the maximum number of UEs per  network slice for that network slice has already  been reached,  it means  the number of UEs that can simultaneously use  the network slice   has reached the   operator - defined threshold . The current status of network slice doesn’t allow UE’s   registration any more. Therefore  the NSACF applies admission control policies  for all the UEs in a fair manner  and the  AMF rejects  UE’s   registration request on this S - NSSAI .  SA2  does   not   see any necessity to  add a mechanism to allow an  AF to manage this behaviour upon reaching threshold o n maximum slice quota  customer .  Please  also  note the AMF  may exempt UEs from NSAC when the UE is used for Emergency service or for Critical and Priority services (e.g.  MCX, MPS)   based on operator policy and national/regional regulations as described in cla use 5.15.11.0 of TS 23.501.         2. Actions:   To  CT1   group.   ACTION:    SA 2   asks  SA6   group to  take the above feedback into account .    

