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Abstract of the contribution: This contribution provides an evaluation and proposes to reach a conclusion for solutions proposed for KI#4 in TR 23.700-48.
Discussion
KI#4 addresses the need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs, e.g. in scenarios when UE(s) should use the same EAS and are not members of a pre-defined group.
There are 10 solutions in the TR 23.700-48 proposed and approved under KI#4. Solutions can be grouped in two main categories. 
· Solutions#15, #16, #17, #18, #34, #35, #36 and #37 address the ways to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI.
· Solutions #14 and #19 focus on group management principles, how to form a dynamic ad-hoc group that uses the same EAS and/or same local part of DN and/or same DNAI.

Proposal
It is proposed to add the following text under evaluation and conclusions for KI#4 in TR 23.700-48.


***Start of the Change***

[bookmark: _Toc104439705]7	Evaluation
7.x	KI#4: Influencing UPF and EAS (re)location for collections of UEs

Solutions for KI#4 can be grouped in two main categories: 
a)	Solutions#15, #16, #17, #18, #34, #35, #36 and #37 address the ways to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI.
b)	Solutions #14 and #19 focus on group management principles, how to form a dynamic ad-hoc group that uses the same EAS and/or same local part of DN and/or same DNAI.  

The solutions in category a) are evaluated below:
-	Solution#15 proposes to use Session Collection Management Function (SCMF) to make the decision on the common DNAI based on the information it receives from individual SMFs. The SCMF can further use Analytics services from NWDAF for determining service experience between the gNB and candidate UPFs. PCC Rules are enhanced by adding a new identifier "influence-id", which is associated with the list of DNAIs in the PCC Rules. UDR assigns the "influence-id" for each entry in the traffic influence data in the UDR when the entry is created as specified in Rel-17. NEF traffic influence service is used as specified in TS 23.501 and EAS deployment as in TS 23.548.
- 	Solution#16 stores the EAS or DNAI that resulted from the first matching DNS query into UDR, and then uses it for all future DNS Queries of the service in the UE collection. Whether and how single UE can belong to multiple groups is still open. The main problem with the solution is that the DNAI/EAS is selected based on the location of the first UE in the collection performing the DNS query, thus the DNAI/EAS may not be optimal for rest of the UEs in the collection. Further, it is not possible to relocate the DNAI/EAS for the collection when one of the UEs is moving or more UEs join to the collection (i.e., initiate corresponding DNS query).
-	In Solution#18 the same DNAI/EAS is selected for a pre-defined group of UEs that locate in the same area. Each SMF selects the DNAI independently from the other SMFs, and the selected DNAI is not shared with the other SMFs. The same can be achieved by the existing mechanisms in the specifications: as described in TS 23.548, the SMF can select the closest DNAI based on the UE location, this results the same DNAI is selected independently in each SMF for any UE within the area of this DNAI. Thus, this solution does not bring anything new. 
- 	Solution#34 aims to provide a mechanism to link the Traffic Influence data and EAS Deployment Information (EDI) data together. For this, the solution introduces a "dynamic external group id" as a correlation information for the group of UEs controlled by the AF, that is included to both data structures in the UDR. It is unclear how the "dynamic external group id" is different to the current "external group id" which is set by the AF when the AF creates the group, and once converted to corresponding internal group id, can be part of EDI and Traffic Influence data as discussed in Solution 14. The solution also assumes that the "Application ID" in Traffic Influence data and EDI can be used to correlate the information, but this is currently not true as they serve for different purposes; Application ID in Traffic Description in the Traffic Influence data is used to inspect application-specific user plane traffic in the UPF. It is unclear whether the solution proposes any improvements to this. Rest of the solution is similar with Solution 16 with the same problems; the DNAI/EAS is selected only for the first UE and may not be optimal for rest of the UEs in the collection. 
-	Solution#17 aims to find a common DNAI based on the AF request. The procedure assumes that the SMF returns a list of candidate DNAIs, based on the traffic influence in the PCC Rules and the location of the UE and network topology. Then AF determines one common DNAI for all PDU sessions and for each PDU Session, removes the rest of the DNAIs from the traffic influence data of the PDU Session. Then AF must also determine when the common DNAI is not needed anymore. The problem if the there is no common DNAI that suits all is still open. Changing the common DNAI based on mobility should also be possible and how to do this after initial selection of DNAI is not addressed in this solution. Further, it is not clear what triggers the AF to query the list of candidate DNAIs from the SMFs.
-	Solution#35 uses “traffic correlation information” which acts similarly as the "influence-id" in Solution#15 or “correlation ID” in Solution#16. The collection of UEs can be identified by the group ID where the group can be dynamically managed with the existing mechanism, or by the target UEs with service information (e.g., the application instance identifier). The service information is included as a condition to identify the collection of UEs such as any UE within a group with some “allowed services” with some specific applications or different users accessing the same application instance (i.e., gaming session). It is unclear how to use this “service information” under this solution. The target DNAI is determined by the AF for the first PDU Session in the UE collection, and then the same target DNAI is used for any future PDU Session in the UE collection, thus the DNAI/EAS may not be optimal for rest of the UEs in the collection. Further, it is not possible to relocate the DNAI/EAS for the collection when one of the UEs is moving or more UEs join to the collection (i.e., initiate corresponding DNS query. The solution proposes to use a "service specific parameter provisioning" procedure to influence to the traffic routing, why the existing traffic influence and/or EAS Deployment Information procedure is not used is not clear.   
-	Solution#36 uses the same principles with Solution#35. AF provides "dedicated relocation information" for a collection of UEs. The target DNAI/ EAS for the collection of UEs is sent as part of EDI information for the collection of UEs, so the EDI management procedure as defined in 23.548 is reused. The AF request to Provide EAS Deployment information is sent with dedicated relocation information. In the existing EDI, the application and its FQDN(s) are already supported in R17, so reusing the related information is enough. The details are missing for service specific parameter provisioning and how “service specific information” is used. There is only one SMF responsible for the session management and the selection of common DNAI based on “dedicated relocation information” of all users using the same application. Similar issues as Solution#35 exist here. It is not possible to relocate the common DNAI even if it is not optimal for the rest of the UEs.  
- 	Solution#37 stores the selected EAS ID in the UDM as part of group data, instead of UDR, and also the FQDNs are stored in the UDM group data, instead of TI data in UDR. Since the FQDN is in group data in the UDM, the solution does not use the TI data different from Solution#16. The DNAI is selected once for the first matching PDU Session, and then the same DNAI is used for any future PDU Session in the collection The solution claims that the DNAI can be changed due to UE mobility, but it is not described how this would work; it is not clear how the individual SMF would know whether to select a new DNAI or continue to use the DNAI retrieved from UDM. That is why this solution does not address the use cases where the common DNAI needs to be relocated. In addition, when the SMF removes the common EAS ID from UDM is unclear. 
The solutions in category b) are evaluated below:
-	Solution#14 discusses the group management principles. The AF is responsible to create and maintain the ad-hoc group data in 5GC. NEF provides a generic Group Management service for the AF to create, modify and delete ad-hoc groups in 5GC. Upon receiving a request to include a user into a group (i.e. when the group is created or a new user is added to the group), the UDM ensures that the group data and individual subscription data are aligned. Nnef_TrafficInfluence service as specified in Rel-17 is used to store the DNN/S-NSSAI and the Internal Group ID. Nnef_EASDeployment service as specified in clause 6.2.3.4 in TS 23.548 is used to store the EAS Deployment Information in the NEF and UDR.
-	Solution#19 has similarities with Solution#14. Additionally, it addresses how to create the group into UDM by using group type as a group data. Why 5GS needs to know what type of application the group is using is still open. 
Evaluation on how the Solution 14 and 15 together can be used to address the KI#4:
The user identities who can join to a collection of UEs are decided by the application (e.g., a group of friends), these (and only these) users need to access the same, common DNAI and EAS, e.g., a game server hosting a group game. If one of the UEs in the collection moves, or another UE in the group joins to the collection (e.g., setups a corresponding PDU Session and invokes a DNS query to the service), or one UE in the collection releases the corresponding PDU Session, the DNAI may need to be relocated in order to select more optimal DNAI. Among the solutions for category a), only the Solution 15 addresses the relocation of the DNAI and EAS as described above. 
Optionally, the application may limit the area where the UEs in the collection must locate to be joined to the collection. If a user in the UE collection leaves this area, the user will be dropped from the collection and disconnected from the EAS hosting the group service. In Solution 15, this can be implemented by setting the spatial validity condition to the Traffic Influence data that is applied to the UE collection.
The Solutions in category b) address the issue of how the application can form a dynamic ad-hoc group that is used to define the identities of users in the UE collection. In Solution 14, the AF can create and and maintain an ad-hoc group data and create a corresponding group id. Solution 14 can be used together with Solution 15; in this case the Traffic Influence data and EAS Deployment service data can refer to the group that is created by the AF, and only these users are considered as part of UE collection. Solution 15 can be used also without the group management in Solution 14; in this case the Traffic Influence data and EAS Deployment service data can refer to any UE using a given DNN/S-NSSAI, and, if EAS Deployment service data is used, any user invoking a DNS query to a FQDN e.g. by clicking a link to a URL can become part of the UE collection. Access to the UE collection can be limited by sharing the URL only among a group of users. Solution 19 is similar to Solution 14 but with less details.

***Next Change***


8	Conclusions
8.x	KI#4: Influencing UPF and EAS (re)location for collections of UEs
The following is concluded for the group management part of KI#4: 
      -  Solution#14 under clause 6.14 is recommended as the basis for normative work.
The following is concluded for the selection of the same DNAI and/ or same EAS in KI#4:
      -  Solution#15 under clause 6.15 is recommended as the basis for normative work.

***End of the Changes***
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