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Abstract: Provides clarification on what Solution#6, Solution#20 and Solution#21 are trying to achieve.

1	Background
Provides clarification on Solution#6, Solution#20, and Solution#21 to be considered when revising the evaluation and conclusion of KI#2
2         Clarification for Solution #6
Objective - Proposes support for accessing SNPN via the wireline access network. 

Use Case – Direct access to SNPN was only supported via NG-RAN until Rel-17. Many enterprise networks that support wireline access (through Wi-Fi) would benefit from accessing the SNPN via wireline access.

Procedures - Since the network selection in case of wireline access network is implicit with a wired connectivity between the RG and W-AGF, the solution will leverage existing procedures based on clause 4.2.1 of TS 23.316 with the exception of 5G-RG and W-AGF to formulate the SUCI that includes a NID (SNPN Identifier) in addition to PLMN ID.

Impact - 5G-RG and W-AGF ability to formulate the SUCI that includes the SUPI type as "IMSI" and the home network domain which includes a NID in addition to PLMN ID.
3         Clarification for Solution #20
Objective - Proposes support for using the same external credential holder and credentials to allow access to SNPN via either 3GPP (NG-RAN) or non-3GPP (trusted, untrusted or wireline) access. 

Use Case – Many enterprise networks today support wireline access (through Wi-Fi) that uses a credential holder (AAA server) for authentication. In Rel-17, the use of external credential holder for authenticating devices and allowing access to SNPN is defined. SNPN also allows both EAP-AKA’ and other key generating EAP methods. The 3GPP devices that connect to the wireline access using AAA server authentication can use same existing credentials to access the SNPN via either 3GPP (NG-RAN) or non-3GPP (trusted, untrusted or wireline) access. The N3GPP devices behind the RG (FN-RG or 5G-RG) connecting to the SNPN can also use the same external credential holder for authentication.

Procedures - Rel-17 allows the use of external credential holder (AAA server) for allowing SNPN access via NG-RAN. The same procedures will be applicable for allowing SNPN access via non-3GPP trusted, untrusted or wireline) access. For 3GPP devices connecting to the SNPN via NG-RAN and trusted/untrusted access simultaneously and 5G-RG connecting simultaneously to the SNPN via both NG-RAN and wireline access the same credentials (SIM based or non-SIM based) can be used. 
· Architecture for external credentials holder for primary authentication and authorization defined in clause 5.30.2.9.2 of TS 23.501 
· SNPN access using a SUPI in NAI format as defined in clause 28.7.2 of TS 23.003 

Impacts - The solution has no normative impacts beyond supporting the use of external credential holder for SNPN access via trusted/untrusted/wireline access. Handling devices connecting to the SNPN via 5G-RG or FN-RG is FFS and will take the ongoing work in Rel-18 5WWC into account with regards to supporting devices behind an RG. 
4        Clarification for Solution #21
Objective - Proposes support for using the same credentials used to access SNPN via NG-RAN and 5GC (SIM based or non-SIM based) to access WLAN or wireline access network via NSWOF (without requiring a 5GC registration). The goal of this solution is two-fold:
· Extend the NSWOF support to wireline access along with WLAN
· Extend the NSWOF support to SNPN (for both SIM and non-SIM based authentication)

Use Case – In Rel-16, UE connects to the 5GC over WiFi by treating the WiFi either as untrusted or untrusted non-3GPP access. This also applies when UE connects to WiFi in case of wireline access. In Rel-17, NSWO is introduced to allow UE to connect to WiFi to offload without registering to 5GC. This should also be applied to WiFi in wireline access. This will enable 3GPP devices connecting to SNPN via Wi-Fi in case of wireline access to use the same 3GPP credentials used to access the SNPN via NG-RAN (without requiring a 5GC registration).

Procedures: In Rel-17, NSWOF is defined for WLAN access only and is not supported for SNPN network implying it only considers authentication using EAP-AKA’ (SIM-based authentication). The same principle and procedures for NSWOF usage for PLMN would apply to SNPN networks in case of SIM based authentication. 
· Architecture to support authentication via NSWOF defined in clause 4.2.15 of TS 23.501.
· Procedures for AUSF discovery and selection by NSWOF defined in clause 6.3.4 of TS 23.501.
· [bookmark: _Hlk98953248]NAI format for 5G NSWO access defined in clause 28.7.6 and 28.7.7 of TS 23.003.

Impacts: SA2/SA3 normative work will be required to extend the existing NSWO procedures to support non-SIM based authentication. For extending the NSWOF support for wireline access (NSWOF interaction with RG over SWa interface), the ongoing work in Rel-18 5WWC (e.g., Solution#22 in TR 23.700-17) is assumed and conclusion of TR 23.700-17 will be taken into account and possible alignment will be considered. 
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