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Abstract: This contribution proposes interim evaluation and conclusion for KI#3 in TR 23.700-81.
Discussion
There are seven solutions proposed for KI#3 Data and analytics exchange in roaming case. Solution #10, 37, 38, 39, 40 focus on the architecture aspect that which NF should be responsible for the data/analytics exposure between two PLMNs. Solution #11 and #17 focus on the use cases which require data/analytics exposure between two PLMNs.
In this pCR, we only focus the evaluation and conclusion for the architecture aspect, which means we will not evaluate solution #11 and #17.
Currently in there are four options on which NF is responsible for data/analytics exchange among PLMNs: 
· GEF (Gateway Exposure Function) as proposed in Solution #10
· NWDAF as proposed in Solution #37 and Solution #38
· DCCF as proposed in Solution #39
· NEF as proposed in Solution #40
The advantages of using GEF are the following:
· Simple configuration and management: The operator only needs to configure / provision GEF with the roaming agreements and policies. The data/analytics manipulations according to the regulatory an roaming agreement are transparent to the other NFs.
· Good security management: Using GEF can have better service access and authorization control, e.g., hNRF only issue access token to vGEF to access the hGEF, not to other vNFs; SEPP only allows GEF service communication for data/analytics exchange between PLMNs, not allow data/analytics exchange by other types of NFs.
The impact of GEF is we need to define a new NF.
The advantages of using NWDAF and DCCF is that no new NF needs to be defined. However, the current data management services of NWDAF and DCCF will be impacted to support the data/analytics manipulation according to the roaming agreements and regulatory constraints. Furthermore, potentially every NWDAF and DCCF instance needs to support the new functionality for roaming scenarios, which may lead to heavy management and (re)configuration overhead, especially when the data/analytics manipulation policies are updated. 
The advantages of using NEF is that no new NF needs to be defined, as well as that NEF is already implemented some data manipulation functionality to expose data to 3rd party AF. However, in order to support data/analytics exposure to NFs from other PLMN, the current NEF services will be impacted. Furthermore, it is not clear how does an NF in one PLMN discover and connect an NEF in another PLMN; whether the communication is via N32 interface?
Based on the discussion above, we propose that using a standalone NF, e.g., GEF, to support data/analytics exchange between two PLMNs.
Proposals
The following text is proposed to be added to TR 23.700-81 v0.3.0
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7.3 Evaluation of KI#3
There are seven solutions proposed for KI#3 Data and analytics exchange in roaming case. Solution #10, 37, 38, 39, 40 focus on the architecture aspect that which NF should be responsible for the data/analytics exposure between two PLMNs. Solution #11 and #17 focus on the use cases which require data/analytics exposure between two PLMNs.
According to the solutions, there are four options on which NF is responsible for data/analytics exchange among PLMNs: 
· GEF (Gateway Exposure Function) as proposed in Solution #10
· NWDAF as proposed in Solution #37 and Solution #38
· DCCF as proposed in Solution #39
· NEF as proposed in Solution #40
The advantages of using GEF, as proposed in Solution #10, are the following:
· Simple configuration and management: The operator only needs to configure GEF with the roaming agreements and policies. The data/analytics manipulations according to the regulatory an roaming agreement are transparent to the other NFs.
· Good security management: Using GEF can have better service access and authorization control, e.g., hNRF only issue access token to vGEF to access the hGEF, not to other vNFs; SEPP only allows GEF service communication for data/analytics exchange between PLMNs, not allow data/analytics exchange by other types of NFs.
The impact of GEF is we need to define a new NF, thus new services.
The advantages of using NWDAF and DCCF, as proposed in Solution #37, #38 and #39, is that no new NF needs to be defined. However, the current data management services of NWDAF and DCCF will be impacted to support the data/analytics manipulation according to the roaming agreements and regulatory constraints. Furthermore, potentially every NWDAF and DCCF instance needs to support the new functionality for roaming scenarios, which may lead to heavy management and (re)configuration overhead, especially when the data/analytics manipulation policies are updated. 
The advantages of using NEF, as proposed in Solution #40, is that no new NF needs to be defined, as well as that NEF is already implemented some data manipulation functionality to expose data to 3rd party AF. However, in order to support data/analytics exposure to NFs from other PLMN, the current NEF services will be impacted. Furthermore, it is not clear how does an NF in one PLMN discover and connect an NEF in another PLMN; whether the communication is via N32 interface?
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8.3 Conclusion of KI#3
The following are taken as interim conclusion for KI#3 Data and analytics exchange in roaming case:
· a standalone NF, e.g., GEF, is used to support data/analytics exchange between two PLMNs. 
· What data/analytics can be exchanged between two PLMNs should be determined by consulting SA3 and GSMA.
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