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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#3: Policies for finer granular sets of UEs.
1 Discussion
As described in the clause 5.3 of TR 23.700-48, the following aspects will be studied for KI#3:
-	how to identify set of UEs at a finer granularity that are associated with a dedicated offload policy, and how to express the set of UE in the offload policy;
-	impacts to 5GS needed to support providing traffic offload policy for such a set of UEs.
For the scenarios, we should study on the following cases that traffic offload policy aims at a finer sets of UE(s), for instance, UEs satisfying a combination of criteria:
Case a:	UEs within a specific geographical area and have been associated with specific service provided by operator or application service provider;
Case b:	UEs that have been associated with a combination of services provided by operator or application service provider;
Case c:	UEs within a specific geographical area and have been associated with a combination of services provided by operator or application service provider;
Case d:	at specific time, UEs that have been associated with specific service or a combination of services provided by operator or application service provider;
Case e:	UEs belongs to both group-A and group-B, or UEs belongs to group-A and associated with specific service. It is possible that these users belong to pre-defined groups or do not belong to any pre-defined groups.
This paper is to discuss and resolve the above issues based on scenarios stated above. 

2	Proposal
It is proposed to agree the following texts in clause 6 of TR 23.700-48.
               ******* start of 1st change ********
[bookmark: _Toc97268158][bookmark: _Toc20224672][bookmark: _Toc43317511][bookmark: _Toc43374983][bookmark: _Toc43375444][bookmark: _Toc43801968][bookmark: _Toc43806234][bookmark: _Toc43806541]6	Solutions
6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	18
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	21
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	23
	X
	
	
	
	
	
	

	04: Support EAS discovery in VPLMN via HR PDU Session
	28
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU session
	31
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	33
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	35
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	36
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	38
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	40
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	41
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	43
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	47
	
	X
	
	
	
	
	

	14: Group Management
	50
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	54
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	62
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	64
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	66
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	70
	
	
	
	X
	
	
	

	20: Global EASDF
	71
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	73
	
	
	
	
	X
	
	

	22: EAS discovery for federated OPs
	74
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	80
	
	
	
	
	X
	
	

	24: AF requests offload policy for sets of UEs 
	x
	
	
	X
	
	
	
	



6.x	Solution #x: AF requests offload policy for sets of UEs
[bookmark: _Toc20224674][bookmark: _Toc43317512][bookmark: _Toc43374984][bookmark: _Toc43375445][bookmark: _Toc43801969][bookmark: _Toc43806235][bookmark: _Toc43806542]6.x.1	Description
The following solution corresponds to the key issue #3 on Policies for finer granular sets of UEs as specified in clause 5.3. 
It is to use the AF influence traffic mechanism to route the traffic for a collection of UEs. The AF provides the offload policyCategory information in AF request to, which indicates which information elements (e.g. Spatial Validity Condition, Application Identifier, FQDN range, Temporal Validity Condition, Target UE Identifier) are used to determine the collection of UEs for traffic offload. the collection of UEs for traffic offload. The content of offload policy may include information to identify set of UEs (
Editor's note: It is FFS how to indicate the information elements included in Category information, e.g. the AF request includes Group identifier-1 and Spatial Validity Condition(location information-1 and location information-2). The Category information may indicate the Group identifier-1 and location information-1 are used to determine the collection of UEs.
The some information elements defined in clause of 5.6.7 in TS 23.501[x] can be reused), the categories include:
Category 1: Spatial Validity Condition (Area of Interest, geographical area etc.), e.g. the traffic routing mechanism is applied to the UEs locate in the same Area of Interest. 
Category 2: Application Identifier/FQDN range, e.g. the traffic routing mechanism is applied to the UEs are using the same application.
Category 3: Temporal Validity Condition, e.g. the traffic routing mechanism is applied to the UEs use the same application during the specific time interval.
Category 4: Target UE Identifier(s), e.g. the traffic routing mechanism is applied to the UEs associate with specific External Group Identifier.
Other categories: combinations of category 1-4, it may include:
· Category 5: Spatial Validity Condition AND Application Identifier/FQDN range, e.g. the traffic routing mechanism is applied to the UEs locate in the same Area of Interest and use the same application.
· Category 6: Combination of different groups, e.g. UEs associate with both External Group Identifier A and External Group Identifier B.
……
Based on the Category informationoffload policy in AF request, the PCF generates PCC rule(s) and send it to the SMF. The SMF determines the UE belongs to the collection of UEs for traffic offload, and reconfigures the UP per PCC rule(s).
[bookmark: _Toc43317513][bookmark: _Toc43374985][bookmark: _Toc43375446][bookmark: _Toc43801970][bookmark: _Toc43806236][bookmark: _Toc43806543]6.x.2	Procedures


 Figure 6.x.2-1: Processing AF requests to influence traffic routing for Sessions associates with a collection of UEs (reuse the figure 4.3.6.2-1 of TS 23.502[9])
The solution reuses the procedure of AF requests to influence traffic routing as described in clause 4.3.6.2 of TS 23.502[9], with the following enhancements:
In step 1, the AF requests the offload policy with Category information that indicates the collection of UEs for traffic offload, and the content of offload policy is as described in clause 6.x.1. 
In step 2, the offload policy is included in the AF request message.
In step 5, the PCF determines which UE belongs to the collection of UEs for traffic offload and generates PCC rule(s) for PDU session of UEs in the UE collectionfor forming the collection of UEs and policy information about the PDU session based on the offload policyCategory information in AF request. 
In step 6, based on the received PCC rule(s) from PCF, the SMF determines which UE belongs to the collection of UEs for traffic offload, and reconfigures the User plane of the PDU Session correspondingly. 

[bookmark: _Toc43317514][bookmark: _Toc43374986][bookmark: _Toc43375447][bookmark: _Toc43801971][bookmark: _Toc43806237][bookmark: _Toc43806544]6.x.3	Impacts on services, entities and interfaces
AF:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Provides the Category informationoffload policy in AF request.
PCF:
Creates PCC rule based on the Category informationoffload policy.
SMF:
Determines which UE belongs to the collection of UEs for traffic offload.

                       ******* End of 1nd change ********
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