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Abstract of the contribution: This pCR proposes the solution for KI#3: Policies for finer granular sets of UEs.
1 Discussion
For KI#3 of FS_EDGE_Ph2, it was agreed during SA2#149e meeting to study the following aspects:

-
How to identify set of UEs at a finer granularity that are associated with a dedicated offload policy, and how to express the set of UE in the offload policy.

-
Impacts to 5GS needed to support providing traffic offload policy for such a set of UEs.

To identify a set of UEs at a finer granularity it can be done using a pre-defined group of UEs or a dynamic group of UEs. And the set of UEs can be decided by the network administrator or by the application. For example, the set of UEs can be a pre-configured group which is be configured by the operator, or a dynamic group reusing 5G VN group management mechanism as defined in 6.14. The set of UEs can also be decided by the application.
To provide the traffic routing policy, Application Function influence on traffic routing mechanism is defined within 5G architecture. An AF may send requests to influence SMF routeing decisions for traffic of PDU Session. The AF requests may influence UPF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI). The AF requests can target a group of UE. Therefore, there is already mechanism to providing the traffic offload policy per group which has the group member identified by GPSI or SUPI.
The set of UEs can be decided by the application side. For example, only certain users under certain conditions can accessing the application with edge computing service due to limited or expensive EC resource, considering the service agreement among the EC provider(s), application provider, network provider and the users. The set of UEs group can be decided dynamically when the related conditions are met, e.g. the application client with specific service level can use edge computing service under certain conditions.
So, in addition to the exiting Application Function influence on traffic routing mechanism, further solution is provided to support providing traffic offload policy for such a set of UEs that are associated with service information decided by the application layer. The basic logic is reusing the existing Application Function influence on traffic routing mechanism with additionally including the following:

-  The traffic routing policy information is provisioned associated a set of UEs with the same service information.
-  The UE accessing the application with the matched Service information can apply the traffic routing policy information provisioned associated a set of UEs with the service information.
2 Proposal
It is proposed to capture the following changes in TR 23.700-48.
Start change 
6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
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6.x
Solution x (KI#3): Providing traffic offload policy for a set of UEs with service information
This solution corresponds to KI#3.
6.x.1
Description

To provide the traffic routing policy for a set of UEs at a finer granularity, the set of UEs at a finer granularity can be identified using a pre-defined group of UEs or a dynamic group of UEs. The set of UEs can be decided by the network administrator or by the application. For example, the set of UEs can be a pre-defined group which is be configured by the operator. The set of UEs can be decided by the application side. For example, only certain users under certain conditions can accessing the application with edge computing service due to limited or expensive EC resource, considering the service agreement among the EC provider(s), application provider, network provider and the users. The set of UEs can be decided dynamically when the related conditions are met, e.g. the application client with specific service level can use edge computing service under certain conditions.
For providing the traffic routing policy for a set of UE within a pre-defined group, or a dynamic group reusing 5G VN group management mechanism as defined in 6.14, it can be implemented using Application Function influence on traffic routing procedure targeting a group of UE.
For providing the traffic routing policy for a set of UE with associated with the same service information, e.g. the same application client category, it can be implemented reusing the existing Application Function influence on traffic routing mechanism with additionally including the following:

- The traffic routing policy information is provisioned associated a set of UEs with the same service information.
- The UE accessing the application with the matched Service information can apply the traffic routing policy information provisioned associated a set of UEs with the service information.
NOTE: 
The service information, for example, can be 1) Allowed services for accessing applications with additional conditions e.g. allowed applications to be accessed, allowed application to be accessed using edge computing; or 2) Subscriber categories of the UE defined by the operator or of application users defined by the application provider, or 3) other service information acting as condition to group the set of UEs.

Editor's note: 
The service information can be included in the AF request from AF from a third party or AF with agreement with the 5GC operator. The service information may be mapped into the information that the PCF can understand and use to determine whether a given PDU Session is subject to data offload for a given application. Whether and how the mapping is done if FFS.
6.x.2
Procedures
The following figure shows the solution providing the traffic routing policy for a set of UE with associated with the same service information.
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Figure 6.x.1 Traffic routing policy provisioning for a set of UE with associated with service information.

0. The UE initiates the PDU session establishment procedure.

1. AF request with traffic routing information is sent to the PCF targeting UE(s) with service information. For the Target UE Identifier(s), the service information, acting as the criteria to identify the UE(s) that the request is targeting, so the traffic routing information can only be applied to the PDUs which are allowed to access the application with service information. The related information is sent via NEF and stored in the UDR, and delivered to the PCF following the existing Application Function influence on traffic routing procedure. Data Key = AF Transaction Internal ID, S-NSSAI and DNN and the service information for the application. For management of the targeting UE(s) with specific service information for the application(s), the specific internal group ID may be allocated by the UDM corresponding to the targeting UEs with specific service information as which is done for the 5G VN group management.
2. The SMF retrieves the SM policy using SM Policy Association Establishment procedure during the PDU session establishment procedure. The traffic routing information for the specific application in step 1 is not sent to the SMF for the PDU session because no service information matched. 

3. Application Client with service information requests the IP address of app server and logs in, the user-plane communication takes place between the Application Client in UE and Application Server via the C-UPF. In this step, the application layer can decide that the service information the application client associated with based on the configuration or application subscription information. 
4. The AF gets the service information for the accessing application client reusing the procedure of Service specific parameter provisioning defined in 3GPP TS 23.502 clause 4.15.6.7 one of the following procedures with service information. If the internal group ID is associated with UE for the accessing application client, the internal group ID is stored as information of the subscription data of the UE.
NOTE：
The service information in this solution is notified to the SM-PCF to influence the PCC Rules instead of AM-PCF delivered to the UE as defined in 3GPP TS 23.502 clause 4.15.6.7.
5-6.  The PCF makes the decision to modify the SM policy for the application within the PDU session, and the routing policy related to the traffic routing information is sent to the SMF.

7. The UE enters the service area of the edge DN.

8-10. The SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility as described in step 7, and based on the latest traffic routing policy received in step 6. 

11. User-plane communication takes place between the Application Client in UE and Edge Application Server via the local UPF.

12-13. The AF decides to delete the service specific parameter, e.g. when the AC with service information logs out of the application or the IP flows Of the application are terminated. The delete procedure is similar to the create procedure described in step 4, the only difference is that it is to delete the related information.

14-15. The PCF makes the decision to modify the SM policy for the application within the PDU session, and the related traffic routing policy is deleted in the SMF.


16-18. If another Application Client without service information requests the IP address of app server and logs in in the PDU session of the UE, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF. As there is no related traffic routing information matched for this application client, no traffic routing policy is applied to the application for this UE in this case.
6.1.3
Impacts on services, entities and interfaces
The following impacts are involved to support providing the traffic routing policy for a set of UE associated with the same service information:
AF/NEF/UDR:
-
Service information is supported while providing traffic routing policy information in the procedure of AF influence traffic routing.
-
Service information of the UE accessing the application is provided using the procedure of Service specific parameter provisioning.

PCF:
· The traffic routing policy for a set of UE associated with service information is received.
· Service information of the UE accessing the application is notified.

· Associates the UE accessing the application with the set of UEs using Service information, and sends the PCC rule to the SMF for the PDU session of the UE with the traffic routing policy information provisioned associated a set of UEs with the service information. 
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SMF
C-UPF
2. SMPolicyControl
(No service information matched, the related TRI is not sent to the SMF for the PDU session)
PCF(s)/NEF
1.AF requests to influence traffic routing, targeting UE(s) with service information
L-UPF

9a. Nsmf_EventExposure_Notify (DNAI change)

9b. smf_EventExposure_AppRelocationInfo)
0.Session Establishment with C-UPF
8.SMF establishes ULCL and L-UPF for local access
10.Updates C-UPF

EAS
AF/AS
3. Application Client with service information requests the IP address of app server and logs in, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF.
Application Client
UE
Lower layers
4. Service specific parameter provisioning( AppID, UE IP, service information )
UDM/UDR
7. UE enters the EDN Service Area
5. service information matched, the related TRI is sent to the SMF for the PDU session
6. SMPolicyControl
(service information matched, the related TRI is sent to the SMF for the PDU session)
11. User-plane communication takes place between the Application Client in UE and Edge Application Server via the local UPF.
12. The AC with service information logs out of the application or the IP flows Of the application are terminated.
13. Service specific parameter deleting ( AppID, UE IP, service information )
14. service information matched, the related TRI is removed to the SMF for the PDU session
15. SMPolicyControl
(service information is removed, the related TRI is not sent to the SMF for the PDU session)
16. Application Client without service information requests the IP address of app server and logs in, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF.
17. SMPolicyControl
(No service information matched, the related TRI is not sent to the SMF for the PDU session)
18. For Application Client without service information, the User-plane communication takes place between the Application Client in UE and Application Server via the C-UPF, no traffic routing to the local EAS is performed.



