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1 Discussion
The FS_EDGE_Ph2 SID contains
WT5)	Investigate the potential need and solutions for supporting offload policies to match more granular sets of UE(s) without exposing operator-internal configurations to 3rd party AFs.
TS 23.503 defines that a PCF can use information on Subscriber category and on allowed services for the user to define user related policies. These policies may then be sent to AMF and /or to SMF (for PDU Session related policies) but do not contain information on Subscriber category and on allowed services for the user any more.
TS 23.503 (from R15 on) defines
Subscriber category: is a means to group the subscribers into different classes, e.g. gold user, silver user and bronze user.

The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional



Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional



Thus, PCF may from R15 on read information on Subscriber category and on allowed services in policy control subscription stored in UDR to determine suitable policies for a UE.

[bookmark: _Hlk50364588]Currently AF can influence traffic routing on a PDU Session (as defined in TS 23.501 § 5.6.7 and in 23.502 for Nnef_TrafficInfluence_Create/Update) by issuing rules (via a NEF API) that may target a (list of) single UE, a group of UE identified by a Group ID, or any UE, as defined in TS 29.522 Table 5.4.3.3.2-1: Definition of type TrafficInfluSub

NOTE 2:        One of individual UE identifier (i.e. "gpsi", "ipv4Addr" or "ipv6Addr"), External Group Identifier (i.e. "externalGroupId") or any UE indication "anyUeInd" shall be included.

It is not possible for an AF to request specific traffic routing (as defined for Nnef_TrafficInfluence_Create/Update in TS 23.502 § 5.2.6.7) for a category of users or for users having subscribed to specific services (basically for users having subscribed to specific tariff plans)
Use case for specific traffic routing would be: very local traffic offload is expensive and would apply only for users with specific tariff plans  (e.g. users having subscribed to a game boost  offer). 
A subscriber buys a subscription package for a specific service that requires traffic offload (e.g. summer package to watch internet tv or house security package where pictures of the surveillance cameras at home is to be processed as locally as possible)  but the operator wants a single DNN for Internet access (possibly the UE supports a single PDU Session) (OR operator avoiding the burden of different (DNN, S-NSSAI) per service package);
For users having subscribed such a package it is needed to allow offload of the corresponding traffic at the closest PSA UPF (User Plane Function). The operator may want to only do insertion of a very local PSA UPF only for users who have bought such a package.

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-48 as follows
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Hlk92710421]6.0	Mapping of Solutions to Key Issues
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NEXT CHANGE (2) All text is new


[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041]6.X	Solution #X: Policies referring to “Allowed services” and/or “Subscriber categories” 
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc22214910]This solution targets KI3
The solution aims at supporting AF request for specific traffic routing (as defined for Nnef_TrafficInfluence_Create / Update in TS 23.501 [2] § 5.6.7) targeting a category of users or users having subscribed to specific services (basically for users having subscribed to specific tariff plans)
NOTE: 	Very local traffic offload can be expensive (the more locally CPU is deployed, e.g. to support EAS, the more expensive this CPU is) and it may be useful to apply very local offload only for users with specific tariff plans (e.g. users having subscribed to a “game boost” offer). The goal is also to avoid the burden to define dedicated DNN and/or slices for these cases.
AF guidance is needed as it is the AF that knows the relative cost of deploying very local EAS capabilities.
[bookmark: _Hlk50364359]The solution adds a new kind of targets (beyond a UE, a group of UE, Any UE) for AF requests for traffic routing Nnef_TrafficInfluence_Create/Update where this new kind of targets may correspond to one of “Allowed services” and/or “Subscriber categories” as defined in TS 23.503 Table 6.2-2: PDU Session policy control subscription information. 
The AF requests is provided to the PCF as defined in TS 23.502 [3] clause 4.3.6.2. When the SMF invokes an SM Policy Association Establishment as defined in TS 23.502 [3] clause 4.16.4, the PCF looks up the UDR to check whether the corresponding user subscription maps to one of “Allowed services” and/or “Subscriber categories” of the AF policies received by the PCF (from the UDR as defined in TS 23.502 [3] clause 4.3.6.2 ).
Allowed services and Subscriber categories as defined in TS 23.503 Table 6.2-2 cannot be sent on roaming interfaces as they refer to subscription plans of a given operator; this is not an issue as Nnef_TrafficInfluence_Create/Update and NWDAF services are not defined on roaming interfaces;
[bookmark: _Hlk103766223][bookmark: _Hlk103705090][bookmark: OLE_LINK1][bookmark: _Hlk103766332]An external AF (an AF from a third party with no specific agreement with the 5GC operator) cannot use “Allowed services” and/or “Subscriber categories” targets whose set of values are not defined by 3GPP and left for deployment definition (values defined by the 5GC operator). The NEF may have local policies allowing it to map the information included in an AF request from an external AF to identify the more granular sets of UE(s) into operator defined “Allowed services” and/or “Subscriber categories” values. The information included in an AF request to identify the more granular sets of UE(s) can include  AF identifier and/or MTC Provider Information (identifying the MTC/non-MTC Service Provider and/or MTC/non-MTC Application).
[bookmark: _Hlk103705509][bookmark: _Hlk103766452]NOTE:	NOTE 5 in 23.502 clause 4.15.6.10 states “The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.” So, the MTC Provider Information can also be used to carry information for non-MTC service.
NOTE: 	Different values of the allowed services parameter (in PCF subscription data stored in UDR) can based on local operator configuration to distinguish between subscription allowing to benefit from edge computing or even from deep edge computing (using more expensive compute resources at the RAN site) from subscription not allowing not to benefit from edge computing for some services. For example, the operator may associate some “game boost” tariff plan with values of the allowed services parameter in PCF subscription data (stored in UDR) allowing the users to have a better gaming experience as the gaming application they would use would be very local.
[bookmark: _Toc23254043]6.X.2	Procedures
TS 23.502 [3] clause 4.3.6.2 “Processing AF requests to influence traffic routing for Sessions not identified by an UE address” is modified as described below


Figure 4.3.6.2-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE address
· In step 1, the target of the AF request may refer a set of UEs as described in 6.x.1
· In step 3 and 4, the data stored in UDR and the information sent to the PCF may refer to one of “Allowed services” and/or “Subscriber categories” as defined in TS 23.503 Table 6.2-2
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]

TS 23.502 clause 4.3.6.2 “SM Policy Association Establishment” is modified as follows


Figure 4.16.4-1: SM Policy Association Establishment
-	in step 2, the PCF looks up the UDR PDU Session policy control subscription information as defined in TS 23.503 Table 6.2-2 to check whether the corresponding user subscription maps to one of “Allowed services” and/or “Subscriber categories” of the AF policies received by the PCF as defined in TS 23.502 clause 4.3.6.2. If there is a match the PCF uses this information of the AF policies for its policy rules determination
[bookmark: _Toc23254044]6.X.3	Impacts on Existing Nodes and Functionality

· AF and NEF need to support the new target (“Allowed services” and/or “Subscriber categories”) in Nnef_TrafficInfluence_Create / Update in TS 23.501 [2] § 5.6.7
· UDR for the storage of the new target type of “Allowed services” and/or “Subscriber categories” in data set “Application data” and Data Subset “AF traffic influence request information”
· PCF to look up the UDR PDU Session policy control subscription information defined in TS 23.503 Table 6.2-2 to check whether the user subscription corresponding to a SM Policy Association maps to one of “Allowed services” and/or “Subscriber categories” received from the “AF traffic influence request information” policies in UDR


3GPP
SA WG2 TD

image2.emf
 

P C F   UD R  

SMF  

CHF  

4 . Policy decision  

5 .  Npcf_SMPolicyControl _Create  R esponse  

1 .  Npcf_SMPolicyControl _Create  

3 . Initial  Spending Limit Report   Retrieval  

2 .  Nudr_ DM _Query   &  Nudr_DM_Subscribe  


oleObject1.bin


CHF







2. Nudr_DM_Query & Nudr_DM_Subscribe







3. Initial Spending Limit Report Retrieval







1. Npcf_SMPolicyControl_Create







5. Npcf_SMPolicyControl_Create Response







4. Policy decision







SMF







UDR







PCF












image1.emf
5. Npcf_SMPolicyControl_UpdateNotify 

6. Traffic Routing 

Reconfiguration

3b. Nnef_TrafficInfluence_

Create / Update / Delete 

Response

2 Nnef_TrafficInfluence_

Create / Update /Delete 

3a. Storing/Updating/

Removing the information 

4. Nudr_DM_Notify

1. Creation of the 

AF request

AF

NEF

UDR PCF(s) SMF AMF

7.Nsmf_PDUSession_SMContextStatusNotify

UPF/ 

EASDF


Microsoft_Visio_Drawing.vsdx




5. Npcf_SMPolicyControl_UpdateNotify

6. Traffic Routing Reconfiguration
3b. Nnef_TrafficInfluence_
Create / Update / Delete Response
2 Nnef_TrafficInfluence_
Create / Update /Delete

3a. Storing/Updating/Removing the information
4. Nudr_DM_Notify
1. Creation of the AF request
AF
NEF
UDR
PCF(s)
SMF
AMF

7.Nsmf_PDUSession_SMContextStatusNotify
UPF/ EASDF




 


 


SA WG2 Temporary Document


 


Page 


1


 


3GPP


 


SA WG2 TD


 


SA WG2 Meeting #15


1


e


 


S2


-


220


5196


 


May 16


th


 


–


 


20


th


, 2022


; 


Elbonia


               


 


             


 


(revision of S2


-


220


4093R03


)


 


 


 


Source: 


 


Nokia, Nokia Shanghai Bell


 


 


Title: 


 


new 


solution 


(


KI3


) 


for supporting offload policies to 


match more granular sets 


of UE(s


)


 


Document for:


 


 


Approval


 


Agenda Item: 


 


9.


11


 


Work Item / Release:


 


FS_EDGE_Ph2


/ Rel


-


1


8


 


Abstract 


of


 


the contribution:


 


new solution (


KI3


) f


or supporting offload policies to match more granular 


sets of UE(s


)


 


1


 


Discussion


 


The 


FS_EDGE_Ph2 


SID contains


 


WT


5)


 


Investigate the potential need and solutions for s


upporting offload policies to 


match more granular sets of 


UE(s)


 


without exposing operator


-


internal configurations to 3rd party AFs


.


 


TS 23.503 defines that a PCF can use informa


tion on Subscriber category and on allowed services for the user to define 


user related policies. These policies may then be sent to AMF and /or to SMF (for PDU Session related policies) but do 


not contain information on Subscriber category and on allowed 


services for the user any more.


 


TS 23.503 


(from R15 on) 


defines


 


Subscriber category:


 


is a means to group the subscribers into different classes, e.g. gold user, silver 


user and bronze user.


 


 


The policy control subscription profile information provided by t


he UDR during the UE Policy 


Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset 


"UE context policy control data" is described in Table 6.2


-


1:


 


 


Ta


b


le 6.2


-


1


: UE context policy control subscription information


 


Inf


ormation name


 


Description


 


Category


 


Subscriber categories


 


List of category identifiers associated with the subscriber


 


Optional


 


 


Table 6.2


-


2


: PDU Session policy control subscription information


 


Information name


 


Description


 


Category


 


Allowed 


services


 


List of subscriber's allowed service identifiers


 


Optional


 


Subscriber categories 


 


List of category identifiers associated with the subscriber


 


Optional


 


 


Thus, PCF may 


from R15 on 


read information on Subscriber category and on allowed 


services in policy control 


subscription stored in UDR to determine suitable policies for a UE.


 


 


Currently AF can influence traffic routing on a PDU Session (as defined in TS 23.501 § 5.6.7 and in 23.502 for 


Nnef_TrafficInfluence_Create/Update) by issuing r


ules (via a NEF API) that may target a (list of) single UE, a group of 


UE identified by a Group ID, or any UE, as defined in TS 29.522 


Table


 


5.4.3.3.2


-


1: Definition of type TrafficInfluSub


 




   

SA WG2 Temporary Document   Page  1  

3GPP   SA WG2 TD  

SA WG2 Meeting #15 1 e   S2 - 220 5196   May 16 th   –   20 th , 2022 ;  Elbonia                                   (revision of S2 - 220 4093R03 )       Source:    Nokia, Nokia Shanghai Bell     Title:    new  solution  ( KI3 )  for supporting offload policies to  match more granular sets  of UE(s )   Document for:     Approval   Agenda Item:    9. 11   Work Item / Release:   FS_EDGE_Ph2 / Rel - 1 8   Abstract  of   the contribution:   new solution ( KI3 ) f or supporting offload policies to match more granular  sets of UE(s )   1   Discussion   The  FS_EDGE_Ph2  SID contains   WT 5)   Investigate the potential need and solutions for s upporting offload policies to  match more granular sets of  UE(s)   without exposing operator - internal configurations to 3rd party AFs .   TS 23.503 defines that a PCF can use informa tion on Subscriber category and on allowed services for the user to define  user related policies. These policies may then be sent to AMF and /or to SMF (for PDU Session related policies) but do  not contain information on Subscriber category and on allowed  services for the user any more.   TS 23.503  (from R15 on)  defines   Subscriber category:   is a means to group the subscribers into different classes, e.g. gold user, silver  user and bronze user.     The policy control subscription profile information provided by t he UDR during the UE Policy  Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset  "UE context policy control data" is described in Table 6.2 - 1:     Ta b le 6.2 - 1 : UE context policy control subscription information  

Inf ormation name  Description  Category  

Subscriber categories  List of category identifiers associated with the subscriber  Optional  

  Table 6.2 - 2 : PDU Session policy control subscription information  

Information name  Description  Category  

Allowed  services  List of subscriber's allowed service identifiers  Optional  

Subscriber categories   List of category identifiers associated with the subscriber  Optional  

  Thus, PCF may  from R15 on  read information on Subscriber category and on allowed  services in policy control  subscription stored in UDR to determine suitable policies for a UE.     Currently AF can influence traffic routing on a PDU Session (as defined in TS 23.501 § 5.6.7 and in 23.502 for  Nnef_TrafficInfluence_Create/Update) by issuing r ules (via a NEF API) that may target a (list of) single UE, a group of  UE identified by a Group ID, or any UE, as defined in TS 29.522  Table   5.4.3.3.2 - 1: Definition of type TrafficInfluSub  

