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Abstract of the contribution: This paper proposes new solution addressing KI#4 and KI#5.
1
Discussion

The proposed solution is Over-The-Top (OTT) and is described in reference to the umbrella solution (Solution #7).
2
Proposal

It is proposed to agree the proposed solution for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***

6.X
Solution #X: OTT solution for access to localized services
6.X.1
Introduction

This solution addresses Key Issues #4 (Enabling UE to discover, select and access NPN as hosting network and receive localized services) and #5 (Enabling access to localized services via a specific hosting network).

The solution is an Over-The-Top (OTT) solution and is described in reference to the “umbrella” Solution #7.

6.X.2
Functional Description

Figure 6.X.2-1 illustrates the relationship between the Localized Service Provider (LSP), the Hosting Network and UE’s Home Network.
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Figure 6.X.2-1: OTT solution for access to localized services

The following are the salient features of this solution:

-
The Localized Service Provider (LSP) has a service agreement with UE’s Home Network and with a Hosting Network. There is no direct agreement between UE’s Home Network and the Hosting Network.

-
The solution assumes that the Hosting Network is an SNPN, whereas UE’s Home Network can be an SNPN or a PLMN.
-
UE’s user connects to a web portal of the Home Network operator to request information for access to a localized service.

-
The Home Network obtains time-restricted credentials from the LSP providing this service. The time-restricted credentials include e.g. the following:

-
SNPN ID and geographical coordinates of the Hosting Network.

-
user id and security credential for access to the Home Network.

-
user id and security credential for access to the LSP server providing the localized service.

-
DNN/S-NSSAI for establishment of a PDU Session in the Hosting Network with optional credentials for secondary authentication.

-
The Home Network pushes the time-restricted credentials into the UE (e.g. using SMS or via the web portal).

-
When the UE arrives at the venue where the localized service is provided (e.g. stadium), the user performs manual selection of the Hosting Network. UE connects to the Hosting Network and is authenticated by the LSP in the role of Credential Holder (e.g. using a AAA server) based on the user id and security credential for access to the Home Network.

-
UE requests a PDU Session to the provided DNN/S-NSSAI and accesses the localized service of the LSP via the Hosting Network based on the user id and security credential for access to the LSP server providing the localized service.
-
In parallel the UE can access the services of the Home Network using an OTT (NWu) connection to an N3IWF node in the Home Network.
6.X.3
Procedures

Figure 6.X.3-1 (modelled on Figure 6.7.3-1) describes the procedure for access to localized services:
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Figure 6.X.3-1: Procedures for access to localized service

H1.
The Localized Service Provider (LSP) establishes service agreement with the operator of a Hosting Network. The LSP also establishes a service agreement with UE's Home Network operator to enable the UE to receive information needed to discover/access Hosting Network and the localized service.

H2.
The hosting network is configured based on the service agreement e.g. DNN/S-NSSAI configuration for access to localized service, QoS, number of end users, time, location, whether home network services can be accessed via hosting network, etc. The configuration of the Hosting Network is performed by means that are outside of 3GPP scope.

H3.
UE’s user is prompted by localized service advertisement.

H4.
UE’s user connects to a web portal of the Home Network operator to request information for access to a localized service. The Home Network obtains time-restricted credentials from the LSP providing this service. The time-restricted credentials are described in clause 6.X.2. The Home Network pushes the time-restricted credentials into the UE (e.g. using SMS or via the web portal).
                 NOTE: The solution assumes that the LSP has service agreement with the Home Network (as in Solution #7). If the UE has a direct service relationship with the LSP, the Home Network can be circumvented. 
H5.
When the UE arrives at the venue where the localized service is provided (e.g. stadium), the user performs manual selection of the Hosting Network.

H6.
UE connects to the Hosting Network and is authenticated by the LSP in the role of Credential Holder (e.g. using a AAA server).

H7.
UE requests a PDU Session and accesses the localized service of the LSP via the Hosting Network. In parallel the UE can access the services of the Home Network using an OTT (NWu) connection to an N3IWF node in the Home Network.

H8.
Upon expiry of the time-restricted credentials, the LSP in the role of Credential Holder requests a release of the UE.

H9.
LSP collects and provides charging information to UEs' Home Network operator by means outside of 3GPP specification.

H10.
When the localized service agreement is terminated, the Hosting Network removes the configured information (configured in step H2) by means that are outside of 3GPP scope.

6.X.4
Impacts on services, entities, and interfaces

SA3 WG may need to check the security aspects e.g. related to the type of time-restricted credentials that can be used.
The solution has no specification impact from SA2 perspective unless being identified by SA3.

*** END CHANGES ***
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