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1
Discussion

Regarding the following Editor’s note:
Editor's note:
It is FFS whether the UE fully follows the selection procedure for UE not equipped with UICC as the UE's configured SNPNs can be available.
The N3IWF selection procedure for Emergency services for UE with PLMN subscription is defined in TS 23.501 clause 6.3.6.4.2. This procedure also caters for the case where the UE is not equipped with UICC, as follows:

If the UE is not equipped with a UICC, the UE shall perform the emergency N3IWF selection procedure above as if always in a visited country and without using the Non-3GPP Access Node Selection Information, i.e. the UE may construct the Operator Identifier based N3IWF FQDN format based on a PLMN ID obtained via implementation specific means.

When an N3IWF has been selected, the UE initiates an Emergency Registration. If the Emergency Registration fails, the UE shall select another PLMN supporting emergency services in non-3GPP access.

The N3IWF FQDN referred to above is the Visited Country Emergency N3IWF FQDN, specified in TS 23.003 as:

-
"sos.n3iwf.5gc.mcc<MCC>.visited-country.pub.3gppnetwork.org"

In principle one could mirror this approach (which was defined for PLMNs) and define a similar Emergency N3IWF FQDN reserved for SNPNs, but we fail to see the need for it. In other words, for UE located in a country different from the country where the configured N3IWF is located it is assumed that the UE performs Emergency calls via a PLMN.
On the other hand, if the UE determines that it is located in the same country as the subscribed SNPN, the UE could use the configured N3IWF FQDN for selection of the N3IWF through which it will attempt the Emergency call.
For all other cases it is proposed that UEs with non-PLMN subscription should rely on the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in TS 23.501 clause 6.3.6.4.2
Proposal 1: It is proposed that UE with non-PLMN subscription should use a configured “Subscription Owner Emergency N3IWF FQDN”, if the UE determines that it is located in the same country as the subscribed SNPN. Otherwise, the UE should rely on the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in TS 23.501 clause 6.3.6.4.2

As indicated in S2-2200493, the [NGAP] INITIAL UE MESSAGE currently includes a “Selected PLMN identity” parameter for UE connecting via non-3GPP access, but does not include the selected NID. While we are not clear about the necessity of indicating the Selected PLMN Identity in pre-Rel-18 specifications, we concede that indicating Selected PLMN identity on N2 without indicating the NID is incomplete. 
Regarding the following Editor’s note:

Editor's note:
Other ways for UE to select the PVS are FFS.

In SA2#150E it was commented that in presence of ON-SNPN with 3GPP access the UE can perform the existing UE onboarding procedure and obtain information related to N3IWF etc. similar to what is described in TS 23.501 clause 5.30.10.2.4.
Proposal 2: It is proposed to clarify that the UE can also rely on the UE onboarding procedure via ON-SNPN with 3GPP access in order to obtain N3IWF- and network selection related information.

Based on comments in SA2#150E it is also proposed to clarify that the case where the PVS is not reachable via the IP connectivity provided by the local non-3GPP access is not addressed by Solution #2 (Solution #4 already handles that case).
Proposal 3: It is proposed to clarify that (in absence of ON-SNPN with 3GPP access) Solution #2 assumes that the PVS is reachable via the public Internet.
2
Proposal

It is proposed to agree the proposed solution for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***

6.2
Solution #2: Access to SNPN services via Untrusted non-3GPP access network

6.2.1
Introduction

Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN.

This solution defines how the UE can access SNPN services via Untrusted non-3GPP access network.
6.2.2
Functional Description

To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].

UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access shall be used for the emergency access. The UE with SNPN subscription performs the following:

-
If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-
Otherwise, the UE follows the N3IWF selection procedure for emergency services for UE not equipped with UICC, as defined in clause 6.3.6.4.2 of TS 23.501 [3].

UE equipped with Default UE credentials only shall not attempt to register with an N3IWF. Instead, UE does one of the following:

-
connects directly (i.e., without connected to a N3WIF) with a PVS reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity (how the UE selects the PVS is out of 3GPP scope).
-
performs the UE onboarding procedure via an ON-SNPN with 3GPP access and connects with a PVS using the IP connectivity provided by the ON-SNPN.
-
In either case the PVS performs provisioning of the UE with SNPN credentials for primary authentication and other information to enable access to the desired SNPN, including N3IWF identifier configuration and Non-3GPP Access node selection information.
NOTE:
For UE equipped with Default UE credentials only (and in absence of an ON-SNPN with 3GPP access) this solution assumes that the PVS is reachable over the public Internet that the UE accesses via the untrusted non-3GPP access network.

6.2.3
Procedures

The procedure for selection of N3IWF of an SNPN for a UE connected to an untrusted non-3GPP access network is identical to the procedure for selection of N3IWF of an SNPN for a UE connected to a PLMN, the latter being described in clause 6.3.6.2a of TS 23.501 [3].

The [NGAP] INITIAL UE MESSAGE is extended to indicate the "selected NID" in addition to the existing "Selected PLMN identity". The encoding of this additional information is left to RAN3 WG to determine.

NOTE:
The lack of "selected NID" in [NGAP] INITIAL UE MESSAGE in Rel-17 for untrusted non-3GPP access was omitted due to the fact that SNPN support was limited to 3GPP access.

6.2.4
Impacts on services, entities, and interfaces

UE impact:

-
Ability to apply the existing procedures for selection of N3IWF of an SNPN for a UE connected to a PLMN (described in clause 6.3.6.2a of TS 23.501 [3]) when the UE is connected over Untrusted non-3GPP access.

N3IWF impact:

-
Ability to select and to connect to the 5GC network of an SNPN and convey the "selected NID" to the AMF, in addition to the "Selected PLMN identity".

NOTE:
It is up to RAN WG3 to decide how NGAP is extended i.e. which IE is used for forwarding the selected NID.

*** END CHANGES ***
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