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1 Discussion
This pCR proposes a solution to KI#1 and KI#4 in TR 23.700-05, regarding how to optimize the handling of the Mobile Base Station relay ,mobility.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-05 as follows
FIRST CHANGE
[bookmark: _Toc97151693][bookmark: _Toc100700471][bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc97269609][bookmark: _Hlk92710421]6.0	Mapping of solutions to key issues
[bookmark: MCCQCTEMPBM_00000028]Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
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NEXT CHANGE (2) ALL text is new
[bookmark: _Toc97269610][bookmark: _Toc500949099][bookmark: _Toc97269611]6.X	Solution #X: configuration of Mobile Base Station Relays in roaming
6.x.1	Introduction
This solution addresses KI#1 and KI#4 in that it covers both the configuration aspects and the enforcement of roaming policies.
NOTE: while this solution is defined in this clause to address mainly the roaming case, it can apply to non-roaming also.
6.X.2	Functional Description
[bookmark: _Toc500949101][bookmark: _Toc97269612]A Mobile Base Station Relay (MBSR) is an IAB node. An IAB-Nodes consist of two parts, the IAB-UE (which is basically a UE) and IAB-DU. While for the IAB- UE, existing roaming procedures can be re-used to a large extent (i.e. the donor IAB node is authorized to serve the MBSR as such if there is some subscription to authorize it, as detected by the serving AMF), the roaming IAB-DU will appear as a base station in the visited network and will thus interfere with the visited operators' network unless it is properly configured to be compatible with the existing deployments and regulations in the visited country. 
Pre-condition: IAB Roaming Agreement
As a pre-condition, we assume an IAB-specific Roaming Agreement needs to be in place before IAB-Node moves into a VPLMN and obtain service in the VPLMN. Roaming agreements for a standard UE are of course quite well understood, but roaming agreements for an IAB-Node are not yet known and require extensions to a standard roaming agreement as the operation of the IAB-DU part needs to be considered (i.e. access node-related configurations including parameters like max transmission power, maximum bandwidth, antenna configurations,). 
This is particularly important as we will need really to ensure compatibility between the MBSRs visiting a PLMN and the VPLMN OAM. The MBSR may also be be preconfigured with the settings that are necessary to operate in VPLMN(s) (with some additional tuning done using the F1 interface once the MBSR is in the VPLMN(s)).  Several options are possible and most likely a discussion will need to take place on which way to go as this will impact the MBSR implementation and deployment requirements.
High level description
The MBSR can be configured by the HPLMN per roaming partner PLMN ID and can be further reconfigured or updated by the VPLMN in such a way that the IAB-DU can be operated in the roaming partner operator’s network. This includes reconfiguration of radio resources, e.g., used frequencies, power levels. This configuration by the VPLMN is subject to the MBSR to be an “mobile IAB Node allowed” in the INITIAL UE MESSAGE (in other words the UE context in the RAN includes the authorization of the MBSR to Mobile IAB node). 
The MBSR IAB UE can obtain the IP address of an OAM configuration server and e.g. one time authentication credentials to access the local OAM in the Registration Accept message received from the AMF.  The address of the OAM server may be based on the MBSR PEI (e.g., for OAM compatibility reasons). 
Editor's note: the security aspects of any solution, including this one, need SA3 evaluation.
6.X.3	Procedures


Figure 6.x.3-1: Configuration and authorization of  MBSR n a PLMN
1-2. The IAB-UE initiates a registration of the MBSR and obtains in the registration accept the necessary information on what configuration to activate in the PLMN out of the ones available (if more than one could be possible) and/or the necessary information to be configured by the appropriate OAM server for the MBSR including its IP address (this information is confidentiality and integrity protected so it can include security material for access to the OAM server, e.g. a One Time Password type of credentials). The RAN also obtains the authorization to handle the UE as a MBSR based on subscription checking and Serving PLMN policy (e.g. based on roaming agreements). 
3.	The IAB-UE connects via a PDU session to the OAM server, using the provided information by the AMF.
4. 	The MBSR IAB-DU is integrated in the serving PLMN RAN and F1 is established. 

6.X.4	Impacts on services, entities and interfaces
The solution has the following impacts:
MBSR (new): it should be identifiable as a MBSR so it can be authorized in the VPLMN and provided with any indication of which configuration to use or with updated/new configuration by the OAM of the VPLMN.
IAB donor: integration of the MBSR
AMF: authorize the MBSR in the PLMN and provide the OAM server address and the one time authentication material needed to access it.
END OF CHANGES	Comment by Nokia_2: deleted assuming this is replaced by the statement above
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