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	Reason for change:
	CT1 spec TS 24.229: The UE shall send the unprotected REGISTER requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, or if the UE was pre-configured with the P-CSCF's IP address or domain name and was unable to obtain specific port information, the UE shall send the unprotected REGISTER request to the SIP default port values as specified in RFC 3261 [26].
It is clear that there are deployments where P-CSCF may be running on a different port apart from the default 5060 as per the operator’s deployment. But the existing specification always shares the P-CSCF IP addresses when P-CSCF discovery using IP-CAN method is used. In this method UE is forced to use the default ports only.
To addresses this unnecessary resrtictions/limitations it is proposed that SMF provides both P-CSCF IP addresses and port if available to the UE as part of P-CSCF discovery
The changes of this P-CSCF discovery using IP-CAN applicable for GERAN/UTAN/E-UTRAN as well but the various new IMS services in recent time to cater vertical industry needs deployment thorugh 5GC. Hence the proposal is limiting to only 5GC instaead of extending to GPRS/UMTS/LTE.
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* * * * start of 1st change * * * *
[bookmark: _Toc20149937][bookmark: _Toc27846736][bookmark: _Toc36187867][bookmark: _Toc45183771][bookmark: _Toc47342613][bookmark: _Toc51769314][bookmark: _Toc98857043][bookmark: _Toc91153809][bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc91153549][bookmark: _Toc83355858][bookmark: _Toc68061709][bookmark: _Toc20203974][bookmark: _Toc27894659][bookmark: _Toc36191726][bookmark: _Toc45192812][bookmark: _Toc47592444][bookmark: _Toc51834525][bookmark: _Toc98865301]5.16.3.1	General
IP-Connectivity Access Network specific concepts when using 5GS to access IMS can be found in TS 23.228 [15].
5GS supports IMS with the following functionality:
-	Indication toward the UE if IMS voice over PS session is supported.
-	Capability to transport the P-CSCF address(es) to UE.
-	Paging Policy Differentiation for IMS as defined in TS 23.228 [15].
-	IMS emergency service as defined in TS 23.167 [18].
-	Domain selection for UE originating sessions.
-	Terminating domain selection for IMS voice.
-	Support of P-CSCF restoration procedure (clause 5.16.3.9).
-	NRF based P-CSCF discovery (clause 5.16.3.11).
NOTE:	The NRF based P-CSCF discovery has no impact on the UE, i.e. the UE does not need to know how P-CSCF IP address(es) and optionally the port is discovered in the network.
* * * * start of 2nd change * * * *
[bookmark: _Toc20149941][bookmark: _Toc27846740][bookmark: _Toc36187871][bookmark: _Toc45183775][bookmark: _Toc47342617][bookmark: _Toc51769318][bookmark: _Toc98857047]5.16.3.4	P-CSCF address delivery
At PDU Session Establishment procedure related to IMS, SMF shall support the capability to send the P-CSCF address(es) to UE. The SMF is located in VPLMN if LBO is used. This is sent by visited SMF if LBO is used. For Home routed, this information is sent by the SMF in HPLMN. P-CSCF address(es) shall be sent transparently through AMF, and in the case of Home Routed also through the SMF in VPLMN. The P-CSCF IP address(es) and optionally the port may be locally configured in the SMF, or discovered using NRF as described in clause 5.16.3.11.
NOTE 1:	Other options to provide P-CSCF to the UE as defined in TS 23.228 [15] is not excluded.
NOTE 2:	PDU Session for IMS is identified by "APN" or "DNN".
In the case of SNPN access the SMF is always located in the serving SNPN (no support for Home Routed traffic); therefore, the serving SMF sends the P-CSCF address(es) to the UE.
* * * * start of 3rd change * * * *
[bookmark: _Toc20149950][bookmark: _Toc27846749][bookmark: _Toc36187880][bookmark: _Toc45183784][bookmark: _Toc47342626][bookmark: _Toc51769327][bookmark: _Toc98857056]5.16.3.11	P-CSCF discovery and selection
P-CSCF selection functionality may be used by the SMF to select the P-CSCF for an IMS PDU Session of the UE.
The SMF can utilize the Network Repository Function to discover the P-CSCF instance(s). The NRF provides the IP address and port (if available) or the FQDN of P-CSCF instance(s) to the SMF. The P-CSCF selection function in the SMF selects the P-CSCF instance(s) based on the available P-CSCF instances obtained from NRF or based on the configured P-CSCF information in the SMF. If the SMF receives FQDN(s) from the NRF or is configured with FQDN(s) the SMF shall resolve these to IP addresses for sending to the UE in the PDU session response.
The following factors may be considered during the P-CSCF discovery and selection:
-	S-NSSAI of the PDU Session.
-	UE location information.
-	Local operator policies.
-	Availability of candidate P-CSCFs.
-	UE IP address.
-	Access Type.
-	Proximity to location of selected UPF.
-	Selected Data Network Name (DNN).
* * * * End of changes * * * *


