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1. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-62.
For the first one is: 

Editor's note:
How to use application IP address to discover the SMF in NRF is FFS.

The application IP address is not the parameters that SMF registers in NRF. So, the NWDAF can’t use the application IP address for the SMF discovery. But, due to for a specific IP address, the mapping table between IP address and DNAI is fixed. Also, the NF consumer may not provide the DNAI in request, because the DNAI is optional and application IP address is mandatory. So, one possible way is, if no DNAI is provided in consumer’s request, the NWDAF can transform the application IP address to target DNAI, and the target DNAI can be used for the SMF discovery. 
* * * * First change * * * *

6.9.3.2
UPF data collection for any UE

Different from the data collection for single UE, for the any UE situation, the UPF which the UEs are served for is not the single one. But for a specific Analytic ID, the destination IP address, DNN, DNAI, S-NSSAI etc. can be used to determine the potential UPFs that serves the UE that meets the requirements, for example, the UEs that in the same slice or access the same DNN or IP address.


[image: image1.emf]UE 1

UE 2

DN

AS - 1 PSA - 1

UE 3

PSA - 2

UE n

PSA - n


Figure 6.9.3.2-1: Data collection for single UE from service based UPF

For example in Figure 6.9.3.2-1, the NF consumers request the service experience towards the application server 1 for any UE. In the whole PLMN, the NWDAF should select out the UEs which has connection to AS-1 and determines the related UPF to collect data. But unlike in the single UE scenarios, the related SMF can be discovered in UDM by subscription data, for the any UE situation, the SMF which is responsible for the session management for the UEs to access DNN or application server IP address should be discovered by other means.
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Figure 6.9.3.2-2: Data collection for any UE from service based UPF

0.
The UPF registers to SMF with the supported event exposure which represented by event ID via N4 session procedure. This procedures may be repeated between different UPF and SMF.

1.
The analytics consumer sends a request to the NWDAF for analytics on any UE, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to either of the Analytic ID defined in TS 23.288 [5]. The NF provides the any UE in the Target of Analytics Reporting. Analytics Filter Information optionally contains DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI and etc.

2.
The NWDAF determines the event ID of UPF event exposure according to Analytic ID. Each event ID represents the data needed to be collected from UPF. For example, if consumer requests for the service experience analytic, the NWDAF can decide event ID is Service Experience, and the data needed to be collected from UPF are: QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, Packet retransmission.

3.
Due to the analytic is for any UE, the related SMF should be discovered first. In the scope of any UE, the potential UEs that related to the analytic ID has the same features below:

-
Connect to the same application server IP address.

-
Connect to the same S-NSSAI.

-
Connect to the same DN.


The NWDAF discovers a set of SMF instances by Nnrf_NFDiscovery request towards NRF according to the common features of UEs that the analytic ID refers to, including DNN, S-NSSAI, Area of Interest, DNAI. This request is for discovery all of the SMFs that controls the UE which coordinates with the conditions in analytics requests to NWDAF.

If the DNAI is not exists in the Nnwdaf_AnalyticsInfo request or Nnwdaf_AnalyticsSubscription request in step 1, the NWDAF can obtain the target DNAI from 5GC by the mapping table between Application IP range/address and DNAI. 

If the area of interest is existing in the Nnwdaf_AnalyticsInfo request or Nnwdaf_AnalyticsSubscription request in step 1, this information can be transformed to the Service Area of SMF for SMF discovery to NRF. 
Note 1: The mechanism of mapping table between application IP address/range and target DNAI needs to be coordinated with R18 eEDGE phase 2 item. 
Editor’s Note:
Whether and how can the NWDAF obtain the target DNAI from 5GC by providing Application IP range/address is FFS.

4.
The NRF responses with several SMF ID, SMF IP address that controls the UE which coordinates with the conditions in analytics requests to NWDAF.

5.
The NWDAF sends several Nsmf_EventExposure_Subscribe requests to the several of SMFs discovered by NRF, including the Event ID of UPF event exposure set to in step 2, and other parameters used to determine UPF including DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI. The NWDAF requests these SMFs to represent NWDAF to perform data collection from UPF.

6.
All these SMFs should determine the UPF which serves the UEs accord with the condition of DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI.

7.
The several SMFs performs Nupf_EventExposure_Subscribe request to each UPFs individually that determined in step 6 for data collection from UPF. In the request, the following parameters are included: PDU session id, Event ID that represents the kind of data needs to be collect, NWDAF IP address, DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI.
Editor's note:
For the any UE scenarios, how to reduce the multiple notification message of data collections from UPF is FFS.

8.
The UPF responses with subscription request.

9.
The each of UPF sends the notification related with Event ID data collection information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond to the NWDAF.


According to the step 0, if the UPF doesn't support some of the event ID, the related data will be collected via N4 procedure between SMF and UPF.

10.
The NWDAF derives requested analytics, in the form of statistics or predictions or both.

11.
NWDAF to NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.


The NWDAF provides requested analytics to the NF consumer, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.

6.9.4
Impacts on services, entities and interfaces

UPF:
-
Newly introduced UPF Services and UPF Service Operations to support SMF or NWDAF to collect data.

-
Newly defined Event ID to the available data in UPF.

-
Expose UPF related data collection information to NWDAF directly.

SMF:
-
Represent NWDAF to request UPF to collect dedicated data.

-
Consumer of UPF services for data collection.

-
Determine the UPF that serves the target UEs in the scope of any UE according to parameters of NWDAF IP address, DNN, S-NSSAI, Area of Interest, Application IP address, APP ID, DNAI.

NRF:
-
Discovery of several SMFs that accords with the parameters that related to the UEs.

NWDAF:
-
Determine the target DNAI from 5GC by the mapping table between IP range/address and DNAI.

-
Responsible to transfer the area of interests from NF consumer to SMF service area for SMF discovery in NRF.

* * * * End of changes * * * *[image: image3.png]
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