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Abstract of the contribution: This contribution proposes a new solution for KI#2 to support 5GC information exposure to the UE.
1. Discussion 
In the last SA2#149-E meeting, it is agreed for KI#2 to study the following:

As documented in SA WG1 TS 22.261 [2], the application layer AI/ML model can be downloaded from AF/AS to UE to facilitate local intelligence, i.e., the UE can do inference and make decisions locally, for the use cases such as image recognition, speech recognition, media quality enhancement, etc. The UE may need information from the 5GC to assist its local decision.

This Key Issue is related to WT#1.1b, and aims at studying whether and how to enhance the 5GC to expose information to the UE to facilitate its Application AI/ML operation (e.g. Model Training, Splitting and inference feedback etc.):

-
Whether and for which purpose there is a need for 5GC to expose information or data analytics to the UE, and what are the information or data analytics that can be provided by 5GC to the UE to assist the Application AI/ML operation at the UE side.

-
How the 5GC exposes such information or data analytics to the UE.

This contribution proposes a new solution for KI#2 to support 5GC information exposure to the UE.
2. Proposal

It is proposed to adopt the following text in TR 23.700-80.   

*** Start of the 1st change ***

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of solutions to key issues
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*** End of the 1st change ***

*** Start of the 2nd change ***

6.X
Solution #X: Network information exposure to UE
6.X.1
Description

In 5G system, an AF may provide PFDs (Packet Flow Descriptors) to NEF (PFDF) to facilitate detection of its traffic and request differentiated services from the network, as described in clause 4.18 of TS 23.502 [3]. A PFD contents can contain flow description (service-side 3-tuple), URL, and domain name/protocol information. When an AF deliver a PFD to NEF (PFDF), it will be eventually provisioned to SMFs and UPFs to enable detection of application traffic according to clause 5.8.2 of TS 23.501 [2]. However, there are cases that an AF does not provide PFDs for its traffic or that the PFDs are out of date and not correct, e. g., when the AF does not provide updated information in time. To resolve the issue, NWDAF can be used to provide the NEF (PFDF) with analytics on application traffic that assists the NEF (PFDF) to manage PFDs. The proposed solution provides analytics including new PFDs for unknown applications and updated PFDs for known applications by extracting network traffic signature and inferring application identity. 
In the solution, the NWDAF provides a consumer NF with a PFD information that is generated for unspecified traffic based on analysis of input data from the UPF, including packet's URL, packet's Domain Name, and IP 3-tuple etc. The NWDAF also uses historical PFD information, which it receives from the NEF (PFDF) for the known applications, to detect changed traffic characteristics and provide an updated PFD information for those applications.
6.X.2
Procedures
The procedure is depicted in 6.X.2-1.
Figure 6.X.4-1: Procedure for NWDAF-assisted application detection
1.
The NEF subscribes to NWDAF to request analytics on application detection. The request can be triggered by local configuration or OAM. The NEF specifies the target UE and S-NSSAI, DNN in the subscription message.
2.
The target UE establishes a PDU session with SMF and UPF.

3.
The NWDAF subscribed to SMF and UPF to collect traffic measurement information and URL, Domain name part, and IP 3-tuples of packets from unknown application.

4.
The NWDAF extracts the application traffic characteristics based on the collected input data.

5.
The NWDAF sends the analytics output to the NEF as defined in Table 6.X.3-1. The NEF assigns an Application ID for the received PFD if it is for an unknown application. The assigned Application ID can be used to identify/audit/report the unknown application.
6.X.5
Impacts on Existing Nodes and Functionality

*** End of the 2nd change ***
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