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[bookmark: _Hlk526665839]Abstract of the contribution: This paper proposes a solution for KI#4 to manage storage in the ADRF/NWDAF for inclusion in TR 23.700-81.
Discussion
[bookmark: _Hlk93059962]The FS_eNA_Ph3 has a KI #4: “How to Enhance Data collection and Storage” as agreed in S2-2201861. As per the KI description, aspects to be studied include:
-	Whether and what other enhancements are required for storage of data and/or analytics in ADRF, NWDAF and/or data source NF.
The following solution is proposed for TR 23.700-81 to address this aspect of the KI
Proposal
It is proposed to add the following solution to TR 23.700-81.

*** Start of changes ***
[bookmark: _Toc23232155][bookmark: _Toc23238463][bookmark: _Toc23239069][bookmark: _Toc23244489][bookmark: _Toc26520137][bookmark: _Toc26530875][bookmark: _Toc26530925][bookmark: _Toc26530974][bookmark: _Toc28869878][bookmark: _Toc30008178][bookmark: _Toc31035879][bookmark: _Toc31037026][bookmark: _Toc43132007][bookmark: _Toc43192918][bookmark: _Toc44583945][bookmark: _Toc44584094][bookmark: _Toc50481754][bookmark: _Toc54846685][bookmark: _Toc57622229][bookmark: _Toc57623944][bookmark: _Toc59102898][bookmark: _Toc97271689]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*** Next change (all new text) ***
[bookmark: _Toc26386429][bookmark: _Toc26431235][bookmark: _Toc30694633][bookmark: _Toc43906656][bookmark: _Toc43906772][bookmark: _Toc44311898][bookmark: _Toc50536540][bookmark: _Toc54930314][bookmark: _Toc54968119][bookmark: _Toc57236441][bookmark: _Toc57236604][bookmark: _Toc57530245][bookmark: _Toc57532446][bookmark: _Toc93073663]6.x	Solution #x: ADRF / NWDAF Data Storage Management
[bookmark: _Toc510607500][bookmark: _Toc518306734][bookmark: _Toc26386430][bookmark: _Toc26431236][bookmark: _Toc30694634][bookmark: _Toc43906657][bookmark: _Toc43906773][bookmark: _Toc44311899][bookmark: _Toc50536541][bookmark: _Toc54930315][bookmark: _Toc54968120][bookmark: _Toc57236442][bookmark: _Toc57236605][bookmark: _Toc57530246][bookmark: _Toc57532447][bookmark: _Toc93073664]6.x.1	Description
TS 23.288 clause 6.2.6 specifies that data may be stored in an ADRF/NWDAF based on a request to the DCCF or NWDAF from an NWDAF or DCCF service consumer. The request may specify “ADRF Information” indicating whether the data are to be stored in an ADRF, and optionally an ADRF ID. Alternatively, data may be stored in the ADRF/NWDAF based on local configuration on the DCCF or NWDAF. Once data or analytics is stored in the ADRF/NWDAF, it remains there permanently unless some action is taken to remove it when the data or analytics is no longer needed. Over time, this may result in the ADRF/NWDAF becoming a wasteland containing a huge volume of data or analytics that serves no purpose and is no longer needed.
This solution enhances storage management through policies that consider both operator’s/local configuration and instructions from consumers that request data storage.
In this solution, consumer requests for data or analytics are enhanced so they may optionally include storage handling information that indicate how the consumer would like stored data or analytics to be maintained in the ADRF/NWDAF. The storage handling information provided by a consumer is used according to a Storage Policy provisioned (e.g., by an operator) on the DCCF, NWDAF or ADRF. Specifically:
-	A Storage Policy is provisioned on the DCCF, NWDAF or ADRF. The policy specifies operator rules for storing data. This may include whether Storage Handling Information from a consumer is allowed, default rules that apply in the absence of a consumer request containing Storage Handling Information or when the requested Storage Handling is disallowed, and allowed values or range for Storage Handing Information. For example, the Storage Policy may specify that the default duration for storing data gathered from AMFs is 4 months, Storage Handling Information requests from consumers is allowed and the allowed values for Storage Handing Information sent by a consumer is 1 month to 12 months.
-	Storage Handling Information is sent by data or analytics consumers. It specifies storage instructions for data or analytics requested by a Consumer. This information is added to existing service operations used by consumers to request data and storage (Ndccf_DataManagement_Subscribe and Nnwdaf_DataManagement_Subscribe).
The Storage Policy and Storage Handling Information may indicate:
1.	How long data/analytics are to be stored,
2.	What subset of data/analytics are to be stored, 
3.	A priority indication of the data so that more important data can be retained and less important data can be removed when necessary,
4.	Specification for sending (or not sending) an alert to the consumer when data removal is imminent. 
A consumer request containing Storage Handing Information is evaluated in the context of Storage Policy rules that apply for the requested data/analytics. Different Storage Policy rules may apply for different data/analytics (e.g. AMF data may be stored for a longer or shorter duration than SMF data).
One or both of a Storage Policy and Storage Handling Information may be available for particular data/analytics, for a set of data/analytics or for all data/analytics to be stored. Storage Policy rules and Storage Handling Information are considered in determining the Storage Approach to be applied for requested data. The Storage Approach consists in enforcing the storage based on the Storage Policy and/or the Storage Handling Information. A precedence may be specified as part of the Storage Policy to determine whether a Storage Policy rule supersedes a Storage Handling Request.
-	If only a Storage Policy is specified (e.g., provisioned by the operator), then a Storage Policy rule applicable to the data to be stored is applied as the Storage Approach (e.g., store all AMF data for 4 months).
-	If only Storage Handling Information is specified (by a consumer), then the request is either accepted or rejected as the Storage Approach according to configuration (e.g. by the operator) for honouring consumer requests in the absence of a policy (e.g., consumer asks to store requested AMF data for 7 months, and request is accepted or rejected).
-	If both a Storage Policy and a Storage Handling Information is specified, then the request for Storage Handling is allowed within the scope of Storage Policy rules and precedence configured by the operator. For example, if a Storage Policy rule is to store all AMF data for a maximum of 4 months but a consumer that sent a Storage Handling Request asks that the data be stored for 7 months, then data storage for 4 months or for 7 months is authorized and applied as the Storage Approach according to operator configuration of Storage Policy vs Storage Handling Request precedence.
In response to a consumer request containing Storage Handling Information, the ADRF/NWDAF/DCCF provides the result of the request indicating the Storage Approach.
To execute a Storage Approach:
-	When a DCCF is used, the DCCF may keep track of the Storage Approach and the DCCF executes tasks to update the NWDAF or ADRF storage accordingly. For example, after the 4 months storing AMF data has elapsed, the DCCF sends an Nadrf_DataManagement_Delete to remove the data that is no longer needed.
-	When a DCCF is not used, the ADRF or NWDAF keeps track of the Storage Approach and executes tasks to update the NWDAF/ADRF storage.
-	When data is to be removed from the ADRF or NWDAF, the DCCF, ADRF or NWDAF may send a notification to the Consumer that the data is about to be deleted. The consumer may acknowledge the notification or send a further request to extend the data storage period.
In addition, the NWDAF/ADRF/DCCF may provide the consumer with a “Storage Transaction Identifier so that the data can be easily fetched by the consumer. For example, if a consumer has asked to store AMF notifications for 5 months, the DCCF, ADRF or NWDAF may provide a Storage Transaction Identifier that can be used by the consumer to retrieve the stored data. This saves the effort at the DCCF, ADRF or NWDAF to filter out data when a request is received per URI.
6.x.2	Procedures
[bookmark: _Toc26386435][bookmark: _Toc26431241][bookmark: _Toc30694639][bookmark: _Toc43906662][bookmark: _Toc43906778][bookmark: _Toc44311904][bookmark: _Toc50536546][bookmark: _Toc54930320][bookmark: _Toc54968125][bookmark: _Toc57236447][bookmark: _Toc57236610][bookmark: _Toc57530251][bookmark: _Toc57532452][bookmark: _Toc93073667][bookmark: _Toc20203937]The procedure from TS 23.288 clause 6.2B.3 which is used by consumers (NWDAF, DCCF) to store received notifications in the ADRF is replicated below. Changes to support storage management provided by this solution are indicted in the figure in red and are described in the steps below. Note the step numbering from the current procedure has been maintained but may be updated in the normative phase.


Figure 6.x.2-1: Historical Data and Analytics Storage (with storage management) via Notifications

0a-c.	The operator configures Storage Policy on the DCCF, NWDAF or ADRF according to operator preference.
1a-b.	The Data or Analytics Consumer may provide Storage Handling Information in its request for Data/Analytics to the NWDAF or DCCF.
2a-b.	If Storage Policy is not configured on the NWDAF or DCCF, the NWDAF or DCCF sends the Storage Handling Request to the ADRF in the Nadrf_DataManagement_StorageSubscription request.
3a-c.	The NWDAF, DCCF or ADRF determines the Storage Approach based on the received Storage Handing Information and the Storage Policy.
7a-c.	The NWDAF, DCCF or the ADRF determines that stored data/analytics can be removed from the ADRF. The determination may be made according to a Storage Approach from Step 3.
7a-1 to 7c-1	As determined by the Storage Approach, the DCCF, ADRF or NWDAF may send a notification to the Consumer that stored data/analytics are about to be deleted. The consumer may acknowledge the notification, or send a further request to extend the data/analytics storage period.
10a-10b.	The DCCF or NWDAF may send an Nadrf_DataManagement_Delete request to remove the stored data/analytics. 
11.	ADRF deletes the stored data/analytics.
6.x34	Impacts on services, entities and interfaces
-	NWDAF:
-	Include Storage Handling Information in service operations that request data.
-	Support Storage Policy and execution of Storage Approach.
- 	Support notification to consumer of impending data/analytics deletion and response from consumer.
-	DCCF/MFAF:
-	Include Storage Handling Information in service operations that request data.
-	Support Storage Policy and execution of Storage Approach.
-	Support notification to consumer of impending data/analytics deletion and response from consumer.
-	ADRF:
-	Support Storage Policy and execution of Storage Approach.
-	Support notification to consumer of impending data/analytics deletion and response from consumer.
*** End of Changes***
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