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Abstract of the contribution: This contribution proposes updates to the solution#3.
1 Discussion
Solution #3: Access to SNPN services via Trusted non-3GPP access network includes following text and associated EN in TR 23.700-08:
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's note:	It is FFS whether this solution supports SNPNs with self-assigned NID.
Observation:
In R17, SNPN with self-assignment model NID is not assumed in case of SNPN connectivity for UEs with credentials owned by Credentials Holder (see TS 23.501 clause 5.30.2.1).
UE with credentials from SNPN A that is configured with self-assigned NID could attempt to register to SNPN B (for which UE does not have credentials) over Trusted non-3GPP access that is configured with self-assigned NID that has exactly the  same value for as used in SNPN A. 
In this scenario when UE reveices NAS Registration Reject message over non-3GPP access with 5GMM Cause “Illegal UE” from SNPN B (that is configured with self-assigned NID) UE shall consider the entry of the "list of subscriber data" with the SNPN identity of the current SNPN (which in this cases is the same as home network, SNPN A identity) as invalid until the UE is switched off, the entry is updated or the timer T3245 expires (TS 24.501 clause 5.5.1.2.5). When UE again tries to register to its home network (SNPN A), this could result in unsuccesful registration attempt.
Proposal:
The use of SNPN with self-assignment model NID such that the combination of PLMN ID and NID is not globally unique is not assumed when accessing SNPN services via a Trusted non-3GPP access network.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-08 as follows
[bookmark: _Hlk520730635]*** Start Change ***
[bookmark: _Toc101340378][bookmark: _Hlk102481192]6.3	Solution #3: Access to SNPN services via Trusted non-3GPP access network
[bookmark: _Toc101340379]6.3.1	Introduction
This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on clause 6.3.12.2 of TS 23.501 [3], which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.
[bookmark: _Toc101340380]6.3.2	Functional Description
To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 of TS 23.501 [3] with the following clarifications and additions:
-	The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.
-	The UE selects an SNPN that is included in the list of available SNPNs.
-	When the UE wants to perform UE onboarding via an SNPN, the UE may select an SNPN that is included in the pre-configured ON-SNPN selection information.
NOTE x:	If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.
[bookmark: _Hlk102038390]-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
NOTE y:	It is assumed that SNPNs with self-assignment model NID such that the combination of PLMN ID and NID is not globally unique are not applicable for accessing SNPN services via a Trusted non-3GPP access network.
Editor's note:	It is FFS whether this solution supports SNPNs with self-assigned NID.
-	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN as described in clause 6.3.3, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [5], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
-	UE accessing the SNPN with credentials from CH is supported as described in clause 6.3.3.X.
-	UE onboarding via Trusted non-3GPP access is supported as follows:
-	The non-3GPP access network advertises (e.g. via ANQP) an Onboarding enabled indication, as defined in clause 5.30.2.10.2.3 of TS 23.501 [3] for the 3GPP access.
-	As part of UE registration via Trusted non-3GPP access, in Figure 4.12a.2.2-1, step 5 of TS 23.502 [4] the UE provides an onboarding indication inside the AN-Parameters.
-	Emergency services via Trusted non-3GPP access to an SNPN are supported as follows:
-	UE shall attempt Emergency services over Trusted non-3GPP access only if there is no 3GPP coverage.
-	In presence of Trusted non-3GPPP access networks providing access to both SNPNs and PLMNs the UE initiates Emergency service with either an SNPN or a PLMN based on implementation.
-	The non-3GPP access network advertises the support of Emergency service (e.g. via ANQP).
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3GPP
