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Abstract of the contribution: This contribution updates solution 2.4 to address an EN.
1.
 Discussion
This solution updates solution #2.4, which addresses aspects of Key Issue #2. This solution describes a procedure applying inner header compression to limit the overhead of DCCP and QUIC based MA-PDU sessions when carrying IP and Ethernet traffic. 
Two editor’s notes are present in this solution:
· “Editor's note:
It is FFS whether per-SDF IHC configuration or per-MA PDU Session IHC configuration is used.”
· Currently the configuration of header compression in PDCP is performed on a per-DRB basis (as per 36.323, section 5.5.2). To have a similar type of header compression support in MA-PDU session, it would therefore make sense to enable configuration with a similar granularity, e.g., a per-MA PDU session IHC configuration. We recommend removing this Editor’s Note, and to apply IHC configuration for the whole PDU session in the PDU session establishment. Removal of this Editor’s Note, in line with this recommendation is handled in contribution S2-2204485, so we won’t handle this change in the present document.
· “Editor's note:
It is FFS whether PCC rule is needed for IHC configuration.”
· Using PCC rule to configure IHC would enable a per-SDF configuration. As discussed in the last meeting, there is no currently identified need for a per-SDF configuration of IHC. Therefore, we propose to remove the EN and remove mentions of PCC rules for IHC configurations.
2. Proposals
It is proposed to adopt the following text in TR.23.700-53.   
*** Start of 1st change ***
6.13
Solution #2.4: Limiting MA-PDU Per-Packet Overhead

6.13.1
Introduction

This solution addresses aspects of Key Issue #2, especially, the impact on the user plane performance, and UE impacts.

When carrying IP and Ethernet traffic on a DCCP or QUIC based MA-PDU session, the headers of PDUs need to be compressed to reduce the overhead per packet, using typically EHC and ROHC protocols. We can call this feature "inner header compression" (IHC). This solution describes how IHC can be established between the UE and UPF. IHC is optional and configured by the network based on network policy and UE/Network capability.
6.13.2
High Level Description

Inner header compression can be performed by tunnel clients/servers, or by the DCCP or QUIC layer. Using tunnel clients/servers may be preferable since it enables using the same mechanism for DCCP and QUIC based MA-PDU session. Such a solution could therefore be used for both steering functionalities.

Inner header compression should be configured on both ends, i.e. UE and UPF, prior to establishing a flow. NAS signalling can be used for this purpose, as described below.

NOTE:
The solution applies to DCCP or QUIC based lower layer solutions (e.g. Solution 2.1 or Solution 2.3), but not to higher layer solutions (e.g. Solution 2.2).
6.13.3
Procedures

The following procedure describes how inner header compression can be configured when a new MA-PDU session is created, or when a new flow is added to an existing MA-PDU session.
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Figure 6.13.3-1: Configuration of Inner Header Compression in a MA-PDU Session

In step 1, a UE application decides to initiate communication with AS. UE determines to use a MA-PDU session. UE determines to use IHC.

In step 2, UE sends a PDU Session Establishment or Modification Request. The request includes a IHC support flag, to indicate that the UE wishes to use IHC over this PDU session, and the UE's supported IHC functionalities (e.g. RoHC profiles).

In step 3, SMF determines, based on the PCC rules, which traffic of the MA PDU Session should be steered with DCCP/QUIC based steering functionality. SMF determines the IHC configuration based on IHC capabilities of the UE and the network.
Editor's note:
It is FFS whether per-SDF IHC configuration or per-MA PDU Session IHC configuration is used.


In step 4, SMF sends to UPF a N4 session establishment/modification request, including an IHC configuration.

In step 5, UPF configures packet detection, enforcement and reporting rules, and configures the tunnel server to use IHC for the appropriate MA-PDU session flows. UPF also creates any needed DCCP/QUIC proxy instance.

In step 6, UPF sends a N4 session establishment/modification response to SMF.

In step 7, SMF sends to UE, through AMF, a PDU Session Establishment/Modification Accept message including IHC configuration.

In step 8, UE configures the tunnel client to use IHC for the appropriate MA-PDU session flows, based on the IHC configuration from the PDU session establishment/modification accept message. UE also creates any needed DCCP/QUIC instance.

From this point on, the application traffic is switched/steered/split over a MA-PDU session between UE and UPF. Inner headers are compressed between UE and UPF. The application traffic is forwarded by the UPF to/from AS.

6.13.4
Impacts on Existing Nodes and Functionality

IHC requires UE and UPF to implement header compression, e.g. using ROHC and EHC. This function may be in the tunnel client (on UE) and server (on UPF). UE requests IHC in PDU session establishment/modification request and obtain IHC configuration in PDU session establishment/modification accept.

SMF determines IHC configuration based on IHC capabilities. SMF transmits IHC configuration to UPF (over N4 signalling) and to UE (over NAS signalling).

*** End of the changes ***
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