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Abstract of the contribution: This contribution proposes a new solution for Key Issue #6 based on an indication from the SMF.
1.
 Discussion
Key Issue #6 (Avoiding UE to switch away from EC PDU Session) includes the following assumption.

Figure 4.3-1 from TS 23.548 illustrates the 3 connectivity models (Distributed Anchor Point, Session Breakout, and Multiple PDU Session). This figure is copied below.
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Figure 4.3-1: 5GC Connectivity Models for Edge Computing

Notice that when the Distributed Anchor Point or Multiple PDU Session model is used, there is a PDU Session with a PSA UPF in the local site and used for edge traffic. When these two connectivity models are used, the SMF will use the DNN / S-NSSAI combination to select an appropriate UPF (i.e. a UPF in the local site).

Notice that when the Session Breakout model is used there is a PDU Session with a PSA UPF (i.e. an L-PSA UPF) in the local site and used for edge traffic. The Edge Computing application traffic is selectively diverted to the L-PSA UPF using UL Classifier or multi-homing Branching Point mechanisms. When this connectivity model is used, the SMF configures the UL classifier or multi-homing Branching Point to selectively divert the traffic and the SMF is therefore aware of what traffic being diverted.
Observations:

1. In all 3 connectivity models, the SMF is aware that the PDU Session is being used for Edge Computing application traffic.

2. In the Distributed Anchor Point or Multiple PDU Session models, all traffic that is associated with the PDU Session is associated with an Edge Data Network.

3. In the Session Breakout model, only select traffic from the PDU Session is associated with an Edge Data Network and the SMF is aware of which traffic from the PDU Session is being diverted to the Edge Data Network.
TS 23.548 does not specify any functionality regarding handling non-3GPP access by the UE when EC-related network enablers are applied for a certain application traffic in a PDU session. Non-controlled switching to non-3GPP access (such as WIFI offload) may have unwanted consequences on the EC traffic, such as loss of connectivity to the EAS, outages, too high latency or other performance degradation.

URSP and ATSSS rules provide means for the network to control steering of application traffic to the non-3GPP access. However, some alternative solution would be needed also for the cases when the UE or 5GC lack URSP or ATSSS-capability (resulting UE switching to non-integrated non-3GPP access, where re-connecting to the 5GS is not supported) or for when they do not take the required effect due to, for example, dynamic policy changes in the network. Therefore, we propose an extension to the ePCO where the network (SMF) may indicate for a certain PDU session whether (part of) traffic for this PDU session is ”edge anchored” and may also indicate the preference that the UE should not switch away this traffic to non-integrated non-3GPP access.  

2. Proposal
It is proposed to adopt the following text in TR.23.700-48 V0.2.0 
*** First Change ***
6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).

Table 6.0-1: Solution-Key issue matrix

	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	18
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	21
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	23
	X
	
	
	
	
	
	

	04: Support EAS discovery in VPLMN via HR PDU Session
	28
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU session
	31
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	33
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	35
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	36
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	38
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	40
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	41
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	43
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	47
	
	X
	
	
	
	
	

	14: Group Management
	50
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	54
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	62
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	64
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	66
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	70
	
	
	
	X
	
	
	

	20: Global EASDF
	71
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	73
	
	
	
	
	X
	
	

	22: EAS discovery for federated OPs
	74
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	80
	
	
	
	
	X
	
	

	X: Avoiding Switch Away Based on an SMF Indication
	X
	
	
	
	
	
	X
	


*** Second Change (all new) ***
6.x
Solution x (KI#6): Avoiding Switch Away Based on an SMF Indication

6.x.1
Description

6.x.1.1
General

This solution addresses Key Issue #6 for the cases where the Distributed Anchor Point, Session Breakout, and Multiple PDU Session connectivity models are used.

The premise of the solution is that the SMF is aware of whether the PDU Session uses a PSA UPF in local site and the SMF can send an “edge-anchored” indication to the UE that indicates that the PDU Session uses a PSA UPF that is in a local site and also a “5GC-preference” indication that indicates that the network prefers to keep the traffic in the 5GC. The indications may be coupled with descriptors of the impacted traffic. The UE can use the “edge-anchored” indication to notify any subscribed consumer (e.g., an application) mapped into the PDU session about the local PSA. Also, when non-integrated connectivity becomes available for the UE, the UE can use the “5GC-preference” indication from the SMF to help determine whether to use the non-integrated connectivity for the traffic that is currently associated with a PSA UPF in a local site.
NOTE: 
The user preferences that are associated with the UE must be taken into account and how this is done is not in scope of SA2.  For example, the user preferences may indicate that all traffic should use non-integrated connectivity when it is available. In such a scenario, this indications from the SMF would be ignored.

6.x.1.2
Procedure
In the case when the network provides connectivity to the edge for all or part of the traffic for a given PDU session, the SMF may include an “edge-anchored” and/or “5GC-preference” indications in the ePCO of the PDU Session Establishment Accept message or PDU Session Modification Command. The “edge-anchored” indication indicates to the UE that the that the PDU Session has a local PSA UPF. The “5GC-preference” indication indicates that the 5GC prefer that the traffic stay within the 5GC (e.g. because the services are only available via the 5GC).
The trigger for the SMF providing connectivity to the edge and sending the “edge-anchored” and/or “5GC-preference” indication in the ePCO may be 

-
A PDU Session Establishment request arriving from the UE through the AMF in a Nsmf_PDUSession_CreateSMContext request message, where the SMF decides to provide connectivity to the edge for all or part of this PDU session. The indications in the ePCO are sent by the SMF in the PDU Session Establishment Accept message.

-
An EAS discovery message from the UE that is triggering in the SMF (via from EASDF) a selection of a local PSA. The indications in the ePCO are sent by the SMF in a PDU Session Modification Command message

-
An AF traffic influence request via the NEF and PCF that is targeting connectivity to the edge for some traffic within an existing PDU session (conveyed via a Npcf_SMPolicyControl_UpdateNotify message from the PCF). The indications in the ePCO message are sent by the SMF in a PDU Session Modification Command.

Once the PDU Session is established, if the SMF (re)selects a PSA UPF for the PDU Session and there is no longer any local PSA UPF for the PDU Session, then the SMF may send a PDU Session Modification Command to indicate in the ePCO that the PDU Session should no longer be considered “edge-anchored”.

Once the PDU Session is established, if none of the PSA UPF(s) are deployed in a local site and the SMF (re)selects a PSA UPF for the PDU Session and the new PSA UPF is deployed in a local site, then the SMF may send a PDU Session Modification Command to the UE and indicate in the ePCO that the PDU Session should now be considered “edge-anchored”. The SMF may also send the “5GC-preference” indication if there is a preference to keep the traffic within the 5GC.
The UE may use the “edge-anchored” indication to notify any subscribed consumer (e.g., an application) mapped into the PDU session about the local PSA. The consumer (application) could use this information to perform actions to maintain proper connectivity to edge computing resources, such as keeping the 3GPP access active, monitoring non-3GPP access performance and taking traffic routing decisions. 

When the SMF has information about the impacted traffic or applications, e.g., it has configured a branching point UPF or an uplink classifier UPF for the PDU Session such that only some traffic is routed towards a PSA UPF in a local site, then the “edge-anchored” and/or “5GC-preference” indication may be sent to the UE in the ePCO with the Flow Descriptor(s) (e.g., Packet Filters derived from the PDR(s) that were sent to the branching point UPF or uplink classifier UPF to be used to detect which traffic should be forwarded to the local site. The UE may use the Flow Descriptor(s) to determine which traffic from the PDU Session is associated with a PSA that is in a local site and may use this to notify the specific applications. 

When connectivity outside of 5GC becomes available for the UE, the UE may use the “5GC-preference” indication and any associated Flow Descriptor(s) to decide if the traffic that is currently associated with a PDU Session should be transferred to connectivity outside of 5GC.
NOTE: 
How the “edge anchored” and “5GC-preference” indications interact with user preferences to influence the UE’s decision to use connectivity outside of 5GC is out of scope. 

6.x.2
Impacts on services, entities and interfaces
SMF:

-
Sends the “edge-anchored” and “5GC-preference” indications and associated Flow Descriptor(s) in the ePCO of the PDU Session Establishment Accept and PDU Session Modification Command messages.

UE:

-
Receives the “edge-anchored” and “5GC-preference” indications and associated Flow Descriptor(s) in the ePCO of the PDU Session Establishment Accept and PDU Session Modification Command messages and provides functionality to notify relevant applications to consider avoiding connectivity to non-integrated access.
*** End of the changes ***
This key issue should consider all of the connectivity models that are described in clause 4.3 of TS 23.548 [03] (i.e. Distributed Anchor Point, Session Breakout, and Multiple PDU Session).
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